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1. Introduction
The RFSP is a useful index is a useful parameter that allows networks to steer certain services to preferred carriers in the RAN. This can be for reasons of capacity management, improving coverage, to access features that are only available on certain carriers, to avoid inter-modulation issues and more. In some circumstances, the appropriate RFSP index for a certain service will change dynamically.

Release 16 supports AM policies in the PCF, but the options for dynamically triggering the establishment/modification/termination of AM policies by third parties or based on application detection have been overlooked.
2. Discussion
This discussion paper will explain why dynamically changing AM policies is required through examples, followed by some proposals as to how the current deficiency could be addressed.
A. Example use cases

Example 1: frequency steering (using RFSP) based on applications in use
An operator will often steer UEs to carriers/frequencies in a way that maximises the utilisation of the highest frequencies in the RAN by prioritising them the highest. This maximises the utilisation of the higher frequencies that usually have less coverage and more bandwidth than lower frequencies. This then reserves the limited capacity of the lower frequencies for those UEs that are outside of the coverage of the higher frequencies and therefore need the extra range of the lower frequencies.
The drawback of this is that services will be steered to a frequency with a weaker signal despite the presence of a stronger carrier in their location. Therefore, for services that require higher reliability, particularly those that have a greater requirement for uplink throughput are benefited by having a different frequency prioritisation (that is less aggressive in steering traffic to higher frequencies) than that used by the general population.

For example, a typical consumer service might generally watch videos, browse the internet, etc and the default frequency prioritisation policy in the RAN will be designed for their uses. However, on occasion, the same service may also be used for an interactive video session. The operator’s default frequency prioritisation will no longer be suitable as it will push them to a higher frequency that is not capable of supporting the uplink bitrate for the interactive video service. Therefore, we need a means of dynamically changing the RFSP index in the AM policy in response to the service now carrying interactive video. Depending on the product construct, this change could be triggered in a number of ways, such as:
· The user manually activates an interactive video prioritisation pack that improves their video service for a fixed duration. This could be useful if they have an important video call that they want to be as seamless as possible. 
· The application is automatically detected by a DPI type function

· A third-party application such as an interactive video provider signals to the network that a call has commenced.
Example 2: allowed TAI for temporary expansion of coverage
Many operators differentiate based on coverage. To maintain this differentiation, they restrict which TAIs a service can use for wholesale customers, for low cost subsidiary brands and/or for lower tier plans. However, an operator may want to provide a product that allows a customer to buy a pass that lifts or modifies these restrictions for a restricted timeframe. For example, a customer pays a fee to have access to the full range of coverage for a week, knowing that they are travelling on holidays to an area that is outside of their normally allowed coverage area as defined by the allowed TAI list.
In release 16 the AM policies in the PCF have been defined that allow for the PCF to realise the above examples. As per 23.503 section Table 6.5-1
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However in 23.502 the operations required to dynamically change aspects of the AM policies from are missing.
For example in 25.502 section 5.2.5.3.3. Npcf_PolicyAuthorization_Update states that the operation will communicate with Npcf_SMPolicyControl service, but it does not state that it will communicate with the Npcf_AMPolicyControl service.

Provides updated application level information and communicates with Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Updates an application context in the PCF.
Additionally, in 29.513 section 5.1.2.2 AM Policy Association Modification initiated by PCF examples are given of what external and internal triggers can trigger an AM policy change. They relate to internal policy changes within the PCF and changes of subscription policy. But they do not extend to the more dynamic factors specified in this discussion paper such as applications detected, or it is triggered by an application server.
Whilst some of the requirements outlined in this discussion paper could potentially be done via provisioning systems. Provisioning systems are not generally suitable for due to scalability and availability concerns. There is also potential for changes to taske longer when going through provisioning.

Observation1: 

5GC specifications (up to Rel-16) support access and mobility policies, but these are entirely static in their nature, the decisions are made based on information from AMF. This does not satisfy use all existing use cases.
B. Deployment considerationsAnother important consideration is to see, whether the existing Npcf_PolicyAuthorization service could implicitly be used for AM related policy decisions. This can be possible based on the current specifications, in case the PCF and AM policies are in the same PCF instance. The PCF identifies the PDU session and thus, the UE’s SUPI, based on which it can invoke the Npcf_PolicyAuthorization reguest as an input to the AM policy decision as well. But can this co-location be used as a generic assumption?

The 3GPP specifications define the network function that is responsible for session management, authentication and mobility management, and the one for UE policies all as “Policy Control Function”. It has to be noted though that the NF instances serving the same user for these policies are not necessarily the same:
· PCF being selected on a per PDU session basis, a UE may have multiple PCFs used for SM policies – e.g. selected from dedicated pools (for S-NSSAI and/or DNN). As opposed to that, the AM policies will relate to the UE “globally” , and does, network operators may decide to use PCF instances from a pool that is different again. 

· Where there are multiple dedicated network slices involved in serving a UE, the PCF instances used for the SM policy decisions will be different, so the AM policy related PCF cannot be co-located with all of them,
Observation2:
The PCF used for AM policy decisions is in general not the same PCF instance as what is used for SM decision of the UE, therefore the requests for existing Npcf_PolicyAuthorization service are not going to be addressed to this PCF.
With other words, the PCF used for AM policy decision will not be able to take into consideration the input parameters sent in existing policy authorization requests in an indirect manner either. 
C. SM policy decisions entailing AM policy requirements

Our specific examples were focusing on the AF to influence the AM policy decision. However, once we see that (one of) the PCF instance(s) used for SM policy decisions is separated from the PCF instance responsible for AM policy decisions of the same UE, the question arises whether the SM policy decision may need to influence an AM policy decision. 
Out answer is yes – and the above Example1 can be easily modified for this: imagine that the use of a particular application is detected by using DPI, instead of explicit AF signalling as in that example. Then, for the same end result to be achieved, the PCF that comes to an SM related policy decision (prioritising the traffic of that application) would also need to trigger AM policy change (for the URSP to be updated) 

A policy authorization service was available for AM policies, this service could be consumed also by a PCF responsible for the SM policy decision – or simply, “by a PCF”. The parameters in such requests may be the same as relevant for an AF (e.g. the application identifier), but probably a different set of parameters can be applicable here, e.g. simply signalling the policy decision outcome can be applicable. 
Observation3:

A PCF used for SM policy decisions for the UE would be able to invoke the proposed new service for AM policy decision, to provide input for AM policy decision for that UE. With that, the SM and AM policies for a UE could be “aligned” when needed for the particular application and customer experience requirement.
3. Conclusion and proposal(s)
Based on the example use cases and the observations about the PCF deployment, we conclude that 

· The current inputs for AM policy decisions are insufficient

· The existing PCF services – or at least the requests defined for existing PCF services - cannot be (re)used as input to AM policy decisions that are able to satisfy the requirements for dynamic policy decisions.
We suggest that a new NF service is created for the authorization of AF requests to create/modify/terminate AM policies. Npcf_AMPolicyAuthorization Service is the suggested name.
The new service should have create/modify/terminate operations like those defined for the Npcf_PolicyAuthorization Service. However, as the AF may not know the UE address, required input for these operations should be any one of UE address, SUPI or GPSI. For the use cases we identified, the optional inputs and the outputs could be the same as for Npcf_PolicyAuthorization Service operations. However, the exact list of inputs and outputs is expected to be defined by SA2. 
PCF shall be considered among the example consumers of the new Npcf_AMPolicyAuthorization service as well; this is to recognize that an SM policy decision may trigger the need for a new AM policy decision. 

These changes are proposed to be implemented in Rel-17 time frame. As we do not see significant analysis work and extensive changes needed in normative specifications, this is expected to fit under the TEI-17 work.
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