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Abstract: This discussion paper aims at explaining the ports related to static filtering entry in IEEE 802.1Q 
1. Introduction/Discussion
As agreed in S2-2001505, the TSN AF uses the Port Management Information Container to transfer the Static Filtering Entry to NW-TT to enable the uplink traffic forwarding to the designated outbound NW-TT port. 
Port Management Information Container is used to transfer Port management information transparently via 5GS between TSN AF and DS-TT or NW-TT, respectively, e.g., convey port management information from DS-TT or NW-TT to TSN AF, or convey port management information from TSN AF to DS-TT or NW-TT.
Observation 1: The Port Management Information Container contains the port management information per Ethernet port that supports exchange of port management information between TSN AF and TT (NW-TT or DS-TT).

IEEE 802.1Q clause 8.8.1 specifies Static Filtering Entry as following:
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IEEE 802.1Q clause 12.7.7.1 specifies creating/updating a Static Filtering Entry as following:
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Observation 2: The Static Filtering Entry may contain a Port Map for multiple outbound Ports.

IEEE 802.1Q clause 17.2.4 specifies Structure of the IEEE8021-Q-BRIDGE-MIB that includes ieee8021QBridgeStaticMulticastTable and ieee8021QBridgeStaticUnicastTable, and IEEE 802.1Q clause 17.7.4 defines the ieee8021QBridgeStaticMulticastTable and ieee8021QBridgeStaticUnicastTable that set the reference to IEEE 802.1Q clause 8.8.1 and 12.7.7.
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Observation 3: When implementing Management of Static Filtering Entry, the corresponding MIB modules (ieee8021QBridgeStaticMulticastTable and ieee8021QBridgeStaticUnicastTable) allow specifying the specific ports from which the frames are received in addition to the ports to which the frames are forwarded.
The 802.1Qci supports to provide scheduling rule on ingress port, but the ingress port number is not provided in ieee8021PSFPStreamFilterTable as described in clause 5.28.3.1 of TS23.501. The ieee8021PSFPStreamHandleSpec in ieee8021PSFPStreamFilterTable takes reference to stream handle as specified in Clause 6 of IEEE Std 802.1CB. However, follow the example in 802.1Qcc Annex U.2, when CNC uses the IEEE 802.1CB, the spanning tree operations need to be avoided, then static filtering entry may be not needed.
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Using the information learned in steps 4 through 6, the CNC knows the Bridges in the path(s)
between each Talker and its Listeners. The CNC also knows the Bridge Ports that do not
transmit frames for a Stream. This effectively defines the TSN domain for the collection of
Streams.

The CNC uses destination MAC address and VLAN ID as tools to configure TSN features
within the TSN domain. The InterfaceConfiguration group provides a mechanism for the CNC
to allocate destination MAC addresses and VLAN IDs from its own pool, and to provide the
allocated values to the CUC (and the end stations). If end stations do not support
InterfaceConfiguration, the CNC learns the destination MAC addresses and VLAN IDs from
the DataFrameSpecification of each Stream.

Inside the TSN domain
When Bridges in the TSN domain are using sp free protocols (e.g. MSTP, ISIS-SPB) to
forward Streams, the CNC uses management of the in order to
avoid spanning tree protocols updating the active topology of the VLAN used by Streams.

When the CNC uses IEEE Std 802.1CB for redundant paths for Streams, the CNC uses
‘management of Static Trees (12.32.3) and the associated TE-MSTID in order to avoid spanning

tree operation on the VLAN ID used by Streams. The CNC uses management of 802.1CB to
configure the redundant paths in Bridges between each Talker and its Listeners.




Conclusion 1: The Port Management Information Container cannot transfer the Static Filtering Entry in case of the Static Filtering Entry contains information for multiple ports. 
Proposal 1: Discuss whether Static Filtering Entry can include the information for Inbound Ports when created for Outbound Ports.
Proposal 2: Discuss how the CNC configures the ingress port number at ieee8021PSFPStreamFilterTable and whether Static Filtering Entry is required or not while supporting the 802.1Qci.
2. Conclusion and proposal(s)
Observation 1: The Port Management Information Container contains the port management information per Ethernet port that supports exchange of port management information between TSN AF and TT (NW-TT or DS-TT).

Observation 2: The Static Filtering Entry may contain a Port Map for multiple outbound Ports.

Observation 3: When implementing Management of Static Filtering Entry, the corresponding MIB modules (ieee8021QBridgeStaticMulticastTable and ieee8021QBridgeStaticUnicastTable) allows specifying the specific ports from which the frames are received in addition to the ports to which the frames are forwarded.
Conclusion 1: The Port Management Information Container cannot transfer the Static Filtering Entry in case of the Static Filtering Entry contains information for multiple ports. 

Proposal 1: Discuss whether Static Filtering Entry can include the information for Inbound Ports when created for Outbound Ports.

Proposal 2: Discuss how the CNC configures the ingress port number at ieee8021PSFPStreamFilterTable and whether Static Filtering Entry is required or not while supporting the 802.1Qci.
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a) A MAC address specification, comprising


1) An individual MAC address, or


2) A group MAC address, or


3) All Individual Addresses, for which no more specific Filtering Entry exists, or


4) All Group Addresses, for which no more specific Static Filtering Entry exists, or


5) All Unregistered Group Addresses, for which no more specific Static Filtering Entry exists.


b) A VID specification, comprising


1) The VID of a specific VLAN to which the static filtering information applies, or


2) The wildcard VID (Table 9-2), indicating that the static filtering information applies to all VIDs for which no specific Static Filtering Entry exists.


c) A Port Map, containing a control element for each outbound Port, specifying that a frame with a destination MAC address, and in the case of VLAN Bridge components, VID that meets this specification is to be


1) Forwarded, independently of any dynamic filtering information held by the FDB, or


2) Filtered, independently of any dynamic filtering information, or


3) Forwarded or filtered on the basis of dynamic filtering information, or on the basis of the default Group filtering behavior for the outbound Port (8.8.6) if no dynamic filtering information is present specifically for the MAC address.





12.7.7.1 Create Filtering Entry


12.7.7.1.1 Purpose


To create or update a Static Filtering Entry (8.8.1) or Static VLAN Registration Entry (8.8.2) in the FDB or Permanent Database. Only static entries may be created in the FDB or Permanent Database.


12.7.7.1.2 Inputs


a) Identifier—FDB or Permanent Database.


b) Address—MAC address of the entry (not present in VLAN Registration Entries).


c) VID—VLAN Identifier of the entry.


d) Port Map—a set of control indicators, one for each Port, as specified in 8.8.1 and 8.8.2.


12.7.7.1.3 Outputs


a) Operation rejected because a Port identified by the Port Map includes a port already in the member set of a VID of a different type than the currently registered VID.


b) Operation rejected because the specified Static Filtering Entry is associated with and Infrastructure Protection Group (IPG) and is administered by IPS Control.


c) Operation rejected because the VID identifies an SPVID.


d) Operation accepted.
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ieee8021QBridgeStaticUnicastTable OBJECT-TYPE


 SYNTAX SEQUENCE OF Ieee8021QBridgeStaticUnicastEntry


 MAX-ACCESS not-accessible


 STATUS current


 DESCRIPTION


 "A table containing filtering information for Unicast MAC addresses for each Filtering Database, configured into the device by (local or network) management specifying the set of ports to which frames received from specific ports and containing specific unicast destination addresses are allowed to be forwarded. Entries are valid for unicast addresses only. Two modes of operation are supported by this table. When the receive port index is non-zero, this table is supporting an IEEE 802.1D filtering database as specified in 14.7.6.1 of IEEE Std 802.1D. If the receive port is zero, the table is operating as specified in IEEE Std 802.1Q 8.8.1 and 12.7.7. An agent must at least support the IEEE Std 802.1Q mode of operation."


 REFERENCE "8.8.1, 12.7.7;


IEEE Std 802.1D 7.9.1, 14.7.6.1"


 ::= { ieee8021QBridgeStatic 1 }


ieee8021QBridgeStaticMulticastTable OBJECT-TYPE


 SYNTAX SEQUENCE OF Ieee8021QBridgeStaticMulticastEntry


 MAX-ACCESS not-accessible


 STATUS current


 DESCRIPTION


 "A table containing filtering information for Multicast and Broadcast MAC addresses for each VLAN, configured into the device by (local or network) management specifying the set of ports to which frames received from specific ports and containing specific Multicast and Broadcast destination addresses are allowed to be forwarded. A value of zero in this table (as the port number from which frames with a specific destination address are received) is used to specify all ports for which there is no specific entry in this table for that particular destination address. Entries are valid for Multicast and Broadcast addresses only."


 REFERENCE "12.7.7, 8.8.1"


 ::= { ieee8021QBridgeStatic 2 }
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