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On the contrary clause 4.10a in TS 23.316 deals with non-5G capable devices only in the case they are behind a FN-CRG or a 5G-CRG.


	
	

	Summary of change:
	Alignment with the SA3 by generalizing the procedure in clause 4.10a to all types of residential gateway, i.e. both CableLabs and BBF RGs.


	
	

	Consequences if not approved:
	Misalignment between SA2 and SA3 specifications.

	
	

	Clauses affected:
	4.10a


	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1



[bookmark: _Toc517082226]* * * * Start of changes * * * *

[bookmark: _Toc19107109][bookmark: _Toc27840872]4.10a	Non-5G capable device behind 5G-CRG and FN-CRG.
For isolated 5G networks (i.e. roaming is not considered) with wireline access, non-5G capable (N5GC) devices connecting via W-5GAN can be authenticated by the 5GC using EAP based authentication method(s) as defined in TS 33.501 [11]. The following call flow describes the overall authentication procedure with FN-CRG.


[bookmark: _MON_1587198493]
Figure 4.10a-1: Non-5GC capable device authenticated by 5GC procedure
1.	W-AGF registers FN-RG to 5GC based on clause 7.2.1.3.
[bookmark: _GoBack]2.	FN-CRG is configured as L2 bridge mode and forwards any L2 frame forward to W-AGF. 802.1x authentication is triggered. This can be done either by N5GC device sending aan EAPOL-start frame to W-AGF or W-AGF receives a frame from an unknown MAC address.
3.	W-AGF, on behalf of the N5GC device, formulate a N1: Registration Request message to AMF with device capability indicator that the device is non-5G capable.
4.	AMF selects a suitable AUSF based on registration type.
5.	EAP based authentication defined in TS 33.501 [11] is performed between the AUSF and N5GC device.
	Once the N5GC device has been authenticated, the AUSF provides relevant security related information to the AMF. AUSF shall return the SUPI (e.g. username of the N5GC device) to AMF only after the authentication is successful.
NOTE:	Each device is registered to 5GC with its own unique SUPI.
	AMF performs other registration procedures as required (see TS 23.502 [3] clause 4.2.2.2.2).
6.	AMF sends Registration Accept message to W-AGF.
Only one PDU session per N5GC device is supported.
Roaming is not supported.
For 5G-CRG, it behaves as FN-CRG (i.e. L2 bridge mode) when handling N5GC device.

* * * * End of changes * * * *
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