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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc19197398][bookmark: _Toc27896551][bookmark: _Toc19106263][bookmark: _Toc27823075]Annex X (informative): Possible consumers of NWDAF 
The Figure 4.2-2 shows the Network Data Analytics Architecture that allows any NF to consume analytics from NWDAF.
Other possible consumers of NWDAF analytics are not restricted, for example OAM can consume analytics from NWDAF as defined in TS 28.550[7] or different type of external ASP, such as a public safety ASP, can act AFs to consume analytics.

* * * * Next change * * * *
4.2	Non-roaming architecture
As depicted in Figure 4.2-1, the 5G System architecture allows NWDAF to collect data from any NF. The NWDAF belongs to the same PLMN where the network function that notifies the data is located.


Figure 4.2-1: Data Collection architecture from any NF
The Nnf interface is defined for the NWDAF to request subscription to data delivery for a particular context, to cancel subscription to data delivery and to request a specific report of data for a particular context.
The 5G System architecture allows NWDAF to retrieve the management data from OAM by invoking the existing OAM services.
As depicted in Figure 4.2-2, the 5G System architecture allows any NF and OAM to request network analytics information from NWDAF. The NWDAF belongs to the same PLMN where the network function that consumes the analytics information is located.
NOTE: "any NF" includes AF, e.g. emergency related AF.


Figure 4.2-2: Network Data Analytics Exposure architecture
The Nnwdaf interface is defined for the network functions, to request subscription to network analytics delivery for a particular context, to cancel subscription to network analytics delivery and to request a specific report of network analytics for a particular context.
* * * * Next change * * * *
[bookmark: _Toc19106317][bookmark: _Toc27823130]6.7.2.4	Procedures
The NWDAF can provide UE mobility related analytics, in the form of statistics or predictions or both, to another NF. If the NF is an AF e.g. emergency related AF, and when the AF is untrusted, the AF will request analytics via the NEF, and the NEF will then convey the request to NWDAF.


[bookmark: _Hlk9953028]Figure 6.7.2.4-1: UE mobility analytics provided to an NF
1.	The NF sends a request to the NWDAF for analytics on a specific UE or a group of UEs, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. The NF can request statistics or predictions or both. The type of analytics is set to UE mobility information. The NF provides the UE id or Internal Group ID in the Target of Analytics Reporting.
2.	If the request is authorized, and in order to provide the requested analytics, the NWDAF may subscribe to events with all the serving AMFs for notification of location changes. This step may be skipped when e.g. the NWDAF already has the requested analytics available.
NOTE:	The NWDAF determines the AMF serving the UE or the group of UEs as described in clause 6.2.2.1.
3.	The NWDAF derives requested analytics.
4.	The NWDAF provide requested UE mobility analytics to the NF, using either the Nnwdaf_AnalyticsInfo_Response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1. The details for UE mobility analytics provided by NWDAF are defined in clause 6.7.2.3.
5-6. If at step 1, the NF has subscribed to receive notifications for UE mobility analytics, after receiving event notification from the AMFs subscribed by NWDAF in step 2, the NWDAF may generate new analytics and provide them to the NF.
* * * * End of changes * * * *
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