

	
SA WG2 Meeting #S2-137E  	S2-2002076
24 - 27 February, 2020, Elbonia	
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	23.502
	CR
	2124
	rev
	-
	Current version:
	16.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Clarification on Port Manangement information exchange 

	
	

	Source to WG:
	CATT

	Source to TSG:
	SA2

	
	

	Work item code:
	Vertical_LAN
	
	Date:
	2020-02-17

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	1. As described in TS 23.501 clause 5.28.3, Port management information is transferred transparently via 5GS between TSN AF and DS-TT/NW-TT. Firstly, the NW-TT provides a Port Management Information Container to the UPF by the N4 Session Level Reporting Procedure, then the SMF forwards the container and the port number to the AF which specifies as “SMF in turn forwards the container and the port number of the related NW-TT Ethernet port to TSN AF as described in TS 23.502 [3] clause 4.16.5.1”. It is similar for DS-TT providing port management information. The SMF is responsible to forward the Port Management Information container and the port number of the related DS-TT Ethernet port to TSN AF. However, the related statement is missing from TS 23.502 clause 4.16.5.1, and needs to be clarified.
[bookmark: _GoBack]2. The Npcf_PolicyAuthorization_Create, and Npcf_PolicyAuthorization_Update and  Npcf_SMPolicyControl_Update service operations do not contain all TSN related parameters, e.g. DS-TT MAC adress is missing.

	
	

	Summary of change:
	1. Clarify that the SMF reports the Port management information Container and the port number of the related DS-TT/NW-TT Ethernet port to TSN AF.
2. Add the DS-TT MAC adress as an input parameter to the Npcf_PolicyAuthorization_Create, Npcf_PolicyAuthorization_Update  service operations, also add the Port Management Information Container, port number of manageable Ethernet port as output parameters to the Npcf_SMPolicyControl_Update service operation.

	
	

	Consequences if not approved:
	1. It is not clear how and what information is reported from the SMF to TSN AF.
Incomplete specification.

	
	

	Clauses affected:
	4.16.5.1, 5.2.5.3.2, 5.2.5.3.3, 5.2.5.4.5

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


* * * * 1st change * * * *
[bookmark: _Toc20204238][bookmark: _Toc11137286]4.16.5.1	SMF initiated SM Policy Association Modification
The SMF may initiate the SM Policy Association Modification procedure in case a Policy Control Request Trigger is met.


Figure 4.16.5.1-1: SMF initiated SM Policy Association Modification
For local breakout roaming, the interaction with HPLMN (e.g. step 2) is not used. In local breakout roaming, the V-PCF interacts with the UDR of the VPLMN.
1.	When a Policy Control Request Trigger condition is met the SMF requests to update (Npcf_SMPolicyControl_Update) the SM Policy Association and provides information on the conditions that have been met.
	If the SMF is notified by NRF that the stored PCF instance is not reachable, it should query the NRF for PCF instances within the PCF set and select another instance (see clause 6.3.1.0 of TS 23.501 [2]).
2.	When an AF has subscribed to an event that is met due to the report from the SMF, the PCF reports the event to the AF by invoking the Npcf_PolicyAuthorization_Notify service operation.
	When integration with TSN applies (see clause 5.28 in TS 23.501 [2]), the AF may provide a Port Management Information Container, MAC address reported for the PDU Session and related port number in response. If the SMF has reported that a manageable Ethernet port has been detected and no AF session exists for this PDU session yet, then the PCF informs a pre-configured AF using the Npcf_PolicyAuthorization_Notify service operation of the port number and MAC address (if available) of the Ethernet port for the PDU Session. If the SMF has reported UE-DS-TT Residence Time then the PCF also provides the UE-DS-TT Residence Time to the AF.
Editor's note:	Whether UE-DS-TT Residence Time is sent to AF is FFS.
3.	If the PCF determines a change to policy counter status reporting is required, it may alter the subscribed list of policy counters using the Initial, Intermediate or Final Spending Limit Report Retrieval procedures as defined in clause 4.16.8.
4.	The PCF makes a policy decision as described in TS 23.503 [20]. The PCF may determine that updated or new policy information needs to be sent to the SMF.
	If the SMF reported accumulated usage for the PDU session in step 1 the PCF deducts the value from the remaining allowed usage for the subscriber, DNN, and S-NSSAI in the UDR by invoking Nudr_DM_Update (SUPI, DNN, S-NSSAI, Policy Data, Remaining allowed Usage data, updated data) service operation.
	If the SMF reported accumulated usage for a MK(s) in step 1 the PCF deducts the value from the remaining allowed usage for the MK in the UDR by invoking Nudr_DM_Update (SUPI, DNN, S-NSSAI, Policy Data, Remaining allowed Usage data, updated data (including MK(s))) service operation.
	When new PCF instance is selected in step 1, the new PCF should invoke Nbsf_Management_Update service operation to update the binding information in BSF.
5.	The PCF answers with a Npcf_SMPolicyControl_Update response with updated policy information about the PDU Session determined in step 4 and/or a Port Management Information Container and related port number if received from AF in step 2.
* * * * End of changes * * * *

* * * * 2nd1st change * * * *
[bookmark: _Toc20204482]5.2.5.3.2	Npcf_PolicyAuthorization_Create service operation
Service operation name: Npcf_PolicyAuthorization_Create
Description: Authorize the request, and optionally determines and installs SM Policy Control Data according to the information provided by the NF Consumer or provides Ethernet Port Management Information Container for Ethernet ports on DS-TT or NW-TT.
Inputs, Required: UE (IP or MAC) address, identification of the application session context.
Inputs, Optional: UE identity if available, DNN if available, S-NSSAI if available, Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, Application identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, emergency indicator, Application service provider, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition and spatial validity condition as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 in TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 in TS 23.503 [20], Port Management Information Container and related port number, DS-TT MAC address, TSN parameters provided by the TSN AF to the PCF as described in clause 6.2.1.2 of TS 23.503 [20], QoS parameter(s) to be measured, Reporting frequency, Target of reporting as described in clause 6.1.3.21 of TS 23.503 [20].
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in TS 23.503 [20] clause 6.1.3.16, clause 6.1.3.10).
Outputs, Optional: The service information that can be accepted by the PCF.
* * * * End of changes * * * *

* * * * 3rd2nd change * * * *
[bookmark: _Toc20204483]5.2.5.3.3	Npcf_PolicyAuthorization_Update service operation
Service operation name: Npcf_PolicyAuthorization_Update
Description: Provides updated information to the PCF.
Inputs, Required: Identification of the application session context.
Inputs, Optional: Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, Application identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, Application service provider, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition and spatial validity condition as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 in TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 in TS 23.503 [20], Port Management Information Container and related port number, DS-TT MAC address, TSN parameters provided by the TSN AF to the PCF as described in clause 6.2.1.2 of TS 23.503 [20], QoS parameter(s) to be measured, Reporting frequency, Target of reporting as described in clause 6.1.3.21 of TS 23.503 [20].
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in TS 23.503 [20] clause 6.1.3.16).
Outputs, Optional: The service information that can be accepted by the PCF.
Provides updated application level information and communicates with Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Updates an application context in the PCF.
* * * * End of changes * * * *

* * * * 4th change * * * *
5.2.5.4.5	Npcf_SMPolicyControl_Update service operation
Service operation name: Npcf_SMPolicyControl_Update.
Description: The NF Service Consumer can request the update of the SM Policy Association to receive updated Policy information for the PDU Session.
Inputs, Required: SM Policy Association ID.
Inputs, Optional: Information on the Policy Control Request Trigger condition, as defined in clause 6.1.3.5 of TS 23.503 [20], that has been met such as Access Type, (new or removed) IPv4 address and/or IPv6 network prefix, User Location Information, UE Time Zone, Serving Network, RAT type, Session AMBR, or subscribed default QoS information, DN Authorization Profile Index, MAC address, port number of manageable Ethernet port, UE-DS-TT Residence Time and Port Management Information Container. MA PDU Request indication, MA PDU Network-Upgrade Allowed indication.
W-5GAN specific PDU session information provided by the SMF is specified in TS 23.316 [53].
Outputs, Required: Success or not.
Outputs, Optional: Policy information for the PDU Session as defined in clause 5.2.5.4.1.
See clause 4.16.5.1 for the usage of this service operation.
NOTE:	When this service operation is invoked by SMF, race conditions apply, which are defined in TS 29.513 [47].
* * * * End of changes * * * *
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