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1. Discussion
In SA2-136 and SA2-136ah multiple discussions were ongoing on how the Traffic Descriptors OSID and OSAppID are supported within URSP and ATSSS rules. This discussion paper provides a summary on how these Traffic Descriptors are supported based on the agreements made in stage 3 as described in 3GPP TS 24.501 and 3GPP TS 24.526.

Stage 3 has implemented the OS ID and OSAppID as traffic descriptors follows:

-
OS ID: A sixteen octet OS ID value field that contains a Universally Unique Identifier (UUID) as specified in IETF RFC 4122.
-
OSAppID: A variable length OS App ID value field that contains an OS specific application identifier. The value is out of scope of 3GPP.
NOTE: 
Similar definition has been specified when a network provides OS ID + OS App ID as part of operator-defined access categories (see clause 9.11.3.38 of 3GPP TS 24.501)
The PCF includes the OS ID and OSAppID as Traffic Descriptors within URSP rules as follows:

1)
Traffic Descriptor components type within URSP rules is set to OSID+OSAppID type:

-
The traffic descriptor component value field is encoded as a sequence of a sixteen octet OS Id field, a one octet OS App Id length field, and an OS App Id field

2)
Traffic Descriptor component type within URSP rules is set to OSAppID type:  

-
The traffic descriptor component value field is encoded as a one octet OS App Id length field and an OS App Id field.
An example of URSP rule encoding is shown in the figure below:
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Figure 1 - URSP rule encoding including Application Traffic Descriptors
The UE receives URSP rules from the PCF as shown in the diagram below. The UE may receive URSP rules with OSID+OSAppID type or including only OSAppID type if the PCF knows the operating system of the UE.
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Figure 2: Provisioning of URSP rules including OSID and OSAppID

When a URSP rule Traffic Descriptor includes OSID + OSAppID type, the UE applies the following steps to determine if it matches application traffic:

-
The UE has to identify from the UUID field of the OSID if the associated OSAppID field is associated with the operating system running at the UE. 
-
If there is no match, the UE considers the URSP rule as non-matched and moves the next URSP rule component.
-
If the UUID matches the UE evaluates if the OSAppID field matches to the AppID provided by the application. If there is no match the UE considers the URSP rule as non-matched and moves to the next URSP rule component.

For Traffic Descriptors that include OSID+OSAppID type, the UE must understand what operating system an OSID value corresponds to in order to match application traffic. Hence, such traffic descriptors are provided when there is coordination between UE vendor and network operator on what operating system an OSID value corresponds to. Otherwise, such URSP rules will be considered as non-matched.

When a URSP rule Traffic Descriptor includes OSAppID type, the UE applies the following steps to determine if it matches application traffic:

-
The UE evaluates if the OSAppID field matches to the AppID provided by the application. If there is no match the UE also considers the URSP rule as non-matched and moves to the next URSP rule component.

2. Conclusions
There are no contentious issue on the use of OSID and OSAppID as traffic descriptors. The UE behaviour on identifying a matched URSP rule using Application Traffic Descriptors is clearly defined. 

The current stage 3 agreements satisfy the stage 2 requirements as:

-
PCF provides URSP rules with Application Traffic Descriptors that include OSID+OSAppID Type descriptors when there is coordination between network operator and UE vendor on what operating system an OSID corresponds to. 

-
PCF provides URSP rules with Application Traffic Descriptors that include OSAppID Type descriptors when the operator is aware of the operating system running in the UE.

No changes are required in stage 2 and stage 3 specifications.
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