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FIRST CHANGE (1)
4.3	Session management related policy control requirements
[bookmark: _Toc19197279][bookmark: _Toc27896432]4.3.1	General requirements
It shall be possible for the PCC framework to base decisions upon subscription information, Access Type and the RAT Type.
The PCC framework shall perform Gating Control and discard packets that don't match any service data flow of the active PCC rules. It shall also be possible for the operator to define PCC rules, with wild-carded service data flow filters, to allow sending or receiving packets that do not match any service data flow template of any other active PCC rules.
The PCC framework shall allow the charging control to be applied on a per service data flow and on a per application basis, independent of the policy control.
The PCC framework shall have a binding method that allows the unique association between service data flows and specific QoS Flow.
A single service data flow detection shall suffice for the purpose of both policy control and flow based charging.
A PCC rule may be predefined or dynamically provisioned at establishment and during the lifetime of a PDU Session. The latter is referred to as a dynamic PCC rule.
It shall be possible to take a PCC rule into service, and out of service, at a specific time of day, without any PCC interaction at that point in time.
It shall be possible to take DNN-related policy information into service, and out of service, once validity conditions specified as part of the DNN-related policy information are fulfilled or not fulfilled anymore, respectively, without any PCC interaction at that point in time.
PCC shall be enabled on a per DNN basis at the SMF. It shall be possible for the operator to configure the PCC framework to perform charging control, policy control or both for a DNN access.
The PCC framework shall allow the resolution of conflicts which would otherwise cause a subscriber's Subscribed Guaranteed Bandwidth QoS to be exceeded.
It should be possible to use PCC framework for handling IMS-based emergency service.
It shall be possible with the PCC framework, in real-time, to monitor the overall amount of resources that are consumed by a user and to control usage independently from charging mechanisms, the so-called usage monitoring control.
It shall be possible for the PCC framework to provide application awareness even when there is no explicit service level signalling.
The PCC framework shall support making policy decisions based on subscriber spending limits.
The PCC framework shall support making policy decisions for N6 traffic steering.
The PCC framework shall support making policy decisions based on equipment misbehaving information and user misbehaving information.

[bookmark: _Toc19197363][bookmark: _Toc27896516]NEXT CHANGE (2)
6.2.1.2	Input for PCC decisions
The PCF shall accept input for PCC decision-making from the SMF, the AMF, the CHF, the NWDAF if present, the UDR and if the AF is involved, from the AF, as well as the PCF may use its own predefined information. These different nodes should provide as much information as possible to the PCF. At the same time, the information below describes examples of the information provided. Depending on the particular scenario all the information may not be available or is already provided to the PCF.
The AMF may provide the following information:
-	SUPI;
-	The PEI of the UE;
-	Location of the subscriber;
-	Service Area Restrictions;
-	RFSP Index;
-	RAT Type;
-	GPSI;
-	Access Type;
-	Serving Network identifier (PLMN ID or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]);
-	Allowed NSSAI;
-	UE time zone;
-	Subscribed UE-AMBR;
-	Mapping Of Allowed NSSAI;
-	S-NSSAI for the PDU Session;
-	Requested DNN.
-	Equipment misbehaving information.
NOTE 1:	The Access Type and RAT Type parameters should allow extension to include new types of accesses.
The UE may provide the following information:
-	OSId;
-	List of PSIs;
-	Indication of UE support for ANDSP.
The SMF may provide the following information:
-	SUPI;
-	The PEI of the UE;
-	IPv4 address of the UE;
-	IPv6 network prefix assigned to the UE;
-	Default 5QI and default ARP;
-	Request type (initial, modification, etc.);
-	Type of PDU Session (IPv4, IPv6, IPv4v6, Ethernet, Unstructured);
-	Access Type;
-	RAT Type;
-	GPSI;
-	Internal-Group Identifier
-	Location of the subscriber;
-	S-NSSAI;
-	NSI-ID (if available);
-	DNN;
-	Serving Network identifier (PLMN ID or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]);
-	Application identifier;
-	Allocated application instance identifier;
-	Detected service data flow descriptions;
-	UE support of reflective QoS (as defined in clause 5.7.5.1 of TS 23.501 [2]);
-	Number of supported packet filters for signalled QoS rules (indicated by the UE as defined in clause 5.7.5.1 of TS 23.501 [2]);
-	3GPP PS Data Off status;
-	DN Authorization Profile Index (see clause 5.6.6 of TS 23.501 [2]);
-	Session AMBR (see clause 5.6.6 of TS 23.501 [2]).
-	Equipment misbehaving information.
The UDR may provide the information for a subscriber connecting to a specific DNN and S-NSSAI, as described in the sub clause 6.2.1.3.
The UDR may provide the following policy information related to an ASP:
-	The ASP identifier;
-	A transfer policy together with a Background Data Transfer Reference ID, the volume of data to be transferred per UE, the expected amount of UEs.
NOTE 2:	The information related with AF influence on traffic routing may be provided by UDR when the UDR serving the NEF is deployed and stores the application request.
The AF, if involved, may provide the following application session related information directly or via NEF, e.g. based on SIP and SDP:
-	Subscriber Identifier;
-	IP address of the UE;
-	Media Type;
-	Media Format, e.g. media format sub-field of the media announcement and all other parameter information (a= lines) associated with the media format;
-	Bandwidth;
-	Sponsored data connectivity information;
-	Flow description, e.g. source and destination IP address and port numbers and the protocol;
-	AF application identifier;
-	AF-Service-Identifier, or alternatively, DNN and possibly S-NSSAI
-	AF Communication Service Identifier (e.g. IMS Communication Service Identifier), UE provided via AF;
-	AF Application Event Identifier;
-	AF Record Information;
-	Flow status (for gating decision);
-	Priority indicator, which may be used by the PCF to guarantee service for an application session of a higher relative priority;
NOTE 3:	The AF Priority information represents session/application priority and is separate from the MPS 5GS Priority indicator.
-	Emergency indicator;
-	Application service provider;
-	DNAI;
-	Information about the N6 traffic routing requirements;
-	GPSI;
-	Internal-Group Identifier;
-	Temporal validity condition;
-	Spatial validity condition;
-	AF subscription for early and/or late notifications about UP management events;
-	AF transaction identifier;
-	TSN AF Parameters:
-	Burst Arrival Time in reference to TSN GM;
-	Periodicity in reference to TSN GM;
-	Flow direction;
-	Delay Requirement in reference to TSN GM.
-	QoS information to be monitored;
-	Reporting frequency.
The AF may provide the following background data transfer related information via NEF:
-	Background Data Transfer Reference ID.
-	Background Data Transfer Policy.
-	Volume per UE.
-	Number of UEs.
-	Desired time window.
-	Network Area Information.
The CHF, if involved, may provide the following information for a subscriber:
-	Policy counter status for each relevant policy counter.
The NWDAF, if involved, may provide analytics information as described in clause 6.1.1.3.
In addition, the predefined information in the PCF may contain additional rules based on charging policies in the network, whether the subscriber is in its home network or roaming, depending on the QoS Flow attributes.
The 5QIs (see clause 5.7.4 of TS 23.501 [2]) in the PCC rule is derived by the PCF from AF or UDR interaction if available. The input can be SDP information or other available application information, in line with operator policy.
The Allocation and Retention Priority in the PCC Rule is derived by the PCF from AF or UDR interaction if available, in line with operator policy.

[bookmark: _Toc19197364][bookmark: _Toc27896517]NEXT CHANGE (3)
6.2.1.3	Policy control subscription information management
The PCF may request subscription information at PDU Session establishment and during the UE Policy Association Establishment procedure.
The PCF may receive notifications on changes in the subscription information. Upon reception of a notification, the PCF shall make the policy control decisions necessary to accommodate the change in the subscription and shall update the SMF and/or the AMF if needed.
NOTE 1:	How the PCF provisions/retrieves information related with policy control subscription data is defined in TS 23.501 [2].
The policy control subscription profile information provided by the UDR during the UE Policy Association Establishment procedure using Nudr service for Data Set "Policy Data" and Data Subset "UE context policy control data" is described in Table 6.2-1:
Table 6.2-1: UE context policy control subscription information
	Information name
	Description
	Category

	Subscriber categories
	List of category identifiers associated with the subscriber
	Optional

	Tracing Requirements
	Tracing requirements as defined in TS 32.421 [18]
	Optional

	PEI
	The Permanent Equipment Identifier of the UE.
	Optional

	OSId
	Identifies the operating system supported by UE.
	Optional

	Indication of UE support for ANDSP
	Indicates the UE support for ANDSP.
	Optional

	S-NSSAI subscription information
	Contains the list of subscribed S-NSSAIs, its associated subscribed DNNs. For each DNN, the Allowed PDU session types and the Allowed SSC modes.
	Optional



NOTE 2:	S-NSSAI subscription information can be part of UE context policy control subscription information and Session Management Subscription data/Slice Selection Subscription data. UDR implementation and the provisioning system are responsible for keeping the consistency of this information when both Data Sets are stored in the same UDR. The provisioning system is responsible for keeping the consistency of this information when both Data Sets are stored in different UDRs.
The policy control subscription profile information provided by the UDR at PDU Session establishment, using Nudr service for Data Set "Policy Data" and Data Subset "PDU Session policy control data" is described in Table 6.2-2.
Table 6.2-2: PDU Session policy control subscription information
	Information name
	Description
	Category

	Allowed services
	List of subscriber's allowed service identifiers
	Optional

	Subscriber categories 
	List of category identifiers associated with the subscriber
	Optional

	Subscribed GBR
	Maximum aggregate bitrate that can be provided across all GBR QoS Flows for the DNN and S-NSSAI.
	Optional

	ADC support
	Indicates whether application detection and control can be enabled for a subscriber
	Optional

	Subscriber spending limits control
	Indicates whether the PCF must enforce policies based on subscriber spending limits
	Optional

	IP index information
	Information that identifies the IP Address allocation method during PDU Session establishment
	Optional

	Background Data Transfer Reference ID(s)
	Reference ID(s) for Background Data Transfer Policies that apply to the UE.
	Optional

	Local routing indication
	Indication on whether AF influence on traffic routing is allowed or not allowed
	Optional

	User misbevaving information
	Potential information on misbevavior from the user
	Optional

	Charging related information
	This part defines the charging related information in the policy control subscription profile
	

	Default charging method
	Default charging method for the PDU Session (online / offline)
	Optional

	CHF address
	The address of the Charging Function and optionally the associated CHF instance ID and CHF set ID (see clause 6.3.1.0 of TS 23.501 [2])
	Optional

	Usage monitoring related information
	This part includes a list of usage monitoring profiles associated with the subscriber. Each usage monitoring profile is logically associated with a particular operator offer, and includes the following elements
	

	Monitoring key
	An identifier to a usage monitoring control instance that includes one or more PCC rules
	Conditional (NOTE 1)

	Usage monitoring level
	Indicates the scope of the usage monitoring instance (PDU Session level or per Service)
	Optional

	Start date
	Start date and time when the usage monitoring profile applies
	Optional

	End date
	End date and time when the usage monitoring profile applies
	Optional

	Volume limit
	Maximum allowed traffic volume
	Optional

	Time limit
	Maximum allowed resource time usage
	Optional

	Reset period
	Time period to reset the remaining allowed consumed usage for periodic usage monitoring control (postpaid subscriptions)
	Optional

	MPS subscription data
	This part defines the MPS subscription information in the policy control subscription profile
	

	MPS priority
	Indicates subscription to MPS priority service; priority applies to all traffic on the PDU Session
	Conditional (NOTE 1)

	IMS signalling priority
	Indicates subscription to IMS signalling priority service; priority only applies to IMS signalling traffic
	Conditional (NOTE 1)

	MPS priority level
	Relative priority level for multimedia priority services
	Conditional (NOTE 1)

	MCS priority
	Indicates subscription to MCS priority service; priority applies to all traffic on the PDU Session
	Conditional (NOTE 1)

	MCS priority level
	Relative priority level for MCS services
	Conditional (NOTE 1)

	NOTE 1:	The information is mandatory if the specific part is included in the subscription information (e.g. the monitoring key is mandatory if the usage monitoring information part is included)



Table 6.2-3: Remaining allowed usage subscription information
	Information name
	Description
	Category

	Remaining allowed usage related information
	This part includes a list of Remaining allowed usage associated with the subscriber.
	

	Monitoring key
	An identifier to a usage monitoring control included one or more PCC rules
	Conditional (NOTE 1)

	Usage monitoring level
	Iindicates the scope of the usage monitoring (PDU Session level or service level)
	Optional

	Volume usage
	Remaining allowed traffic volume
	Optional

	Time usage
	Remaining allowed resource time usage
	Optional

	NOTE 1:	The information is mandatory if the specific part is included in the subscription information (e.g. the monitoring key is mandatory if the usage monitoring information part is included)



The Allowed services may comprise any number of service identifiers allowed for the subscriber in the PDU Session. The PCF maps those service identifiers into PCC rules according to local configuration and operator policies.
The Subscriber category may comprise any number of identifiers associated with the subscriber (e.g. gold, silver, etc.). Each identifier associates operator defined policies to the subscriber that belong to that category.
The Usage monitoring related information may comprise any number of usage monitoring control instances associated with the subscriber. In each usage monitoring control instance is mandatory to include the Monitoring key. The Reset period only applies to usage monitoring control instances that periodically reset the allowed usage (e.g. daily, monthly, etc.). If the Reset period is not specified, the usage monitoring control instance ends when the allowed data is consumed or when the End date is reached. The usage monitoring related information is used by the PCF instead of the respective information for the subscriber category.
The policy subscription profile may be extended with operator-specific information. Operator-specific extensions may be added both to any specific part of the policy control subscription information (e.g. to the subscriber category part), or as a new optional information block.
Handling of operator specific policy data by the PCF is out of scope of this specification in this release.
The policy control subscription profile information provided by the UDR during the UE Policy Association Establishment procedure using Nudr service for Data Set "Policy Data" and Data Subset "Policy Set Entry" is described in Table 6.2-4.
Table 6.2-4: Policy Set Entry
	Information name
	Description
	Category

	Policy Set Entry
	List of PSIs and content for each PSI. Content may be Access Network Discovery & Selection Policy Information or UE Route Selection Policy information or both.
	Optional
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