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	Reason for change:
	The specification states that the SMF retrieves from the UDM the ARP priority level whereas TS 29.503 specifies that the 3 fields of the ARP (priority level, pre-emption capability et pre-emption vulnerability) are provided from UDM to SMF.
Indeed,
 - according to TS 29.503 clause 6.1.6.2.8, SessionManagementSubscriptionData contains dnnConfigurations, of type DnnConfiguration
 - according to TS 29.503 clause 6.1.6.2.9, dnnConfigurations contains 5gQosProfile, of type SubscribedDefaultQos
 - according to TS 29.571 clause 5.4.4.1, SubscribedDefaultQos contains arp, or type Arp
- according to TS 29.571 clause 5.5.4.1, Arp contains priorityLevel, preemptCap and preemptVuln.
TS 29.571 also specifies that these 3 fileds are mandatory in normative Annex A.2:
    Arp:
      type: object
      properties:
        priorityLevel:
          $ref: '#/components/schemas/ArpPriorityLevel'
        preemptCap:
          $ref: '#/components/schemas/PreemptionCapability'
        preemptVuln:
          $ref: '#/components/schemas/PreemptionVulnerability'
      required:
        - priorityLevel
        - preemptCap
        - preemptVuln

	
	

	Summary of change:
	"ARP priority level" replaced by ARP.
Removal of paragraph on handling of the ARP pre-emption capability and the ARP pre-emption vulnerability.

	
	

	Consequences if not approved:
	Interoperability issues between UDM and SMF.
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* * * First change * * * *
[bookmark: _Toc20149809][bookmark: _Toc27846603]5.7.2.7	Default values
For each PDU Session Setup, the SMF retrieves the subscribed Session-AMBR values as well as the subscribed default values for the 5QI, and the ARP priority level and optionally, the 5QI Priority Level, from the UDM. The subscribed default 5QI value shall be a Non-GBR 5QI from the standardized value range.
NOTE 1:	The 5QI Priority Level can be added to the subscription information to achieve an overwriting of the standardized or preconfigured 5QI Priority Level e.g. in scenarios where dynamic PCC is not deployed or the PCF is unavailable or unreachable.
The SMF may change the subscribed values for the default 5QI and the ARP priority level and if received, the 5QI Priority Level, based on local configuration or interaction with the PCF as described in TS 23.503 [45] to set QoS parameters for the QoS Flow which the default QoS rule is associated with.
The SMF shall set the ARP pre-emption capability and the ARP pre-emption vulnerability of the QoS Flow which the default QoS rule is associated with based on local configuration or interaction with the PCF as described in TS 23.503 [45].
The SMF shall apply the same values for the ARP priority level, the ARP pre-emption capability and the ARP pre-emption vulnerability for all QoS Flows of the PDU Session unless a different ARP setting is required for a QoS Flow (due to SMF configuration or interaction with the PCF as described in TS 23.503 [45]).
If dynamic PCC is not deployed, the SMF can have a DNN based configuration to enable the establishment of a GBR QoS Flow as the QoS Flow that is associated with the default QoS rule. This configuration contains a standardized GBR 5QI as well as GFBR and MFBR for UL and DL.
NOTE 2:	Interworking with EPS is not possible for a PDU Session with a GBR QoS Flow as the QoS Flow that is associated with the default QoS rule.
The SMF may change the subscribed Session-AMBR values (for UL and/or DL), based on local configuration or interaction with the PCF as described in TS 23.503 [45], to set the Session-AMBR values for the PDU Session.
* * * End of changes * * * *

