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* * * * Start of 23.503 Change * * * * 

[bookmark: _Toc19197331]6.1.2.5	Policy Control Request Triggers relevant for AMF
The Policy Control Request Triggers relevant for AMF and 3GPP access type are listed in table 6.1.2.5-1 and define the conditions when the AMF shall interact again with PCF after the AM Policy Association Establishment or UE Policy Association Establishment.
The PCF provides Policy Control Request Triggers to the AMF indicating a specific UE (i.e. SUPI or PEI) in the Policy Association establishment and modification procedures defined in the TS 23.502 [3]. The Policy Control Request Triggers are transferred from the old AMF to the new AMF when the AMF changes.
The PCR triggers are not applicable any longer at termination of the AM Policy Association or termination of UE Policy Association.
Table 6.1.2.5-1: Policy Control Request Triggers relevant for AMF and 3GPP access type
	Policy Control Request Trigger
	Description
	Condition for reporting

	Location change (tracking area)
	The tracking area of the UE has changed.
	PCF (AM Policy, UE Policy)

	Change of UE presence in Presence Reporting Area
	The UE is entering/leaving a Presence Reporting Area
	PCF (AM Policy, UE Policy)

	Service Area restriction change
	The subscribed service area restriction information has changed.
	PCF (AM Policy)

	RFSP index change
	The subscribed RFSP index has changed
	PCF (AM Policy)

	Change of the Allowed NSSAI
	The Allowed NSSAI has changed
	PCF (AM Policy)

	UE-AMBR change
	The subscribed UE-AMBR has changed
	PCF (AM Policy)

	PLMN change
	The UE has moved to another operators' domain.
	PCF (UE Policy)

	SMF selection management
	UE request for an unsupported DNN or UE request for a DNN within the list of DNN candidates for replacement per S-NSSAI
	PCF (AM Policy)

	Connectivity state changes 
	The connectivity state of UE is changed
	PCF (UE Policy)



NOTE:	In the following description of the Policy Control Request Triggers relevant for AMF and 3GPP access type, the term trigger is used instead of Policy Control Request Trigger where appropriate.
If the Location change trigger are armed, the AMF shall activate the relevant procedure which reports any changes in location as explained in TS 23.501 [2] clause 5.6.11 by subscribing with the Npcf_AMPolicyAssociation service or Npcf_UEPolicyAssociation service. The reporting is requested to the level indicated by the trigger (i.e. Tracking Area). The AMF reports that the Location change trigger was met and the Tracking Area identifier.
If the Change of UE presence in Presence Reporting Area trigger is armed, i.e. the PCF subscribed to reporting change of UE presence in a Presence Reporting Area, including a list of PRA ids. In addition, for "UE-dedicated Presence Reporting Area" a short list of TAs and/or NG-RAN nodes and/or cells identifiers is included. Then, the AMF shall activate the relevant procedure which reports any Change of UE presence in Area of Interest as explained in TS 23.501 [2], clause 5.6.11. The reporting is requested for the specific condition when target UE moved into a specified PRA. The AMF reports the PRA Identifier(s) and indication(s) whether the UE is inside or outside the Presence Reporting Area(s) to the PCF.
The Service Area restriction change trigger and the RFSP index change trigger shall trigger the AMF to interact with the PCF for all changes in the Service Area restriction or RFSP index data received in AMF from UDM. The reporting includes that the trigger is met and the subscribed Service Area restriction or the subscribed RFSP index provided to AMF by UDM, as described in clause 6.1.2.1.
The Change of the Allowed NSSAI trigger shall trigger the AMF to interact with the PCF if the Allowed NSSAI has been changed. The reporting includes that the trigger is met and the new Allowed NSSAI. The PCF may update RFSP index based on the Allowed NSSAI.
The UE-AMBR change trigger shall trigger the AMF to interact with the PCF for all changes in the subscribed UE-AMBR data received in AMF from UDM. The reporting includes that the trigger is met and the subscribed UE-AMBR provided to AMF by UDM, as described in clause 6.1.2.1.
If the PLMN change trigger is armed, the AMF shall report it to the PCF to trigger the update of V2X service authorization parameters to the UE as defined in clause 6.2.2 of TS 23.287 [28]. The reporting includes the event with the serving PLMN ID.
If the SMF selection management trigger is set, then the AMF shall contact the PCF when the AMF detects that the UE requested an unsupported DNN and the PCF indicated DNN replacement of unsupported DNNs in the Access and mobility management related policy control information (see clause 6.5). The PCF shall select a DNN and provide the selected DNN to the AMF.
If the SMF selection management trigger is set, then the AMF shall contact the PCF when the UE requested a DNN within the list of DNN candidates for replacement for the S-NSSAI indicated in the Access and mobility management related policy control information (see clause 6.5). The PCF shall select the DNN and provide the selected DNN to the AMF.
If the Connectivity state changes trigger is set, then the AMF shall notify the PCF when the UE connectivity state is changed e.g. from IDLE to CONNECTED. The AMF then reset the trigger.
.
* * * *Next Change * * * * 

[bookmark: _Toc19197324]6.1.2.2	UE access selection and PDU Session selection related policy (UE policy) control
[bookmark: _Toc19197325]6.1.2.2.1	General
The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:
1)	Access Network Discovery & Selection Policy (ANDSP): It is used by the UE for selecting non-3GPP accesses and for selection of the N3IWF in the PLMN. The structure and the content of this policy are specified in clause 6.6.1.
2)	UE Route Selection Policy (URSP): This policy is used by the UE to determine if a detected application can be associated to an established PDU Session, can be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session. The structure and the content of this policy are specified in clause 6.6.2. A URSP rule includes one Traffic descriptor that specifies the matching criteria and one or more of the following components:
2a)	SSC Mode Selection Policy (SSCMSP): This is used by the UE to associate the matching application with SSC modes.
2b)	Network Slice Selection Policy (NSSP): This is used by the UE to associate the matching application with S-NSSAI.
2c)	DNN Selection Policy: This is used by the UE to associate the matching application with DNN.
2d)	PDU Session Type Policy: This is used by the UE to associate the matching application with a PDU Session Type.
2e)	Non-Seamless Offload Policy: This is used by the UE to determine that the matching application should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU Session).
2f) Access Type preference: If the UE needs to establish a PDU Session for the matching application, this indicates the preferred Access Type (3GPP or non-3GPP).
[bookmark: _Hlk499721075]The ANDSP and URSP may be pre-configured in the UE or may be provisioned to UE from PCF. The pre-configured policy shall be applied by the UE only when it has not received the same type of policy from PCF.
The PCF selects the ANDSP and URSP applicable for each UE based on local configuration, and operator policies taking into consideration the information defined in clause 6.2.1.2.
In the case of a roaming UE, the V-PCF may retrieve ANDSP and URSP from the H-PCF over N24/Npcf. When the UE is roaming and the UE has valid rules from both HPLMN and VPLMN the UE gives priority to the valid ANDSP rules from the VPLMN.
The ANDSP and URSP shall be provided from the PCF to the AMF via N15/Namf interface and then from AMF to the UE via the N1 interface as described in TS 23.502 [3] clause 4.2.4.3. The AMF shall not change the ANDSP and the URSP provided by PCF.
The PCF is responsible for delivery of UE policy. If the PCF is notified about UE Policy delivery failure (e.g. because of UE unreachable), the PCF may provide a new trigger "Connectivity state changes" in Policy Control Request Trigger of UE Policy Association to AMF as defined in TS 23.502 [3] clause 4.16.12.2 subscribe the "	Connectivity state changes (IDLE or CONNECTED)" event as defined in TS 23.502 [3] clause 5.2.2.3. After reception of the Notify message indicating that the UE enters the CM-Connected state, the PCF may retry to deliver the UE Policy.
NOTE 1:		For backward compability the PCF may subscribe the "Connectivity state changes (IDLE or CONNECTED)" event in Rel-15 AMF as defined in TS 23.502 [3] clause 5.2.2.3 
If due to UE Local Configurations, a UE application requests a network connection using Non-Seamless Offload, the UE shall use Non-Seamless Offload for this application without evaluating the URSP rules. Otherwise, the UE shall select the PDU Session or Non-Seamless Offload in the following order:
-	If the UE has an URSP rule (except the URSP rule with the "match all" Traffic descriptor) that matches the application as defined in clause 6.6.2.3, the UE shall perform the association of the application to the corresponding PDU Session or to Non-Seamless Offload according to this rule; Otherwise,
-	If no URSP rule is applicable for the application (except the URSP rule with the "match all" Traffic descriptor), the UE shall perform the association of the application to a PDU Session according to the applicable UE Local Configurations, if any. If the UE attempts to establish a new PDU session according to the UE Local Configurations and this PDU Session Establishment request is rejected by the network, then the UE shall perform the association of the application to a PDU Session or to Non-Seamless Offload according to the URSP rule with the "match all" Traffic descriptor; Otherwise,
NOTE 12:	It is assumed that the S-NSSAI(s) in the UE Local Configurations are operator-provided S-NSSAI(s). The provision of the S-NSSAI(s) is not specified.
NOTE 23:	The application layer is not allowed to set the S-NSSAI when the UE establishes a PDU Session based on the UE Local Configurations.
NOTE 34:	Any missing information in the UE Local Configurations needed to build the PDU Session Establishment request can be the appropriate corresponding component from the URSP rule with the "match all" Traffic descriptor.
-	If neither the UE Local Configurations nor the URSP rules are applicable for the application (except the URSP rule with the "match all" Traffic descriptor), the UE shall perform the association of the application to a PDU Session or to Non-Seamless Offload according to the URSP rule with the "match all" Traffic descriptor
For the existing PDU Session(s), the UE shall examine the URSP rules within the UE Policy in order to determine whether the existing PDU Session(s) (if any) are maintained or not. If not, then the UE may initiate a PDU Session release procedure for the PDU Session(s) that cannot be maintained.
If there are multiple IPv6 prefixes within the PDU Session, then the IPv6 multi-homed routing rules, described in clause 5.8.2.2.2 in TS 23.501 [2], on the UE shall be used to select which IPv6 prefix to route the traffic of the application.
NOTE 45:	For the case that an application cannot be associated to any PDU Session, the UE can inform the application that association of the application to PDU Session fails.

* * * * End of Changes * * * * 

