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- it is not clear which parameters are used for analytics requests and which parameters are used only for analytics susbcription. Obviously notification related parameters only apply to subscription, and the same for analytics reporting parameters.

- analytics target period: the whole time interval should either be in the past or in the future, i.e. it does not make sense to have start time in the past and end time in the future.

- 6.2.1 refers to "NWDAF shall be able to discover the metrics supported by a NF", however NF support events, not metrics. Also, the part related to high signalling load and data collection amount reduction is not clear, e.g. what does "in case of high signallling load" means? It is load at NWDAF? Or load from data colleciton in general? 
- services description in 7.2.2 and 7.3.2 needs to be amended according to changes to 6.1.3 and to rename "observation period" into "analytics target period" as per SA2#134 agreement.
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FIRST CHANGE
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1], TS 23.501 [2], TS 23.502 [3] and TS 23.503 [4] apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
MDT
Minimization of Driving Tests
NEXT CHANGE
4
Reference Architecture for Data Analytics

4.1
General

The NWDAF is part of the architecture specified in TS 23.501 [2] and uses the mechanisms and interfaces specified for 5GC in TS 23.501 [2] and OAM services (see clause 6.2.3.1).

The NWDAF interacts with different entities for different purposes:

-
Data collection based on subscription to events provided by AMF, SMF, PCF, UDM, AF (directly or via NEF), and OAM;

-
Retrieval of information from data repositories (e.g. UDR via UDM for subscriber-related information);

-
Retrieval of information about NFs (e.g. from NRF for NF-related information);

-
On demand provision of analytics to consumers, as specified in clause 6. 

A single instance or multiple instances of NWDAF may be deployed in a PLMN. In case multiple NWDAF instances are deployed, the architecture supports deploying the NWDAF as a central NF, as a collection of distributed NFs, or as a combination of both.

NOTE 1:
When multiple NWDAFs exist, not all of them need to be able to provide the same type of analytics results, i.e., some of them can be specialized in providing certain types of analytics. An Analytics ID information element is used to identify the type of supported analytics that NWDAF can generate.

NOTE 2:
NWDAF instance(s) can be collocated with a 5GS NF.
NEXT CHANGE
5
Network Data Analytics Functional Description

5.1
General

The NWDAF (Network Data Analytics Function) provides analytics to 5GC NFs, and OAM as defined in clause 7.

Analytics information are either statistical information of the past events, or predictive information.

Different NWDAF instances may be present in the 5GC, with possible specializations per type of analytics. The capabilities of a NWDAF instance are described in the NWDAF profile stored in the NRF.

In order to support NFs that are consumers of analytics with the discovery of a NWDAF instance that is able to provide some specific type of analytics, each NWDAF instance should provide the list of Analytics ID(s) that it supports when registering to the NRF, in addition to other NRF registration elements of the NF profile. Other NFs requiring the discovery of an NWDAF instance that provides support for some specific type of analytics may query the NRF and include the Analytics ID(s) that identifies the desired type of analytics for that purpose.
The consumers i.e. 5GC NFs and OAM decide how to use the data analytics provided by NWDAF. 

The interactions between 5GC NF(s) and the NWDAF take place within a PLMN.

The NWDAF has no knowledge about NF application logic. The NWDAF may use subscription data but only for statistical purpose.
NEXT CHANGE
6
Procedures to Support Network Data Analytics
6.0
General

This clause specifies procedures to support network data analytics function.

Subclause 6.1 and subclause 6.2 specify generic procedures which apply to all type of analytics, while subclause 6.3 and onwards specify procedures specific to some type of analytics.
NEXT CHANGE
6.1
Procedures for analytics exposure

6.1.1
Analytics Subscribe/Unsubscribe

6.1.1.1
Analytics subscribe/unsubscribe by NWDAF service consumer

This procedure is used by any NWDAF service consumer (e.g. including NFs/OAM) to subscribe/unsubscribe at NWDAF to be notified on analytics information, using Nnwdaf_AnalyticsSubscription service defined in clause 7.2. Any entity can consume this service as defined in clause 7.2.
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Figure 6.1.1.1-1: Network data analytics Subscribe/unsubscribe

1.
The NWDAF service consumer subscribes to or cancels subscription to analytics information by invoking the Nnwdaf_AnalyticsSubscription_Subscribe/ Nnwdaf_AnalyticsSubscription_Unsubscribe service operation. The parameters that can be provided by the NWDAF service consumer are listed in subclause 6.1.3.

When a subscription to analytics information is received, the NWDAF determines whether triggering new data collection is needed.
2.
If NWDAF service consumer subscribes to analytics information, the NWDAF notifies the NWDAF service consumer with the analytics information by invoking Nnwdaf_AnalyticsSubscription_Notify service operation, based on the request from the NWDAF service consumer, e.g. Analytics Reporting Parameters.

NEXT CHANGE
6.1.2
Analytics Request

6.1.2.1
Analytics request by NWDAF service consumer

This procedure is used by the NWDAF service consumer (e.g. including NFs/OAM) to request and get from NWDAF analytics information, using Nnwdaf_AnalyticsInfo service defined in clause 7.3.
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Figure 6.1.2.1-1: Network data analytics Request

1.
The NWDAF service consumer requests analytics information by invoking Nnwdaf_AnalyticsInfo_Request service operation. The parameters that can be provided by the NWDAF service consumer are listed in subclause 6.1.3.

When a request for analytics information is received, the NWDAF determines whether triggering new data collection is needed.

2.
The NWDAF responds with analytics information to the NWDAF service consumer.
NEXT CHANGE
6.1.3
Contents of Analytics Exposure

The consumers of the Nnwdaf_AnalyticsSubscription or Nnwdaf_AnalyticsInfo service operations described in clause 7 may provide the following input parameters listed below.
-
A list of Analytics ID(s): identifies the requested analytics.
-
Analytics Filter Information. indicates the conditions to be fulfilled for reporting Analytics Information. This set of parameter types and values enables to select which type of analytics information is requested (e.g. subset of all available analytics produced by NWDAF for the given Analytics ID value) and may in addition indicate a maximum number of results expected.

-
Target of Analytics Reporting: indicates the object(s) for which Analytics information is requested, entities such as specific UEs, a group of UE(s) or any UE (i.e. all UEs). 

-
(Only for Nnwdaf_AnalyticsSubscription) A Notification Target Address (+ Notification Correlation ID) as defined in TS 23.502 [3] clause 4.15.1, allowing to correlate notifications received from NWDAF with this subscription.

-
Analytics Reporting Information with the following parameters:

-
(Only for Nnwdaf_AnalyticsSubscription) Analytics Reporting Parameters as per Event Reporting parameters defined in Table 4.15.1-1, TS 23.502 [3].

-
Analytics target period: time interval [start..end], either in the past (both start time and end time in the past) or in the future (both start time and end time in the future). An Analytics target period in the past is a request or subscription for statistics. An Analytics target period in the future is a request or subscription for predictions. The time interval is expressed with actual start time and actual end time (e.g. via UTC time). When the Analytics Reporting Parameters indicate a periodic reporting mode, the time interval can also be expressed as positive or negative offsets to the reporting time.  

-
Preferred level of accuracy of the analytics (e.g. Low/High).

-
(Only for Nnwdaf_AnalyticsInfo_Request) Time when analytics information is needed (if applicable). If the time is reached the consumer does not need to wait for the analytics information any longer, yet the NWDAF may send an error response to the consumer.
NOTE:
The feasibility of the parameter "Time when analytics are needed" will be checked by stage 3.

The NWDAF provides to the consumer of the Nnwdaf_AnalyticsSubscription or Nnwdaf_AnalyticsInfo service operations described in clause 7, the output information listed below:

-
(Only for Nnwdaf_AnalyticsSubscription) The Notification Correlation Information.

-
For each Analytics ID the analytics information in the requested Analytics target period.
-
In addition, the following additional information:

-
Timestamp of analytics generation, which allows consumers to decide until when the received information shall be used. For instance, an NF can deem a received notification from NWDAF for a given feedback as invalid based on this timestamp;

-
Validity period, which defines the time period for which the analytics information is valid. 

-
Probability assertion: level of certainty, degree of confidence in statistics/prediction.
NEXT CHANGE
6.2
Procedures for Data Collection

6.2.1
General

The Data Collection feature permits NWDAF to retrieve data from various sources (e.g. NF such as AMF, SMF, PCF, AF), as a basis of the computation of network analytics.

All available data encompass:

-
OAM global NF data,

-
behaviour data related to individual UEs or UE groups (e.g. UE reachability), and pre-computed metrics covering UE populations (e.g. number of UEs present in a geographical area), per spatial and temporal dimensions (e.g. per region for a period of time),

-
NF data available in the 5GC (e.g. NRF),
-
Data available in AF.
The NWDAF shall use at least one of the following services:

-
the Generic management services as defined in TS 28.532 [6] offered by OAM in order to collect OAM global NF data.

-
the Exposure services offered by NFs in order to retrieve NF data and other non-OAM pre-computed metrics.

-
Other NF services in order to collect NF data (e.g. NRF)

The NWDAF shall obtain the proper information to perform data collection for a UE or group of UEs:

-
For an Analytics ID, NWDAF is configured with the corresponding NF Type(s) and/or event ID(s) and/or OAM measurement types.
-
NWDAF shall determine which NF instance(s) of the relevant NF type(s) are serving the UE or group of UEs, optionally taking into account the S-NSSAI(s) and area of interest as defined in clause 7.1.3, TS 23.501 [2].

-
NWDAF invokes Nnf_EventSubscribe services to collect data from the determined NF instance(s), and/or triggers the procedure in clause 6.2.3.2 to subscribe to OAM services to collect the OAM measurement.

The NWDAF performs data collection from an AF directly as defined in clause 6.2.2.2 or via NEF as defined in clause 6.2.2.3.

The NWDAF shall be able to discover the events supported by a NF.

Data collection procedures enables the NWDAF to efficiently obtain the appropriate data with the appropriate granularity.
When a request or subscription for statistics or predictions is received, the NWDAF may not possess the necessary data to perform the service. 

-
Data on the monitoring period in the past matching the Analytics target period is necessary for the provision of statistics and predictions.

-
Data on longer monitoring periods in the past is necessary for model training.

Therefore, in order to optimize the service quality, the NWDAF may undertake the following actions:

-
The NWDAF may return a probability assertion as stated in clause 6.1.3 expressing the confidence in the analytics produced. With zero confidence, no analytics shall be returned. This confidence is likely to grow in the case of subscriptions.

-
The value of the confidence depends on the level or urgency expressed by the parameter "time when analytics information is needed" as listed in clause 6.1.3, the parameter "preferred level of accuracy of the analytics" as listed in clause 6.1.3, the availability of data. If no sufficient data is collected to provide an estimation for the requested level of accuracy before the time deadline, the service shall return a zero confidence. Otherwise, the NWDAF may wait until enough data is collected before providing a response or a first notification.

-
In order to be prepared for future requests on statistics from NFs/OAM, the NWDAF, upon operator configuration, may collect data on its own initiative, e.g. on samples of UEs (e.g. mobility), and retain the data collected in the data storage.


The volume and maximum duration of data storage is also subject of operator configuration.

The NWDAF may decide to reduce the amount of data collected to reduce signalling load, by either prioritizing requests received from analytics consumers, or reducing the extent of data collection, or modifying the sampling ratios.

The NWDAF may skip data collection phase when the NWDAF already has enough information to provide requested analytics.

The data which NWDAF may collect is listed for each analytics in input data clause.

NOTE:
NWDAF can skip data collection phase for some specific input data per the requested analytics e.g. when some of the data is already available at NWDAF for the requested analytics, or when NWDAF considers that some of the data is not needed at all to provide the requested analytics as per the analytics consumer request (e.g. based on preferred level of accuracy or based on the time when analytics are needed).

NEXT CHANGE
6.5
NF load analytics

6.5.1
General

The clause 6.5 describes how NWDAF can provide NF load analytics, in the form of statistics or predictions or both, to another NF.
The service consumer may be an NF, or the OAM.

The consumer of these analytics shall indicate in the request:

-
Analytics ID set to "NF load information";
-
The Target of Analytics Reporting;
-
Analytics Filter Information: an optional list of NF Instance IDs;
-
An Analytics target period indicates the time period over which the statistics or predictions are requested;
-
In a subscription, the Notification Correlation Id and the Notification Target Address are included.

The NWDAF shall notify the result of the analytics to the consumer as indicated in clause 6.5.3.
If the NF Instance IDs are provided, the NWDAF shall provide the analytics for each designated NF instance. In such case the Target of Analytics Reporting should be ignored. Otherwise, the NWDAF shall use the specific UE ID to determine which instances (AMF, N3IWF, SMF and PCF) are serving this specific UE.

NOTE:
The list of possible instances is limited to AMF, N3IWF, SMF and PCF.

NEXT CHANGE
7.2.2
Nnwdaf_AnalyticsSubscription_Subscribe service operation

Service operation name: Nnwdaf_AnalyticsSubscription_Subscribe.
Description: Subscribes to NWDAF analytics with specific parameters.

Inputs, Required: (Set of) Analytics ID(s) defined in Table 7.1-2, Target of Analytics Reporting, Notification Target Address (+ Notification Correlation ID), Analytics Reporting Parameters, Analytics target period.

Inputs, Optional: Analytics Filter Information, Subscription Correlation ID (in case of modification of the analytics subscription), preferred level of accuracy of the analytics.

Outputs Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription).

Outputs, Optional: None.
NEXT CHANGE
7.3.2
Nnwdaf_AnalyticsInfo_Request service operation

Service operation name: Nnwdaf_AnalyticsInfo_Request.
Description: the consumer requests NWDAF operator specific analytics.
Inputs, Required: (Set of) Analytics ID(s) defined in Table 7.1-2, Target of Analytics Reporting, Analytics target period.
Inputs, Optional: Analytics Filter Information, preferred level of accuracy of the analytics, time when analytics information is needed.
Outputs, Required: Set of the tuple (Analytics ID, Analytics specific parameters).

Outputs, Optional: Timestamp for the analytics information, probability assertion.

NOTE:
Some NWDAF output analytics already include confidence of predictions, which provides the same information as probability assertion.
END OF CHANGES
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