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Abstract of the contribution: This contribution proposes solution for EAS discovery key issue, relying on distributed DNS server deployment model.
1. Discussion
In the SA2#135, the key issue for the discovery of edge application server is agreed. With the key issue, there are three hosting models are discsused which are as follows:
1)  Model 1. MNO hosting model

The operator is in control of the edge and provides the edge computing infrastructure, the connectivity and the application platform, and manages the edge application servers.

2)  Model 2. Operator contracted Edge Computing Service Provider hosting model

The operator hosts its own or a 3rd party application platform on its edge computing infrastructure. MNO provides the routing and IP network stitching between the connectivity and the platform which exposes APIs for application management.
3)  Model 3. External Edge Computing Service Provider hosting model

The operator provides distributed connectivity to DN, and cloud providers host the application servers on their application platform on the edge.
In addition, the DNS is widely used mechanism for the application client to discover the application server in the internet. Usually MNO operates DNS server, which address is provded to the UE via PCO during PDU Session Establishment procedure. 

In operator deployment, based on the edge hosting models, the DNS server for Edge Application Server IP address resolution can be deployed as distributed manner or integrated with MNO’s DNS server. As a one of various scecnarios for the operator’s edge computing deployment, it is proposed to consider distributed DNS server deployment for each local data network for edge computing. 
For example, in model 2 and model 3, Edge Computing Service Provider may deploy its own DNS server with regional manner (e.g., per local data network) to provide EAS discovery. For model 2, MNO may host different 3rd party platform vendor per region (e.g., local DN) and each 3rd party platform vendor runs its DNS server to support EAS discovery. Even MNO host single 3rd party platform vendor for a PLMN, the 3rd party platform vendor may run different DNS server per local DN. For model 3, it is possible the external ECSP deploys its DNS server in distributed manner given that the connevity between local DN and external edge computing enviornment is available. For model 1, MNO may deploy distributed DNS server to isolate EAS access only for local data network, while distributed DNS server should be able to connect with centralized DNS server (e.g., normal DNS server for internet DNN) in order to resolve DNS query for non-EAS from the UE. 
Example architecture is shown below.
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Fig. Architecture example of distributed DNS server deployment
Please note that the connection between left Local DN and center above Internet DN means IP connectivity between two data networks.
For the case of distributed DNS server model, in order to provide EAS discovery, it is enough for the 5GS to configure the UE with the DNS server’s address(es) based on local DN.
2. Proposal

It is proposed to solution for providing distributed DNS server address to the UE, based on local Data Network which UE is accessing.
* * * First Change (All New Text) * * * *

6.X
Solution #X: <Solution Title>

6.X.1
Description

Editor's note:
This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). (Sub) clause(s) may be added to capture details.

6.X.1.1
General

The following solution corresponds to the key issue #1 on Discovery of Edge Application Server as specified in clause 5.1. 
DNS is widely used mechanism for the application client to discover the application server in the internet. Usually MNO operates DNS server, which address is provded to the UE via PCO during PDU Session Establishment procedure. According to key issue #1, there are three different deployment model for Edge Computing.
· Model 1. MNO hosting model

The operator is in control of the edge and provides the edge computing infrastructure, the connectivity and the application platform, and manages the edge application servers.

·  Model 2. Operator contracted Edge Computing Service Provider hosting model

The operator hosts its own or a 3rd party application platform on its edge computing infrastructure. MNO provides the routing and IP network stitching between the connectivity and the platform which exposes APIs for application management.
·  Model 3. External Edge Computing Service Provider hosting model

The operator provides distributed connectivity to DN, and cloud providers host the application servers on their application platform on the edge.
In operator deployment, the DNS server for Edge Application Server IP address resolution can be deployed as distributed manner or integrated with MNO’s DNS server. For Model 1, the intergrated DNS server is viable option, that MNO’s DNS server can resolve IP address for Edge Application Server for a certain local DN. In addition to this, for model 1, MNO may deploy distributed DNS server to isolate EAS access only for local data network, while distributed DNS server should be able to connect with centralized DNS server (e.g., normal DNS server for internet DNN) in order to resolve DNS query for non-EAS from the UE. For Model 2 and Model 3, the distributed DNS server is viable option, for example, for model 2, MNO may host different 3rd party platform vendor per region (e.g., local DN) and each 3rd party platform vendor runs its DNS server to support EAS discovery. Even if MNO hosts a single 3rd party platform vendor for a PLMN, the 3rd party platform vendor may run different DNS server per local DN. For model 3, it is possible the external ECSP(Edge Computing Service Provider) deploys its DNS server in distributed manner given that the connevity between local DN and external edge computing enviornment is available. This solution proposes to consider distributed DNS server deployment for each local data network for edge computing.  Example architecture is shown below.
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Fig 6.x.1.1. Architecture example of distributed DNS server deployment
6.X.2
Procedures

Editor's note:
This clause describes high-level procedures and information flows for the solution.
6.X.1.2
Procedure for provisioning DNS Server Address in case of ULCL/BP
Figure 6.X.1.2-1 illustrates the procedure for configuring the DNS server address for Local DN to the UE, in case of ULCL or BP is used for the PDU session.
Pre-conditions:

· There is a PDU session which is able to access local DN based on UE location by applying ULCL or Multi-homing.

· The SMF determines the UE is authorized to use Edge Computing service based on the subscription information during PDU Session Establishment procedure.
· The SMF is configured with DNS server address information per Local Data Network by pre-configuration or provided by PCF as SM Policy.
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Figure 7.X.1.2-1: Procedure for Edge Application Server Discovery using DNS
1. The UE performs Service Request or Registration procedure after mobility during CM-IDLE. If UE is CM-Connected and mobility occurs, Handover procedure is performed.
2. The AMF invokes Nsmf_PDUSession_UpdateSMContext as specified in TS 23.502 [xx]. 

3. Based on the UE location information received from the step 2, the SMF performs Addition of additional PDU Session Anchor and Branching Point or ULCL procedure, or performs Change of additional PDU Session Anchor for IPv6 multi-homing or ULCL, or Simultaneous change of ULCL or Branching Point and additional PSA. Above procedures follows as specified in secion 4.3.5 in TS 23.502 [xx]

In this step, SMF determines available DNS server address for the local PSA UPF which connects to local Data Network for Edge Computing service. The SMF may perform SM policy association procedure with PCF to retrieve the available DNS server address for the local PSA UPF, based on operator policy. Alterenatively, the available DNS server address per Local Data Network may be pre-configured in SMF. 
4. Based on step 3, the SMF perform SM Policy association procedure with PCF to retrieve the available DNS server address for the local PSA UPF which connecting to local Data Network for Edge Computing service. 
5. If SMF determines that the DNS server address that UE should access needs to be updated to the UE, as step 3, the SMF sends PDU Session Modification Command to the UE including the DNS server address in ePCO.
6. The AMF sends NAS message (SM NAS: PDU Session Modification Command) to UE.
7. The UE updates the DNS server address that UE needs to access as the received DNS server address. From this step, DNS query from the UE goes to the DNS server in local DN.
NOTE
: 
After step 7, DNS query for Non-EAS also goes to the DNS server in Local DN, as the UE cannot differentiate which DNS query should go to which DNS server. In this case, the local DNS server needs to resolve the IP address of non-EAS by querying to MNO’s DNS server.
6.X.1.3
Procedure for provisioning DNS Server Address in case of SSC mode 2/3
Figure 6.X.1.3-1 illustrates the procedure for configuring the DNS server address for Local DN to the UE, in case of SSC mode 2 or SSC mode 3 is used for the PDU session.
Pre-conditions:

· There is a dedicated PDU session for Edge Computing service which is able to support change of PSA UPF by applying SSC mode 2 or SSC mode 3.

· The SMF determines the UE is authorized to use Edge Computing service based on the subscription information during PDU Session Establishment procedure.

· The SMF is configured with DNS server address information per Local Data Network by pre-configuration or provided by PCF as SM Policy.
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Figure 7.X.1.2-1: Procedure for Edge Application Server Discovery using DNS
1. The UE performs Service Request or Registration procedure after mobility during CM-IDLE. If UE is CM-Connected and mobility occurs, Handover procedure is performed.

2. The AMF invokes Nsmf_PDUSession_UpdateSMContext as specified in TS 23.502 [xx]. 

3. Based on the UE location information received from the step 2, the SMF determines Change of SSC mode 2 PDU Session Anchor or Change of SSC mode 3 PDU Session Anchor procedure as specified in secion 4.3.5 in TS 23.502 [xx].
In this step, SMF determines available DNS server address for the local PSA UPF which connects to local Data Network for Edge Computing service. The SMF may perform SM policy association procedure with PCF to retrieve the available DNS server address for the local PSA UPF, based on operator policy. Alterenatively, the available DNS server address per Local Data Network may be pre-configured in SMF. 

4. Based on step 3, the SMF perform SM Policy association procedure with PCF to retrieve the available DNS server address for the local PSA UPF which connecting to local Data Network for Edge Computing service. 

5. In case of SSC mode 2, SMF performs step 2 to step 3 as specified in section 4.3.5.1 of TS 23.502 [xx]. If SMF determines that the DNS server address that UE should access needs to be updated to the UE, as step 3, the SMF sends the DNS server address to the UE during PDU Session Establishment procedure with Local PSA UPF, as in ePCO.
6. In case of SSC mode 3, SMF performs step 2 as specified in section 4.3.5.2 and section 4.3.5.3 of TS 23.502 [xx]. If SMF determines that the DNS server address that UE should access needs to be updated to the UE, as step 3, the SMF sends the DNS server address to the UE during PDU Session Establishment procedure with Local PSA UPF, as in ePCO.

After Step 6, the UE updates the DNS server address for the PDU session as the received DNS server address. From this step, for the PDU session of Edge Computing service, DNS query from the UE goes to the DNS server in local DN.
6.X.3
Impacts on Existing Nodes and Functionality
Editor's Note: This clause captures impacts on existing 3GPP nodes and functional elements.
* * * End of Changes * * * *
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