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Abstract: This contribution proposes a solution of Key Issue #1: Support of network slice related quota on the maximum number of PDU sessions in TR 23.700-40.

1. Introduction

In TR 23.700-40, a Key Issue #1: “Support of network slice related quota on the maximum number of PDU sessions” was agreed at SA2#135. The solution proposed highlights the mechanisms to support network slice related quota on the maximum number of PDU sessions considering the following principles:

-
How does 5GS know about the maximum number of PDU Sessions that the network slice can support? Which NF(s) need to know such quota?

-
How does 5GS know about the current number of PDU Sessions being established in the network slice? Which NF(s) need to know about this information?

-
Whether and how does 5GS enforce such quota when a UE requests to establish a new PDU Session to the network slice and that would cause the quota to be exceeded, e.g., whether 5GS rejects, accepts without guarantee, or accepts with lower service quality? What is the mechanism needed in 5GS?

-
How does 5GS selectively enable this quota only for Network Slices that require it?

-
Roaming aspects shall be considered.

The proposed solution covers the above aspects.
2. Discussion

The following points are identified for the discussion.

· The solution assumes 5GC obtains information about network slice related quota on the maximum number of PDU sessions per GSMA GST attributes defined in SA5 [1], which includes “maxNumberofConns” in Service Profile. Some of the attributes from Service Profile will be sent to the core network function for the control plane SLA support purpose [2].
· The solution assumes the information about network slice SLA needs to be kept and maintained by a centralised NF for the whole slice. UDM/UDR is selected as the most appropriate centralised repository.

· The solution assumes to identify the PCF (possibly multiple instances) as preferred enforcement point for the GST attribute checking, as it is involved in all procedures, which may affect the GST parameter value.

· As multiple enforcement points may exist for a network slice to which GST attribute constraints applies, the solution introduces a quota distribution mechanism to partition the “maximum number of allowed PDU sessions” among the enforcement points.

· To handle possible non-homogenous distribution of the load in different network slice part, the solution introduces a mechanism for quota redistribution.

· The solution intends to minimise the impact on CP procedure, to this end the GST attribute enforcement is embedded in existing PDU session establishment procedure. 

· For roaming UEs, the solution also intends to support slice interoperability across PLMNs specific to the enforcement of “network slice related quota on maximum number of PDU sessions” with minor extension to the existing procedures.

Reference:

[1]. S5-196642: Rel-16 CR TS 28.541 Update on slice model

[2]. S5-196867: Rel-16 CR 28.541 Add relation of GST and profiles

3. Text Proposal

It is proposed to capture the following changes to TR 23.700-40.

* * * * First change * * * *

6.Y
Solution #Y: Support of Network Slice SLA for Maximum Number of PDU sessions parameter

6. Y. 1
Introduction

This is a solution to Key Issue #2, "Support of network slice related quota on the maximum number of PDU sessions". This solution assumes the following:

· It is assumed that 5GC obtains information about network slice related global quota on the maximum number of PDU sessions to perform the enforcement of SLA of the number of PDU sessions in a control plane procedure. 

· It is assumed that 5GC may have multiple enforcement points (e.g., PCF instances of a Network Slice) to perform the SLA enforcement of network slice related quota on the maximum number of PDU sessions.

· It is assumed that the support of Network Slice related quota on the maximum number of PDU sessions applies to the associated Network Slice even when supported by multiple Network Slice instances.  

6. Y. 2
High-level Description
A global slice SLA information is the global quota of the maximum number of PDU sessions for a given S-NSSAI. A local slice SLA information is local quota of the maximum number of PDU sessions for a given S-NSSAI, which is stored at the enforcement points, e.g. PCF instances. The local quota is based on the global quota.

The proposed solution highlights a distributed management of network slice related quota at the control plane performed by 5GC NFs: PCF and UDM/UDR. It considers UDR/UDM for controlling distribution of the network slice related local quota to PCF instances. PCF instances apply/enforce the network slice related local quota in PDU session establishment procedure.
The mechanisms of distributed management of network slice related quota provides a precise control of slice SLA for maximum number of PDU sessions.

Editor’s Note: The precise mechanisms controlling distribution of global/local quota information is FFS.

6. Y. 3
Procedures

The following figure represents a high-level procedure of the solution.
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Figure 6.Y.3-1: A high-level procedure of the solution.

1. UDM/UDR in 5GC obtains from OAM global slice SLA information including a global quota on the maximum number of allowed PDU sessions, to be used to perform the SLA control on the number of PDU sessions.

2. UDM/UDR provides the local slice SLA information including local quota to PCF instances (which is for SM policy control) of the Network Slice (enforcement points). The sum of the local quota to the associated PCF instances shall be less or equal to the network slice related global quota of the maximum number of PDU sessions.

3. When a UE requests for a PDU session establishment for the network slice, the SMF instance of the network slice interacts with the proper PCF instance (enforcement point) for the quota enforcement by re-using existing PDU session establishment procedure, i.e. as part of the SM Policy handling.
4. Quota enforcement:

4a. Each PCF instance (enforcement point) maintains the local quota for the number of established PDU sessions and generate a policy counter to track the local quota and the local quota status (i.e., the actual number of established PDU sessions). Upon receiving UE request for a PDU session establishment, the PCF instance decides, based on local quota status and local quota, the acceptance or rejection of the UE request for a PDU session establishment.

4b. In addition to step 4a, alternatively, the PCF instance may send a delegation request of quota enforcement to UDM/UDR, e.g., when the local quota are consumed by the PCF instance. Based on the global quota status UDM/UDR decides the acceptance or rejection of the delegation request for the UE request for a PDU session establishment and sends a response to the delegation request with the decision.

5. Upon PCF decision from step 4, if a UE request for a PDU session establishment violates or exceeds the local quota and no delegation of quota enforcement to UDM/UDR, the PCF sends an indication, e.g. rejection message, to the serving SMF. The PDU session establishment Reject message is sent to the UE by the serving SMF(via the serving AMF) along with the back-off timer and a suitable cause value.

6. PCF instances (enforcement points) may request quota update (e.g., when the local quota is (about to) consumed) to UDR/UDM. The UDR/UDM based on the received requests may re-calculate and provide the updated local quota of the maximum number of PDU sessions to one or more PCF instances. The UDR/UDM supports mechanisms for the (re)-distribution of quota.

7. Independently of step 6, one or more PCF instances (enforcement points) shall report/notify the local quota status to UDR/UDM (e.g., periodically or event based). Based on the reported local quota UDR/UDM can track the global status of number of established PDU sessions and provide to one or more PCF instances an updated local quota (i.e., quota re-distribution) if required. It enables 5GS to know about the current number of PDU sessions accessing the network slice.
In case of home-routed roaming, the H-PCF will do the enforcement as described above with the available local network slice quota for the maximum number of PDU sessions per S-NSSAI. 

In case of local breakout scenario, the UDM in the VPLMN shall receive the local quota for the allowed maximum number of UEs per Subscribed S-NSSAI per SLA agreement and store it in VPLMN UDM as local policy data. The V-PCF in VPLMN can perform the corresponding network slice enforcement for the related S-NSSAI in the serving network based on the received local quota from the UDM and UE PLMN ID.
Editor’s Note: The detailed description of (PDU session establishment) procedure is FFS.

Editor’s Note: The detailed mechanisms of (delegation of) quota enforcement and (re) distribution of quota are FFS.

6. Y. 4
Impacts on existing services and interfaces

UDM/UDM: distributing/providing the network slice related global/local quota on the maximum number of PDU sessions

PCF: apply/enforce the network slice related local quota on the number of PDU sessions
SMF: handling of quota enforcement decision on the number of PDU sessions
UE: handling of back-off timer and a (new) cause value as a rejection response
Editor’s Note: 
Impacts on existing services and interfaces are FFS.
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