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5.8.2.11
Parameters for N4 session management

5.8.2.11.1
General

These parameters are used by SMF to control the functionality of the UPF as well as to inform SMF about events occurring at the UPF.

The N4 session management procedures defined in clause 4.4.1 of TS 23.502 [3] will use the relevant parameters in the same way for all N4 reference points: the N4 Session Establishment procedure as well as the N4 Session Modification procedure provide the control parameters to the UPF, the N4 Session Release procedure removes all control parameters related to an N4 session, and the N4 Session Level Reporting procedure informs the SMF about events related to the PDU Session that are detected by the UPF.

The parameters over N4 reference point provided from SMF to UPF comprises an N4 Session ID and may also contain:

-
Packet Detection Rules (PDR) that contain information to classify traffic (PDU(s)) arriving at the UPF;
-
Forwarding Action Rules (FAR) that contain information on whether forwarding, dropping or buffering is to be applied to a traffic identified by PDR(s);
-
Multi-Access Rules (MAR) that contain information on how to handle traffic steering, switching and splitting for a MA PDU Session;

-
Usage Reporting Rules (URR) contains information that defines how traffic identified by PDR(s) shall be accounted as well as how a certain measurement shall be reported;
-
QoS Enforcement Rules (QER), that contain information related to QoS enforcement of traffic identified by PDR(s);
-
Trace Requirements.
-
Port Management Information Container in 5GS
-
Bridge Information
The N4 Session ID is assigned by the SMF and uniquely identifies an N4 session.

If the UPF indicated support of Trace, the SMF may activate a trace session during a N4 Session Establishment or a N4 Session Modification procedure. In that case it provides Trace Requirements to the UPF. The SMF may deactivate an on-going trace session using a N4 Session Modification procedure. There shall be at most one trace session activated per N4 Session at a time.

For the MA PDU Session, the SMF may add an additional access tunnel information during an N4 Session Modification procedure by updating MAR with addition of an FAR ID which refers to an FAR containing the additional access tunnel information for the MA PDU session for traffic steering in the UPF.
A N4 Session may be used to control both UPF and NW-TT behaviour in the UPF. A N4 session support and enable exchange of TSN bridge configuration between the SMF and the UPF:
· Information that the SMF needs for bridge management (section 5.8.2.11.X).
· Information that 5GS transparently relays between the AF the NW-TT: transparent Port Management Information Container.
When a N4 Session related with bridge management is established, the UPF allocates a dedicated port number for the DS-TT side of the PDU Session. The UPF then provides to the SMF following configuration parameters for the N4 Session:

· UPF/NW-TT port number and UPF/NW-TT MAC address. 
· DS-TT port number 

After the N4 sesssion has been established, the SMF and UPF may at any time exchange transparent bridge Port Management Information Container over a N4 session.
5.8.2.11.x
Bridge Management Information

The following table describes the Bridge Management Information (BMI) that includes the information required to configure a 5GS logical bridge for TSC PDU Sessions.

Table 5.8.2.11.x-1: Bridge Management Information
	Attribute
	Description
	Comment

	NW-TT MAC Address
	MAC Address of NW-TT
	

	NW-TT Port Number
	Port Number allocated by the UPF/NW-TT for the TSC PDU Session
	

	DS-TT Port Number
	Port Number allocated by the UPF/NW-TT for the DS-TT for a given TSC PDU Session
	

	


5.8.2.11.x+1
Port Management Container

The following table describes the Port Management Container (PMC) that includes information exchanged transparently via 5GS between TSN AF and NW-TT.
Table 5.8.2.11.x+1-1: Port Management Container
	Attribute
	Description
	Comment

	Standardized Port Management Information as in Table 5.28.3.1-X
	Information exchanged transparently between NW-TT and TSN AF via 5GS
	

	



