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Abstract of the contribution: This pCR proposes a solution to the Key Issue #1 based on provisioning Edge DN configuration to the UE. 
1 Introduction
This solution addresses Key Issue #1 proposing to provision Edge DN configuration to the UE to enable connectivity to the Edge DN.
2 Discussion

In the current study architecture assumptions, the UE may access the Edge Hosting Environment without UL CL/BP, like in Figure 4.1-2. In this case, the UE needs to establish connectivity to the DN where the Edge Hosting Environment resides in order to perform any further action, e.g. discovery of Edge Application Servers (EAS). 

KI#1 addresses Edge AS discovery, including aspects related to:

- What information (if any) can be used to assist such a discovery mechanisms?
This solution proposes to provision the Edge DN configuration to the UE by using URSP rules to enable connectivity to an Edge DN (i.e. the DN where the Edge Hosting Environment resides) before performing Edge AS discovery. This solution does not require any enhancement to Rel-16.
3 Proposal

Start of changes (all new text)
6.X Solution #X: provisioning Edge DN configuration to the UE 

This solution is for Key Issue #1, which addresses Edge AS discovery including aspects related to:

- What information (if any) can be used to assist such a discovery mechanisms?
In the current architecture assumptions, the UE may access the Edge Hosting Environment without UL CL/BP, like in Figure 4.1-2. In this case, the UE needs to establish connectivity to the DN where the Edge Hosting Environment resides in order to perform any further action, e.g. discovery of Edge Application Servers (EAS). This solution proposes to provision URSP rules to the UE to enable communication with the Edge DN (i.e. the DN where the Edge Hosting Environment resides). This solution does not require any enhancement to Rel-16.
6.X.1 Description
In order to enable the communication between the UE and the Edge Application Servers in the Edge Hosting Environment, the 5GC may provision Edge DN configuration consisting of URSP rules, which could be locally configured on the UE or provisioned by UE Configuration Update Procedure according to TS 23.502 [3].

The Edge DN configuration is implemented by URSP rules to establish a PDU Session(s) with the DN(s) where the Edge Hosting Environment resides. At Registration (initial or mobility), the UE may include the UE Policy Container in order to receive the Edge DN configuration (URSP rules) from the 5GC.
Additionally, in order to enable provisioning updated Edge DN configuration, the EAS may act as an Application Function (AF) to subscribe to UE location information from the 5GC.
6.X.2 Procedures

6.X.2.1 Edge DN configuration provisioning procedure

Figure 6.X.2.1-1 shows the procedure to provision Edge DN configuration to the UE.
1.
When the UE performs (initial or mobility) Registration to 5GC as in clause 4.2.2.2.2, TS 23.502 [3], the UE may include the UE Policy Container in the Registration Request.
2.
UE Policy Association Establishment as in TS 23.502 clause 4.16.11. The AMF may decide to establish UE Policy Association with the PCF based on the UE Policy Container received at Registration. In the UE Policy Association Establishment procedure step 8, the PCF performs the UE Configuration Update Procedure (TS 23.502 clause 4.2.4.3) to provide URSP rules to the UE based on policy subscription related information and UE location information. The URSP rules includes DNN, S-NSSAI and other relevant network parameters to be used for matching Edge application traffic, e.g. traffic from Edge Application clients installed on the UE to Edge Application Servers in the Edge Hosting Environment.
  
NOTE: In alternative to step 1 and 2, the operator may configure the URSP locally in the UE.
3.
When the UE needs to route traffic destined to an edge server (e.g. the UE performs EAS discovery or an Application Client sends a Service Request to an EAS in the Edge Hosting Environment), the UE may, based on URSP rule matching (step 3b), establish a new PDU session (step 3c) in order to enable User Plane communication with the DN where the Edge Hosting Environment resides.
4.
(optional) Acting as AF, the edge server may subscribe to UE location notifications; the notifications may be used by the AF to trigger AF request as in clause 4.3.6.2, TS 23.502 [3] to update the policy related to Edge DN for the UE.
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Figure 6.X.2.1-1: Edge DN configuration provisioning procedure
6.X.3 Impacts on Existing Nodes and Functionalities
The proposed solution is fully based on Rel-16 procedures.
End of changes
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