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* * * Start of Changes * * * 

4.22.2
UE Requested MA PDU Session Establishment

4.22.2.1
Non-roaming and Roaming with Local Breakout

The signalling flow for a MA PDU Session establishment when the UE is not roaming, or when the UE is roaming and the PDU Session Anchor (PSA) is located in the VPLMN, is based on the signalling flow in Figure 4.3.2.2.1-1 with the following differences and clarifications:

-
The PDU Session Establishment Request message may be sent over the 3GPP access or over the non-3GPP access. In the steps below, it is assumed that it is sent over the 3GPP access, unless otherwise specified.

-
In step 1, the UE provides a "MA PDU Request" indication in UL NAS Transport message and an ATSSS Capability (e.g. an "MPTCP Capability" and/or an "ATSSS-LL Capability"), as defined in TS 23.501 [2], clause 5.32.2 (Multi Access PDU Sessions) in PDU Session Establishment Request message.


The "MA PDU Request" indication and the Request Type = "initial request" indicate to the network that this PDU Session Establishment Request is to establish a new MA PDU Session and to apply the ATSSS-LL functionality, or the MPTCP functionality, or both functionalities, for steering the traffic of this MA PDU session.


If the UE requests an S-NSSAI and the UE is registered over both accesses, it shall request an S-NSSAI that is allowed on both accesses.

-
In step 2, if the AMF supports MA PDU sessions, then the AMF selects an SMF, which supports MA PDU sessions.

-
In step 3, the AMF informs the SMF that the request is for a MA PDU Session (i.e. it includes an "MA PDU Request" indication) and, in addition, it indicates to SMF whether the UE is registered over both accesses. If the AMF determines that the UE is registered via both accesses but the requested S-NSSAI is not allowed on both accesses, then the AMF shall reject the MA PDU session establishment.

-
In step 7, the SMF sends an "MA PDU Request" indication to the PCF in the SM Policy Control Create message. The PCF decides whether the MA PDU session is allowed or not based on operator policy and subscription data.


The PCF provides PCC rules for the MA PDU session, i.e. PCC rules that include ATSSS policy control information, as specified in TS 23.503 [20]. From the received PCC rules, the SMF derives (a) ATSSS rules, which will be sent to UE for controlling the traffic steering, switching and splitting in the uplink direction, and (b) N4 rules, which will be sent to UPF for controlling the traffic steering, switching and splitting in the downlink direction. If the UE indicates the support of "ATSSS-LL Capability", the SMF may derive the Measurement Assistance Information.

If the SMF receives a UP Security Policy for the PDU Session with Integrity Protection set to "Required", and the MA PDU session is being established over non-3GPP access, the SMF does not verify whether the access can satisfy the UP Security Policy.
-
In the remaining steps of Figure 4.3.2.2.1-1, the SMF establishes the user-plane resources over the 3GPP access, i.e. over the access where the PDU Session Establishment Request was sent on:

-
In step 10, the N4 rules derived by SMF for the MA PDU session are sent to UPF and two N3 UL CN tunnels info are allocated by the SMF or by the UPF. If the ATSSS Capability for the MA PDU Session indicates "ATSSS-LL Capability", the SMF may include information for measurement into the N4 rule to instruct the UPF to initiate performance measurement for this MA PDU Session. In step 10a, the UPF allocates addressing information for the Performance Measurement Function (PMF) in the UPF. In step 10b, the UPF sends the addressing information for the PMF in the UPF to the SMF.

-
In step 11, for the MA PDU session, the SMF includes an "MA PDU session Accepted" indication in the Namf_Communication_N1N2MessageTransfer message to the AMF. The AMF marks this PDU session as MA PDU session based on the received "MA PDU session Accepted" indication.

-
In step 13, the UE receives a PDU Session Establishment Accept message, which indicates to UE that the requested MA PDU session was successfully established. This message includes the ATSSS rules for the MA PDU session, which were derived by SMF. If the ATSSS Capability for the MA PDU Session indicates "ATSSS-LL Capability", the SMF may include the addressing information of PMF in the UPF into the Measurement Assistance Information.

-
After step 18 in Figure 4.3.2.2.1-1, if the SMF was informed in step 2 that the UE is registered over both accesses, then the SMF initiates the establishment of user-plane resources over non-3GPP access too. The SMF sends an N1N2 Message Transfer to AMF including N2 SM Information and indicates to AMF that the N2 SM Information should be sent over non-3GPP access. The N1N2 Message Transfer does not include an N1 SM Container for the UE because this was sent to UE in step 13. After this step, the two N3 tunnels between the PSA and RAN/AN are established.
The last step above is not executed when the UE is registered over one access only, in which case the MA PDU Session is established with user-plane resources over one access only. How user-plane resources can be added over an access of the MA PDU Session is specified in clause 4.22.7 below.

* * * Next Change * * * 

4.22.7
Adding / Re-activating / De-activating User-Plane Resources

If the UE has established a MA PDU Session but the user-plane resources over one access of the MA PDU Session have not been established, then:

-
If the UE wants to add user-plane resources over this access, the UE shall initiate the UE Requested PDU Session Establishment procedure over this access, as specified in clause 4.3.2.2. The PDU Session Establishment Request message shall contain the "MA PDU Request" indication and the PDU Session ID of the established MA PDU Session. If only one N9 tunnel is established for the Home Routed roaming case as described in clause 4.22.2.2, additional N9 tunnel is established during this UE Requested PDU Session Establishment procedure.
-
The PDU Session Establishment Accept message received by the UE may contain updated ATSSS rules for the MA PDU session.

-
If the SMF receives the PDU Session Establishment request message over an access and the SMF already has SM Contexts for the access, the SMF shall not release existing SM Contexts and shall re-activate user plane resources over the access while providing the PDU Session Establishment Accept message to the UE.

If the UE has established a MA PDU Session and the user-plane resources over one access of the MA PDU Session have been established but are currently inactive (e.g. because the UE is CM-IDLE over this access), then:

-
If the UE wants to re-activate the user-plane resources over this access, then the UE shall initiate the Registration or UE Triggered Service Request procedure over this access, as specified in clause 4.22.9.1 and clause 4.22.8.2, or clause 4.12.4.1.

-
If the network wants to re-activate the user-plane resources over 3GPP access of the MA PDU Session, or over non-3GPP access of the MA PDU Session, the network shall initiate the Network Triggered Service Request procedure, as specified in clause 4.2.3.3.


If the UE is in CM-IDLE on non-3GPP access, the AMF shall reject the request from SMF. The (H-) SMF may indicate the Anchor UPF that the user-plane resources on non-3GPP is unavailable. Further action by the UPF is implementaion dependent.

NOTE:
The provision of access availability/unavailability reports via user plane specified in clause 5.32.5.3 is UE implementation dependent. Such reporting by UE to UPF, can assist Anchor UPF to decide on handling DL traffic for t he UE.

If the UE has established a MA PDU Session and the user plane resources are activated over either one access or both accesses, then:

-
If the network wants to de-activate the user-plane resources over single access, then the network shall initiate the CN-initiated deactivation of UP connection procedure over this access, as specified in clause 4.3.7.

In all cases, if the UP security protection associated with this PDU session indicates that UP security is required, the SMF shall not establish resources over the 3GPP access unless the 3GPP access network can enforce the required UP security protection, even if resources were previously established over non-3GPP access. 
* * * Next Change * * * 

4.22.3
UE Requested PDU Session Establishment with Network Modification to MA PDU Session

When an ATSSS-capable UE requests to establish a single-access PDU Session, but no policy in the UE and no local restrictions mandate a single access, the 5GC network may decide to modify it to a Multi-Access PDU (MA PDU) Session. This decision may be taken when e.g. the SMF wants to offload some traffic of the requested PDU Session to non-3GPP access or when the SMF wants to apply MPTCP to provide bandwidth aggregation for the requested PDU Session.

In the case of non-roaming or roaming with local breakout, the procedure for establishing a MA PDU Session when the UE requests a single-access PDU Session is the same with the procedure specified in clause 4.22.2.1, with the following clarifications and modifications:

-
In step 1, the UE does not include the "MA PDU Request" indication but it may include the "MA PDU Network-Upgrade Allowed" indication in UL NAS Transport message and its ATSSS Capability in PDU Session Establishment Request message, if no policy in the UE (e.g. no URSP rule) and no local restrictions mandate a single access for the requested PDU Session. The "MA PDU Network-Upgrade Allowed" indication indicates that the requested single-access PDU Session may be converted to a MA PDU Session, if the 5GC network wants to.

-
In step 2, if the AMF receives the "MA PDU Network-Upgrade Allowed" indication, the AMF may select a SMF that supports MA PDU sessions. The AMF does not send the "MA PDU Request" indication to SMF, but it sends the "MA PDU Network-Upgrade Allowed" indication, if received from the UE. If the AMF sends the "MA PDU Network-Upgrade Allowed" indication to SMF, it shall also indicate to SMF whether the UE is registered over both accesses.

-
After step 6, if SMF receives the "MA PDU Network-Upgrade Allowed" indication, the SMF may decide to convert the single-access PDU Session requested by the UE into a MA PDU Session. The SMF may take this decision based on local operator policy and/or other conditions, which are not specified in the present document. 

If the SMF receives a UP Security Policy for the PDU Session with Integrity Protection set to "Required", and the MA PDU session is being established over non-3GPP access, the SMF does not verify whether the access can satisfy the UP Security Policy.
-
In step 7, the SMF indicates to PCF that the SM policy control information is requested for a MA PDU Session.

-
In step 10, the N4 rules derived by SMF for the MA-PDU session are sent to UPF, and two N3 UL CN tunnels info are allocated by the SMF or by the UPF.

-
In step 11, for the MA PDU Session, the SMF sends an "MA PDU session Accepted" indication in the Namf_Communication_N1N2MessageTransfer message to the AMF. The AMF marks this PDU session as MA PDU session based on the received "MA PDU session Accepted" indication.

-
The PDU Session Establishment Accept message includes ATSSS rules which indicate to UE that the requested PDU Session was converted by the network to a MA PDU Session.

-
The SMF triggers the establishment of user-plane resources in both accesses, in case it was informed in step 2 that the UE is registered over both accesses.

In the case of home-routed roaming, when the UE is registered to the same VPLMN over 3GPP access and non-3GPP access, the procedure for establishing a MA PDU Session when the UE requests a single-access PDU Session but no policy in the UE and no local restrictions mandate a single access, is the same with the procedure specified above.

In the case of home-routed roaming, when the UE is registered to different PLMNs over 3GPP access and non-3GPP access, the procedure for establishing a MA PDU Session when the UE requests a single-access PDU Session but no policy in the UE and no local restrictions mandate a single access, is the same with the procedure specified in clause 4.22.2.2, with the following clarifications and modifications:

-
In step 1, the UE does not include the "MA PDU Request" indication but it may include an "MA PDU Network-Upgrade Allowed" indication and its ATSSS Capability (e.g. the "ATSSS-LL Capability" and/or the "MPTCP Capability"). The UE may include the "MA PDU Network-Upgrade Allowed" indication and its ATSSS Capability as defined above.

-
In step 2, if the AMF receives the "MA PDU Network-Upgrade Allowed" indication, the AMF may select a V-SMF that supports MA PDU sessions. The AMF does not send the "MA PDU Request" indication to V-SMF, but it may send the "MA PDU Network-Upgrade Allowed" indication, if received from the UE.

-
In step 6, the V-SMF does not provide the "MA PDU Request" indication to H-SMF, but it provides the "MA PDU Network-Upgrade Allowed" indication, if received from AMF.

-
After step 6, if the H-SMF receives the "MA PDU Network-Upgrade Allowed" indication, the H-SMF may decide to convert the single-access PDU Session requested by the UE into a MA PDU Session. The H-SMF may take this decision based on local operator policy and/or other conditions, which are not specified in the present document.

-
In step 13, the H-SMF sends "MA PDU session Accepted" indication to V-SMF in the Nsmf_PDUSession_Create Response message.

-
In step 14, the V-SMF includes the "MA PDU session Accepted" indication in the Namf_Communication_N1N2MessageTransfer message to the AMF. The AMF mark this PDU session as MA PDU session based on the received "MA PDU session Accepted" indication.

-
In step 16, the UE receives a PDU Session Establishment Accept message, which includes ATSSS rules and indicates to UE that the requested single-access PDU session was established as a MA PDU Session.

-
After the MA PDU Session is established over one access, the UE shall send another PDU Session Establishment Request over the other access containing a "MA PDU Request" indication and the same PDU Session ID that was provided over the first access.

* * * End of Changes * * * 

