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Abstract of the contribution: this paper proposes that the AMF and NSSF cooperate in counting how many UEs are in a network slice with the aim of supporting a Network Slice related quota on the maximum number of UEs
Discussion
When a Communications Service Provider (CSP) and its Communications Service Customer (CSC) agree on the NEST of the Network Slice it is selling to the customer, this may include a nominal value of the allowed UEs that can use the network slice and expect the SLA to be respected.  Indeed, this is part of the NG.116 parameters as identified in KI#1. This may constitute a contractual quota the contract of service defines. The two parties then may also agree on resulting actions when this quota is overflown. The actions may be:
1) SLA performance targets are no longer guaranteed.
2) SLA performance targets are guaranteed but the CSP does not accept more UEs
3) SLA performance targets are guaranteed but the CSP applies a different charging to UEs when the quota is exceeded.
To do this the operator has to have means to count the UEs that are in the network slice. A network slice in general can include more than one AMF set in a PLMN, and also may be supported in roaming. Hence the counting may not be possible at AMF (set) level. We therefore propose that the counting is done at NSSF level for network slices where there is more than one AMF set.
Also, if the NEST does not include this optional parameter, the counting is not necessary, therefore we need to have means to selectively activate the counting per S-NSSAI.

Proposal
It is proposed to add the following solution to KI#1 in the TR 23.700-40
First change
[bookmark: _Toc23519142]4.1	Architecture Assumptions
The following architectural assumptions apply:
-	A NEST is applied to a Network Slice even when supported by multiple Network Slice instances.
-	It is assumed that the UE context in the AMFs and data stored in NFs involved with counting is kept in highly reliable storage that is robust to NF failure.


Next change

[bookmark: _Toc23326075][bookmark: _Toc23517596][bookmark: _Toc23519155]6.X	Solution #<X>: AMF/NSSF based counting of UEs in a Network Slice
[bookmark: _Toc16839383][bookmark: _Toc21087542][bookmark: _Toc23326076][bookmark: _Toc23517597][bookmark: _Toc23519156]6.X.1	Introduction
[bookmark: _Toc16839384][bookmark: _Toc21087543][bookmark: _Toc23326077][bookmark: _Toc23517598][bookmark: _Toc23519157]This solution allows an operator to count how many UEs are in a Network Slice identified by a S-NSSAI in the HPLMN. Then, several actions could be implemented based on this information that is always up to date. For the purposes of this solution, we assume a single global quota exists, i.e. irrespective of roaming. However, with small modification it could be possible to allot quotas per VPLMN also if that was desirable.

6.X.2	High-level Description
[bookmark: _Toc16839385][bookmark: _Toc21087544]When a S-NSSAI of HPLMN is subject to counting, this is indicated in Subscription Information. 
If a S-NSSAI of the HPLMN is marked for counting, then 
1) the AMF shall always invoke the NSSF for decision on Allowed NSSAI for a UE. 
2) The NSSF knows this S-NSSAI is subject to counting so it increments a counter if the S-NSSAI is allowed for the UE
3) If the quota is overflown the NSSF returns either the UE is allowed to use the S-NSSAI but with an indication the quota is overflown, or, if that is the policy, that the S-NSSAI is not allowed with cause "quota overflown". An optional back-off timer may also be provided. The NSSF also may report the information to the charging subsystem for Network Slice Customer (NSC) level charging events collection. This information may also be logged in for OAM Performance / SLA monitoring purposes.
4) When a UE no longer uses a S-NSSAI subject to counting, the AMF indicates that to the NSSF which then decreases the counter for the S-NSSAI.
5) In roaming case, the same behaviour applies, only the decision to allow an S-NSSAI subject to counting involves the NSSF of the HPLMN, and the event of a UE no longer using a S-NSSAI of HPLMN is also reported to the HPLMN NSSF.
6) When an AMF receives an indication from the NSSF that the S-NSSAI is allowed but the quota is overflown, then this may trigger the AMF to report this to the Charging subsystem. 
7) Subscription Information may also include the Maximum Value of the counter that defines the quota for the maximum number of terminals for the S-NSSAI. This could avoid the need to configure the quotas in the NSSFs. This may help to provide quotas to V-PLMNs. If a quota level is provided over the roaming interface, then the VPLMN shall locally enforce the quota but still also contact the HPLMN NSSF for global quota enforcement. 
Note: 	The per VPLMN quota enforcement may be an operator specific attribute not defined by GSMA NG.116 [x]. For simplicity this is not described in detail in the procedures here below, but it is quite a straightforward extension.
[bookmark: _Toc23326078][bookmark: _Toc23517599][bookmark: _Toc23519158]6.X.3	Procedures
6.X.3.1	Registration with S-NSSAIs subject to Quota management/capping added


Figure 6.X.3.1-1: Registration with added S-NSSAI(s) subject to quota management.

1. UE registers and indicates requested NSSAI. AMF checks the subscription information that may indicate subscribed NSSAIs related to slices that are subject to limitation of the number of UEs per slice. 
2. Some S-NSSAIs in requested NSSAI are subject to quota management based on checking the subscription data, so NSSF interaction is invoked. The NSSF can be provided the quota/cap value from subscription data if any is available but otherwise the NSSF is expected to be configured with the number of UEs allowed per S-NSSAI subject to quota/capping.
3. The NSSF is given indication of what S-NSSAIs the UE is requesting which are subject to counting and quota management.
4. The NSSF increments counters for all applicable S-NSSAIs and if any is hitting the limit the NSSF may exclude them from allowed NSSAI or allow them with indication that quota is reached. If some S-NSSAI subject to quota are rejected and appropriate cause code is used, and an optional back-off timer may be indicated. The NSSF may report some S-NSSAIs reaching quota to charging subsystem.
5. The NSSF communicates the results of step 4 and may include any back-off timer for the rejected S-NSSAI(s). The AMF may report some S-NSSAIs reaching quota to charging subsystem.
6. The AMF communicates the Allowed NSSAI and any rejected S-NSSAI(s) with the cause code related to quota capping and any back-off timer.

Note:	In roaming case the VPLMN S-NSSAI mapping to HPLMN S-NSSAI is used to decide which VPLMN S-NSSAI to subject to quota management and then the VPLMN NSSF needs to interact with the HPLMN NSSF as described below in clause 6.x.3.4.

6.X.3.2	Registration with S-NSSAIs subject to Quota management/capping abandoned




Figure 6.X.3.2-1: Registration with abandoned S-NSSAI(s) subject to quota management.
1.	UE registers.
2.	Some S-NSSAIs in the previous Allowed NSSAI are missing from the Requested NSSAI: those that are subject to capping need to be reported to NSSF.
3.	NSSF is invoked and explicit indication is given about S-NSSAI(s) subject to capping that have been abandoned.
4.	NSSF decrements counters as needed for the S-NSSAI(s) that have been abandoned.
5.	NSSF provides Allowed NSSAI and other usual information.
6.	The registration is accepted with the Allowed NSSAI.

Note:	In roaming case the VPLMN S-NSSAI mapping to HPLMN S-NSSAI is used to decide which VPLMN S-NSSAI to subject to quota management and then the VPLMN NSSF needs to interact with the HPLMN NSSF as described below in clause 6.x.3.4.
6.X.3.3	Deregistration with S-NSSAIs subject to Quota management / capping



Figure 6.X.3.3-1: Deregistration with S-NSSAI(s) subject to quota management.
1. The UE deregisters, or the AMF decides to perform a Network-initiated Deregistration procedure (either explicit or implicit) for the UE.
2. If any of the S-NSSAIs in the Allowed NSSAI were subject to quota/capping the AMF needs to report these have been abandoned by the UE in this step: note there is no Requested NSSAI in this case.
3. The NSSF decrements the counter for these S-NSSAIs.
4. The NSSF acknowledges.
Note:	In roaming case the VPLMN S-NSSAI mapping to HPLMN S-NSSAI is used to decide which VPLMN S-NSSAI to subject to quota management and then the VPLMN NSSF needs to interact with the HPLMN NSSF as described below in clause 6.x.3.4.
6.X.3.4	V-NSSF to H-NSSF interaction for S-NSSAIs of HPLMN subject to Quota management / capping.


Figure 6.X.3.4-1: V-NSSF-H-NSSF interactions

1. The V-NSSF detects that certain S-NSSAIs of HPLMN mapping to V-PLMN S-NSSAI are subject to quota management/capping and so the addition or removal of a UE to the Network slice needs to be reported to the HPLMN NSSF. 
2. The V-NSSF reports the additions/removal of a UE to certain HPLMN S-NSSAIs.
3. The H-NSSF updates the counters as necessary and detects whether any action is required for certain S-NSSAIs.
4. If for any S-NSSAI of HPLMN there was any action required, then this is communicated to the V-NSSF alongside any back-off timer.
5. The V-NSSF reports to the AMF with any action for S-NSSAIs of VPLMN mapping to S-NSSAIs of the H-PLMN as per step 4.

[bookmark: _Toc23326079][bookmark: _Toc23517600][bookmark: _Toc23519159]6.X.4	Impacts on existing services and interfaces
Editor's note:	This clause describes impacts to existing services and interfaces.
UE: handling of new cause codes.
AMF: handling of quota management as specified above.
NSSF: handling of quota management as specified above.

No more changes
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