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	Reason for change:
	UE requested NSSAI is considered as non-essential IE and it’s always protected. This means UE can only provide the requested NSSAI once secure NAS transport is established with initial AMF during the NAS security mode control procedure.
Once secure NAS transport is established the UE ignores unprotected NAS messages from the network.

During the NAS message rerouting via RAN, the N2 connection will be changed from initial AMF to target AMF. Since the UE only accepts protected NAS signalling, the target AMF must use the security context from the initial AMF in continued NAS signaling with the UE.

In case of slice isolation, there is probably no direct communication between initial AMF and target AMF which prevents intial AMF from transferring the established security context directly to target AMF.

As discussed in S2-1911104, NSSF A proxy AMF is proposed as the “well-connected” NF to transfer UE security context between different slices transparently.
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Beginning of 1st changes
[bookmark: _Toc11136990]5.15.5.2.3	AMF Re-allocation due to Network Slice(s) Support
During a Registration procedure in a PLMN, if the network decides that the UE should be served by a different AMF based on Network Slice(s) aspects, then the AMF that first received the Registration Request shall redirect the Registration request to another AMF via the RAN or via direct signalling between the initial AMF and the target AMF. If the target AMF(s) are returned from the NSSF and identified by a list of candidate AMF(s), the redirection message shall only be sent via the direct signalling between the initial AMF and the target AMF. If the redirection message is sent by the AMF via the RAN, the message shall include information for selection of a new AMF to serve the UE. If the redirection is performed via the RAN and isolation between the intial AMF and the target AMF is required, a well-connected NF (i.e. a proxy AMF), which is able to communicate to all AMFs in different slices, is used to transparently transfer essential parts of the UE context (e.g. newly established NAS security context) from the initial AMF to the target AMF as described procedure in TS 23.502 [3] clause 4.2.2.2.3.
NOTE: A proxy AMF (P-AMF) can be considered as independent logic NF provides only transparent UE context transfer services. 
For a UE that is already registered, the system shall support a redirection initiated by the network of a UE from its serving AMF to a target AMF due to Network Slice(s) considerations (e.g. the operator has changed the mapping between the Network Slice instances and their respective serving AMF(s)). Operator policy determines whether redirection between AMFs is allowed.

End of changes

