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Introduction
OS Id and OS App Id appear as Application descriptors in URSP (since Rel-15) and ATSSS rules (since Rel-16), however related Stage-3 specifications have never been completed.

Over several meetings, CT1 has been discussing the coding of OS Ids in e.g. 3GPP TS 24.501 Annex D.6.6 for URSP without reaching any conclusions. Some companies in CT1 have proposed to establish a registry for OS identities. In this case, a webpage would be hosted by 3GPP with a list of OS identities and maintained by the CT1 secretary [1]. In another proposal, the definition of OS Id in Annex D.6.6. of TS 24.501 would include the standardized values of OS Ids [2]. Neither of these proposals could be agreed in CT1 due to multi-company objections.
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According to the author’s view, the use of standardized OS Ids and OS App Id maintained by 3GPP raises several concerns and challenges:

1. We believe it is not 3GPP’s responsibility to build a global registry for OS Id and OS App Id. It is unclear to us how any 3GPP participant (either the CT1 secretary or 3GPP delegates) can be responsible to administer registration activities and verify the authenticity of each registrations in order to prevent malicious registrations.
2. Since using OS Id and OS App Id as Application descriptor is an optional feature, it also unclear to us how 3GPP could ensure that such registry is complete enough and reflects actual OS vendor market conditions in the industry.
3. There are also concerns how small stakeholders in the industry will be able to get their OS Id registered in 3GPP independent of their participation or level of activity in 3GPP. Furthermore, how can 3GPP verify whether the claimed OS Id is associated with a valid, industry acknowledged or commonly used operating system. Also, how 3GPP could setup a database of credentials for OS vendors to authenticate registration attempts in the registry.
4. If standardized, the usage of OS App ID could raise privacy concerns if the UE needs to reveal the relevant Apps the operator needs to provide URSP or ATSSS rules for. Without this feature, however, it is unclear how the operator can provision URSP or ATSSS rules that are relevant to the UE, i.e. installed and used by the UE. 
5. Even though TS 23.503 clause 6.6.2.1 states that "The OSAppId does not include a version number for the application.", different versions of the same application may introduce different behaviour requiring different policy from the operator. Without the presence of version number for OS App Id and the UE revealing a version number of the installed app, it is again unclear how the operator can provision URSP or ATSSS rules that are relevant to the UE. Assuming the UE is not involved in finding the relevant policy applicable to the UE, the number of URSP or ATSSS rules the operator need to provision could quickly explode making it inefficient and causing congestions on the control plane.

Based on the above discussion, we propose that SA2 should deprecate the usage of OS Ids and OS App Ids from URSP and ATSSS rules. If agreed, SA2 should discuss the relevant release to implement these changes for URSP rules. The authors can submit relevant CRs to TS 23.501 and TS 23.503 in the next SA2 meeting.

Proposal: SA2 should deprecate the usage of OS Id and OS App ID from URSP and ATSSS rules.
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