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Abstract: This paper proposed to add a Key Issue to investigate how to support the distributed deployment of PNI-NPN among different domains.
1. Introduction 
The eNPN SID includes the following objective:
4.  Study the possibility for customizations or optimizations of 5GS when used for NPN considering different deployment scenarios, e.g. when the NPN is deployed and managed with the support of PLMN, when the NPN is deployed for different coverage and device density.
2. Discussion
PNI-NPN can provide network services to vertical industries with end-to-end isolated network, based on the CAG and network slicing. With utilizing PNI-NPN, the network management and maintenance, resource isolation, functionality customization can be done by operators based on vertical’s requirement. 
However, there are some other requirements. For example, the verticals require the UPF deployed in enterprise domain in order to protect their data/traffic. In this case, the following key issue should be studied in order to support the distributed deployment of NFs/NF services for PNI-NPN.
1. When the NFs/NF services are distributed deployed between the operator’s network domain and enterprise’s network domains, how to support the NFs/NF services registration, de-registration, authorization, discovery and interaction, with considering the security and protection of both network domains.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-07.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change, all new texts* * * *
[bookmark: _Toc324232211][bookmark: _Toc326248702]5.X Key issue# X: Support for distributed deployment for PNI-NPN among different domains
5.Y.1	Description
This key issue is mainly for addressing the vertical industries’ requirement for their data/traffic protection. Some NFs/NF services may be deployed between operator’s and enterprise’s network domains.
-	When the NFs/NF services are distributed deployed between the operator’s network domain and enterprise’s network domains, how to support the NFs/NF services registration, de-registration, authorization, discovery and interaction, with considering the security and protection of both network domains.
* * * * End of changes * * * *
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