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Abstract of the contribution: This solution addresses Key issue #1 especially, on how to exchange authentication signalling between the SNPN and the separate entity in PLMN.
1. Discussion
Per TR 23.700-07 describes the key issue #1 “Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN” including the following aspects:
-
How to exchange authentication signalling between the SNPN and the separate entity, including:

-
Authentication by the PLMN, based on PLMN identities and credentials, for access to the SNPN;
So, we are proposing a solution that UE authentication to access SNPN is performed based on out-of-SNPN entity (e.g. PLMN’s AUSF) using UE identity and credentials which the PLMN provides for SNPN use. 
2. Proposal
It is proposed to add the following changes into TR 23.700-07.
* * * * First Change (new text) * * * * 

6.X
Solution #XX: UE authentication for access to the SNPN using PLMN’s entities
6.X.1
Introduction

Editor's note:
This clause lists the key issue(s) addressed by this solution, and briefly the main principles of the solution.

In this solution, we address the key issue #1 ("Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN "). Especially the scenario that UE authentication to access SNPN is performed based on out-of-SNPN entity (e.g. PLMN’s AUSF) is considered.
6.X.2
Functional Description

Editor's note:
This clause further details the solution principles and any assumptions made.

We may assume that the SNPN is managed with same operator with the PLMN so that UE authentication can be done by the PLMN.

So UE is configured by UE identity and credentials which the PLMN provides for SNPN use.

· UE may discover & select the subscribing SNPN, based on the SNPN identification (i.e. PLMN ID and NID) broadcast from RAN. 

· During UE registration procedure to the SNPN, the AMF may decide to need UE authentication.
· Based on the UE identity (i.e. SUCI or 5G-GUTI) the UE send, the AMF may select an AUSF in the PLMN which the UE identity indicates, where PLMN ID and NID of the SNPN is used to select a proper AUSF.
· On successful UE authentication using the AUSF, the other remaining registration procedure is performed within the SNPN.
6.X.3
Procedures

Editor's note:
This clause describes procedures and information flows for the solution.
6.X.4
Impacts on existing entities and interfaces

Editor's note:
This clause lists impacts to existing entities and interfaces.

* * * * End of Changes * * * * 
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