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Abstract of the contribution: this contribution proposes to add a new key solution on how to support I-SMF reselection based on AF request to route the traffic to application server in edge hosting environment.

Proposal
The solution to solve the key issue 5.x on “support of I-SMF insertion or reselection” is proposed to be studied. 



[bookmark: OLE_LINK8][bookmark: OLE_LINK7]***** BEGIN 1st CHANGE *****
[bookmark: _Toc20224672][bookmark: _Toc500949097]6.X	Solution #X: < I-SMF reselection >
[bookmark: _Toc20224673][bookmark: _Toc500949098]6.X.1	Key Issue mapping
This solution aims to solve the key issue 5.x on “support of I-SMF insertion or reselection”.
[bookmark: _Toc500949099][bookmark: _Toc20224674]6.X.2	Description
Based on the key issue 5.x related to the WT#1.5 (I-SMF insertion or reselection), this contribution proposes a solution to support I-SMF insertion based on AF request to route the traffic to application server in edge hosting environment. First, the AF creates the request to route the traffic to application server in edge hosting environment to the PCF according to the NEF. Then, the PCF updates the SMF with corresponding new PCC rule(s) for each of PDU Sessions in the AF request. Next, when the SMF can’t update the UPF in the new target DNAI(indicating the DN in the edge hosting environment) with new traffic steering rules according to PCC rule received from the PCF, the SMF sends the event report to the AMF. Then, the AMF will select a new I-SMF as Target I-SMF and send PDU session information to the Target I-SMF. Next, the Target I-SMF retrieves SM Context from the Source I-SMF and select a new PDU Session Anchor and a BP/UL CL according to the DNAI(s) of interest for this PDU Session received from the SMF. Then, the Target I-SMF notifies the SMF of the UL CL or Branching Point insertion. Next, the SMF updates the PSA1 and responses the Target I-SMF with N4 information for local traffic handling. Then, the Target I-SMF updates the PSA3 and the Branching Point or UL CL via N4 information for local traffic handling received from the SMF. Finally, the Target I-SMF responses to the AMF about the creation of PDU session.
6.X.3.	Procedure of I-SMF reselection


Figure: Non-roaming architecture with I-SMF reselection to route the traffic to application server in edge hosting environment
NOTE 1:	The 5GC functions used in this scenario are assumed to all belong to the same PLMN (HPLMN in non-roaming case or VPLMN in case of a PDU Session in LBO mode).
NOTE 2:	Nnef_TrafficInfluence_Create or Nnef_TrafficInfluence_Update or Nnef_TrafficInfluence_Delete service operations invoked from an AF located in the HPLMN for local breakout and home routed roaming scenarios are not supported.
1.	To create a new request, the AF invokes a Nnef_TrafficInfluence_Create service operation. The content of this service operation (AF request) is defined in TS 23.502 clause 5.2.6.7. The request contains also an AF Transaction Id. In case it subscribes to events related with PDU Sessions the AF indicates also where it desires to receive the corresponding notifications (AF notification reporting information).
	To update or remove an existing request, the AF invokes a Nnef_TrafficInfluence_Update or Nnef_TrafficInfluence_Delete service operation providing the corresponding AF Transaction Id.
2.	The AF sends its request to the NEF. If the request is sent directly from the AF to the PCF, the AF reaches the PCF selected for the existing PDU Session by configuration or by invoking Nbsf_management_Discovery service.
	The NEF ensures the necessary authorization control, including throttling of AF requests and, as described in TS 23.502 clause 4.3.6.1, mapping from the information provided by the AF into information needed by the 5GC.
3.	(in the case of Nnef_TrafficInfluence_Create or Update): The NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = AF Transaction Internal ID, S-NSSAI and DNN and/or Internal Group Identifier or SUPI).
NOTE 3:	Both the AF Transaction Internal ID and, S-NSSAI and DNN and/or Internal Group Identifier or SUPI are regarded as Data Key when the AF request information are stored into the UDR, see TS 23.502 Table 5.2.12.2.1-1.
	(in the case of Nnef_TrafficInfluence_delete): The NEF deletes the AF requirements in the UDR (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = AF Transaction Internal ID).
	The NEF responds to the AF.
4.	The PCF(s) that have subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI) receive(s) a Nudr_DM_Notify notification of data change from the UDR.
5.	The PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF updates the SMF with corresponding new PCC rule(s) by invoking Npcf_SMPolicyControl_UpdateNotify service operation as described in steps 5 and 6 in TS 23.502 clause 4.16.5.
	If the AF request includes a notification reporting request for UP path change, the PCF includes in the PCC rule(s) the information required for reporting the event, including the Notification Target Address pointing to the NEF or AF and the Notification Correlation ID containing the AF Transaction Internal ID.
6.	When the SMF can’t update the UPF in the new target DNAI with new traffic steering rules according to PCC rule received from the PCF, the SMF sends the event report, by means of Nsmf_EventExposure_Notify message (e.g. new target DNAI, PDU Session ID), to the AMF indicated as notification endpoint.
7a.	AMF queries the appropriate NRF in serving PLMN by issuing the Nnrf_NFDiscovery_Request including S-NSSAI of the VPLMN for this PDU Session from the Allowed NSSAI, PLMN ID of the SUPI, DNN and possibly NSI ID in case the AMF has stored an NSI ID for the S-NSSAI of the VPMN for this PDU Session from the Allowed NSSAI.
7b.	The NRF in serving PLMN provides to the AMF, e.g. FQDN or IP address, of a set of the discovered SMF instance(s) or Endpoint Address(es) of SMF service instance(s) in Nnrf_NFDiscovery_Request response message, and possibly an NSI ID for the selected Network Slice instance corresponding to the S-NSSAI for subsequent NRF queries.
8.	If the AMF has selected a new I-SMF as Target I-SMF, the AMF sends a Nsmf_PDUSession_CreateSMContext Request (PDU Session ID, SM Context ID, UE location info, Access Type, RAT Type, Operation Type) to the Target I-SMF. The SM Context ID points SMF.
9a.	The Target I-SMF retrieves SM Context from the Source I-SMF by invoking Nsmf_PDUSession_Context Request (SM context type, SM Context ID). The Target I-SMF uses SM Context ID received from AMF for this service operation. SM Context ID is used by the recipient of Nsmf_PDUSession_Context Request in order to determine the targeted PDU Session. SM context type indicates that the requested information is all SM context, i.e. PDN Connection Context and 5G SM context.
9b.	The SMF responds with the SM context of the indicated PDU Session.
10.	At some point, using the DNAI(s) of interest for this PDU Session received from the SMF, the Target I-SMF decides to establish a new PDU Session Anchor. The Target I-SMF selects a UPF and using N4 establishes the Target PDU Session Anchor 3 (PSA3) of the PDU Session. During this step:
-	(if needed) the PSA3 CN Tunnel Info of the local N9 termination on the PSA3 may be determined,
-	In the case of IPv6 multi-homing applies to the PDU Session, a new IPv6 prefix corresponding to PSA3 is allocated by the I-SMF or by the UPF supporting the PSA3.
11. The Target I-SMF selects a UPF and use N4 to establish the Target Branching Point or Target UL CL for the PDU Session. The Target I-SMF provides the necessary forwarding rules to the corresponding UPFs.
12a. The Target I-SMF invokes Nsmf_PDUSession_Update Request (Indication of Target UL CL or Branching Point insertion, IPv6 prefix @PSA3, DNAI(s) supported by PSA3, DL Tunnel Info of Target UL CL/Branching Point) to SMF. Whether the Target UL CL/Branching Point and PSA3 are supported by the same UPF is transparent to the SMF.
	The Target I-SMF informs the SMF that a Target UL CL or Branching Point is inserted, the Target I-SMF provides DNAI(s) supported by PSA3 to the SMF. The DL Tunnel Info of Target UL CL/Branching Point is provided to SMF.
	In the case of multi-homing, the IPv6 prefix @PSA3 is also provided to SMF.
	The DNAI(s) supported by PSA3 may be used by the SMF to determine which PCC rules are to be applied at UPF(s) controlled by the Target I-SMF.
12b. If Target DL Tunnel Info of UL CL/ Branching Point has been provided in step 12a, the SMF updates the PSA1 via N4 with the CN Tunnel Info for the downlink traffic. Now the downlink packets from PSA1 is sent to UE via the Target Branching Point/UL CL. The SMF may also update the forwarding rules in PSA1 if some of traffic is to be moved to UPFs controlled by Target I-SMF.
12c. The SMF responds to the Target I-SMF with Nsmf_PDUSession_Update Response (set of (N4 information including DNAI)). The SMF generates N4 information for local traffic handling based on PCC rules and CHF requests that will be enforced by UPFs controlled by Target I-SMF. The N4 information for local traffic handling corresponds to N4 rules (PDR, FAR, URR, QER, etc.) related with the support of a DNAI. This is described in TS 23.501 [2] clause 5.34.6. N4 information for local traffic handling may indicate information (as the 5G AN Tunnel Info) that the SMF does not know and that the Target I-SMF needs to determine itself to build actual rules sent to the UPF(s). Each element of N4 information for local traffic handling provided to the Target I-SMF includes the DNAI it corresponds to.
	If the CN Tunnel Info at the PSA1 has changed, the SMF may also provide its new value.
	The Target I-SMF uses N4 information for local traffic handling received from the SMF as well as 5G AN Tunnel Info received from the 5G AN via the AMF and local configuration to determine N4 rules to send to the UPF(s) it is controlling.
13. The Target I-SMF updates the PSA3 via N4 providing N4 rules determined in step 12c. It also provides the Target Branching Point or UL CL CN Tunnel Info for down-link traffic if the PSA3 and the Target UL CL/Branching Point are supported by different UPF(s).
14. The Target I-SMF updates the Target Branching Point or UL CL via N4 providing N4 rules determined in step 12c.
15. The Target I-SMF sends an Nsmf_PDUSession_CreateSMContext (N2 SM Information (PDU Session ID, Target ULCL/BP Tunnel Info)) Response to the AMF.
6.X.4	Impacts on Existing Nodes and Functionality
6.X.5	Solution Evaluation
This paper proposes a solution to support I-SMF reselection based on AF request to route the traffic to application server in edge hosting environment.

***** END of CHANGEs *****
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