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[bookmark: _Toc517082226]* * * * First change * * * *

[bookmark: _Toc20203929]4.2.2.2	Registration procedures
[bookmark: _Toc20203930]4.2.2.2.1	General
A UE needs to register with the network to get authorized to receive services, to enable mobility tracking and to enable reachability. The UE initiates the Registration procedure using one of the following Registration types:
-	Initial Registration to the 5GS;
-	Mobility Registration Update upon changing to a new Tracking Area (TA) outside the UE's Registration Area in both CM-CONNECTED and CM-IDLE state, or when the UE needs to update its capabilities or protocol parameters that are negotiated in Registration procedure with or without changing to a new TA, a change in the UE's Preferred Network Behaviour that would create an incompatibility with the Supported Network Behaviour provided by the serving AMF, or when the UE intends to retrieve LADN Information; or
-	Periodic Registration Update (due to a predefined time period of inactivity); or
-	Emergency Registration.
The General Registration call flow in clause 4.2.2.2.2 applies on all these Registration procedures, but the periodic registration need not include all parameters that are used in other registration cases.
The following are the cleartext IEs, as defined in TS 24.501 [25] that can be sent by the UE in the Registration Request message if the UE has no NAS security context:
-	Registration type
-	SUCI or 5G-GUTI or PEI
-	Security parameters
-	additional GUTI
-	4G Tracking Area Update
-	the indication that the UE is moving from EPS.
Aspects related to dual registration in 3GPP and non-3GPP access are described in clause 4.12. The general Registration call flow in clause 4.2.2.2.2 is also used for the case of registration in 3GPP access when the UE is already registered in a non-3GPP access, and vice versa. Registration in 3GPP access when the UE is already registered in a non-3GPP access scenario may require an AMF change, as further detailed in clause 4.12.8.
The general Registration call flow in clause 4.2.2.2.2 is also used by UEs in limited service state (see TS 23.122 [22]) registering for emergency services only (referred to as Emergency Registration), see TS 23.501 [2] clause 5.16.4.
During the initial registration the PEI is obtained from the UE. If the AMF needs the PEI(IMEISV) in the initial registration, it should retrieve the PEI(IMEISV) as it establishes the NAS security context with a Security Mode Command. The AMF operator may check the PEI with an EIR. The AMF passes the PEI (IMEISV) to the UDM, to the SMF and the PCF, then UDM may store this data in UDR by Nudr_SDM_Update.
NOTE 1:	The use of NSI ID in the 5GC is optional and depends on the deployment choices of the operator.
During the registration the Home Network can provide Steering of Roaming information to the UE via the AMF (i.e. a list of preferred PLMN/access technology combinations or HPLMN indication that 'no change of the "Operator Controlled PLMN Selector with Access Technology" list stored in the UE is needed). The Home Network can include an indication for the UE to send an acknowledgement of the reception of this information. Details regarding the handling of Steering of Roaming information including how this information is managed between the AMF and the UE are defined in TS 23.122 [22].
The AMF determines Access Type and RAT Type based on the Global RAN Node ID for 3GPP Access and Global N3IWF Node ID, Global TNGF Node ID and Global W-AGF Node ID for Non-3GPP Accesses associated with the N2 interfaceThe RAT type includes both the 3GPP access and the Non-3GPP access type. The Global RAN Node ID and additionally the TAI is used to distinguish between broadband (e.g. NR or WB-E-UTRAN) and narrowband (NB-IoT) RAT Types. The RAT Type is used to determine whether the UE is performing Inter-RAT mobility to or from NB-IoT when connected to 3GPP Accesses.

* * * * Second change * * * *

[bookmark: _Toc20204672]5.2.12	UDR Services
[bookmark: _Toc20204673]5.2.12.1	General
The following Data Set Identifiers shall be considered in this release: Subscription Data, Policy Data, Application data and Data for Exposure. The corresponding Data Subset Identifiers and Data (Sub)Key(s) are defined in Table 5.2.12.2.1-1.
The set of Data Set Identifiers shall be extensible to cater for new identifiers as well as for operator specific identifiers and related data to be consumed.
The following table illustrates the UDR Services.
Table 5.2.12.1-1: NF services provided by UDR
	NF service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Data Management (DM)
	Query
	Request/Response
	UDM, PCF, NEF

	
	Create
	Request/Response
	NEF

	
	Delete
	Request/Response
	NEF

	
	Update
	Request/Response
	UDM, PCF, NEF

	
	Subscribe
	Subscribe/Notify
	UDM, PCF, NEF

	
	Unsubscribe
	
	UDM, PCF, NEF

	
	Notify
	
	UDM, PCF, NEF

	GroupIDmap
	Query
	Request/Response
	NRF, SCP



Editor's note:	It is FFS if the Nudr_GroupIDmap service should be kept as a separate new service or if the Nudr_DM Service should be reused for the new dataset.
The following table shows the Exposure data that may be stored in the UDR along with a time stamp using Data Management (DM) Service:
NOTE:	When the data in Table 5.2.12.1-2 need to be monitored in real time, they should be monitored directly at the originating NF (e.g. registration state changes may be monitored via the Namf_EventExposure service) and not use the stored information from UDR if it is not the latest. It is expected that such dynamically changing information (e.g. UE reachability status) is used for statistical purpose and analytics.
Table 5.2.12.1-2: Exposure data stored in the UDR
	Category
	Information
	Description
	Data key
	Data Sub key

	Access and mobility information
	UE location
	Gives the Location or the last known location of a UE (e.g. Tai, Cell Id… both 3GPP and non-3GPP access location)
	SUPI or GPSI
	

	
	UE time zone
	Current time zone for the UE
	SUPI or GPSI
	

	
	UE Access type
	3GPP access or non-3GPP access
	SUPI or GPSI
	

	
	UE RAT type
	E-UTRA, NB-IoT, or NR, WLAN, Virtual  Untrusted Non-3GPP, Trusted Non-3GPP, Wireline 
(NOTE 1) (NOTE 2)
	SUPI or GPSI
	

	
	UE registration state
	Registered or Deregistered
	SUPI or GPSI
	

	
	UE connectivity state
	IDLE or CONNECTED
	SUPI or GPSI
	

	
	UE reachability status
	It indicates if the UE is reachable for sending either SMS or downlink data to the UE, which is detected when the UE transitions to CM-CONNECTED state or when the UE will become reachable for paging, e.g., Periodic Registration Update timer
	SUPI or GPSI
	

	
	UE SMS over NAS service status
	SMS over NAS supported or not in the UE
	SUPI or GPSI
	

	
	UE Roaming status
	It indicates UE's current roaming status (the serving PLMN and/or whether the UE is in its HPLMN)
	SUPI or GPSI
	

	
	UE Current PLMN
	Current PLMN for the UE
	SUPI or GPSI
	

	Session management
	UE IP address
	UE IP address
	SUPI or GPSI
	PDU session ID or DNN 

	information
	PDU session status
	Active / released
	SUPI or GPSI
	PDU session ID or DNN or UE IP address

	
	DNAI
	DNAI
	SUPI or GPSI
	PDU session ID or DNN or UE IP address

	
	N6 traffic routing information
	N6 traffic routing information
	SUPI or GPSI
	PDU session ID or DNN or UE IP address

	NOTE 1: 	The E-UTRA, NB-IoT,  NR identify the 3GPP access type, WLAN, Virtual  Untrusted Non-3GPP, Trusted Non-3GPP, Wireline identify the Non-3GPP access type.
NOTE 2: 	Virtual shall be used if the N3IWF or TNGF does not know the access technology used for an untrusted non-3GPP access and Trusted Non-3GPP Access..

	

	




* * * * Third change * * * *

* * * * Fourth change * * * *

* * * * Fifth change * * * *

* * * * End of changes * * * *


