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[bookmark: _Toc517082226]* * * First change TO BE ALIGNED TO OFFICIAL VERSION* * * *
[bookmark: _Toc11154824]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G system, Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[5]	BBF TR-124 issue 5: "Functional Requirements for Broadband Residential Gateway Devices".
[6]	BBF TR-101 issue 2: "Migration to Ethernet-Based Broadband Aggregation".
[7]	BBF TR-178 issue 1: "Multi-service Broadband Network Architecture and Nodal Requirements".
[8]	CableLabs DOCSIS MULPI: "Data-Over-Cable Service Interface Specifications DOCSIS 3.1, MAC and Upper Layer Protocols Interface Specification".
[9]	BBF WT-456: "AGF Functional Requirements".
[10]	BBF WT-457: "FMIF Functional Requirements".
Editor's note:	The references to BBF WT-456 and WT-457 will be revised when finalized by BBF.
[11]	3GPP TS 33.501: "Security architecture and procedures for 5G System".
[12]	BBF TR-177 Issue 1 Corrigendum 1: "IPv6 in the context of TR-101".
[13]	IETF RFC 6788: "The Line-Identification Option".
[14]	3GPP TS 23.003: "Numbering, Addressing and Identification".
[15]	IETF RFC 3315: "Dynamic Host Configuration Protocol for IPv6 (DHCPv6)".
[16]	IETF RFC 6603: "Prefix Exclude Option for DHCPv6-based Prefix Delegation".
[17]	IETF RFC 3633: "IPv6 Prefix Options for Dynamic Host Configuration Protocol (DHCP) version 6".
[18]	BBF TR-069: "CPE WAN Management Protocol".
[19]	BBF TR-369: "User Services Platform (USP)".
[20]	IETF RFC 3046: "DHCP Relay Agent Information Option".
[21]	IETF RFC 4604: "Using Internet Group Management Protocol Version 3 (IGMPv3) and Multicast Listener Discovery Protocol Version 2 (MLDv2) for Source-Specific Multicast".
[22]	3GPP TR 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[23]	3GPP TS 38.413: "NG RAN; NG Application Protocol (NGAP)".
[24]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[25]	3GPP TS 22.011: "Service accessibility".
[26]	3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station (MS) in idle mode".
[bookmark: _Hlk8920865][27]	CableLabs WR-TR-5WWC-ARCH: "5G Wireless Wireline Converged Core Architecture".
[28]	IETF RFC 3376: "Internet Group Management Protocol, Version 3".
[29]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS)".
[30]	BBF TR-198: "DQS:DQM systems functional architecture and requirements".
[31]	3GPP TS 23.203: "Policy and charging control architecture".
[32]	3GPP TS 33.126: "Lawful Interception Requirements".
[33]	IETF RFC 2236: "Internet Group Management Protocol, Version 2".
[34]	IETF RFC 4861: "Neighbor Discovery for IP version 6 (IPv6)".
 [Y1]	IETF RFC 1112 “"Internet Group Management Protocol”
[Y2]	IETF RFC 2710  “Multicast Listener Discovery Version for IPv6”


* * * 2nd change TO BE ALIGNED TO OFFICIAL VERSION* * * *
[bookmark: _Toc11154861]4.6.3	Packet Detection Rule
PDR used to support PDU Sessions for RG follow the specifications in TS 23.501 [2] clause 5.8.2.11.3 with the clarifications and additions shown  below:
- For PDU Sessions used for IPTV service (see also clause 4.6.6), 
-	Packets Filter Set support Packet Filters for IGMP including both IGMPv2 specified in RFC 2236 [33x], and IGMPv3 specified in RFC 4604 [21], for MLDv1 specified in RFC 2010 [Y2] and MLDv2 specified in RFC 4604 [21]. The PDR may also contain IP Multicast addressing information that may refer to ranges of IP multicast addresses. Such IP Multicast addressing information is not part of the PDI. The packets filters for IGMPv1 defined in RFC 1112 [Y1] are not supported.

[bookmark: _Toc11154862]4.6.4	Forwarding Action Rule
FAR used to support PDU Sessions for RG follow the specifications in TS 23.501 [2] clause 5.8.2.11.6 with the clarifications and additions shown  below:
- For PDU Sessions used for IPTV service (see also clause 4.6.Y)
-	Following  additional "Action" value are used to support IPTV service:
-	“IP Multicast Accept” indicates whether in case of IGMP and MLD Membership Report message Join  to accept the multicast join and add PDU Session to the requested multicast group distribution. This may also imply acting as an IP Multicast Router as described in clause 7.7.1.1.
NOTE 1: the IGMP “Join message” and MLD “Join message” are generic terms used in this document to indicate the request of a host to join a multicast group which can express via IGMP and MLD Report message (e.g. Membership Report)  or via Join message.
NOTE 2: In this specification the generic term IGMP referes to both IGMPv2 and IGMPv3 unless speficially defined. The term MLD referes to both MLDv1 and MLDV2 unless speficially defined.

NOTE-	“IP Multicast Accept” indicates that wWhen UPF detects the IGMPv3 leave Leave message or  a MLD Done message via the PDU Session, the UPF needs also to ensure that the PDU Session is removed from the requested multicast group distribution.
-  “IP Multicast Deny” indicates that the UPF shall not accept  the corresponding IGMP and MLD Membership Report message to join a multicast groupmessage.
[bookmark: _Hlk11411955]4.6.5	Usage Reporting Rule
[bookmark: _Hlk11412000]URR used to support PDU Sessions for RG follow the specifications in TS 23.501 [2] clause 5.8.2.11.5 with the clarifications and additions shown below:
For PDU Sessions used for IPTV service (see also clause 4.6.Y), an URR may indicate a Reporting trigger (defined in TS 23.501 [2] clause 5.8.2.11.5) with a value “IP multicast join/leave” where the UPF is to report to the SMF when
-	it adds a PDU session to the DL replication tree associated with an IP Multicast flow.
-	it removes a PDU session from the DL replication tree associated with an IP Multicast flow.
The corresponding notification shall contain the (Source IP address of the DL multicast flow, Destination IP address of the DL multicast flow)
NOTE:	The corresponding notification can be used by the SMF to report the information to the PCF and/or to CHF.
4.6.6	Usage of N4 to support IPTV
The SMF sends to the UPF acting as PSA N4 rules such as PDR, FAR related to IP Multicast traffic allowed for the PDU Session of a 5G-RG. IP Multicast traffic allowed for the PDU Session corresponds to IPTV services allowed for the user. IP Multicast Addressing information identifies such traffic. In the case Source Specific Multicast is configured to be used on the PDU Session, IP Multicast Addressing information refers to both IP Multicast address and Source IP address.
The SMF may need to take into account UPF capability to support the features described in this clause when selecting an UPF to serve a PDU Session. For IPv4 PDU session IPTV services will be based on MLD , for IPV4 PDU session on IGMP.
N4 rules for IP Multicast traffic related to IPTV service may correspond to:
-	Rules related with UL IGMP or MLD  traffic:
-	a PDR identifying IGMP signalling or MLD together with IP Multicast Addressing information identifying a set of IP multicast groups,
NOTE: 	the IP Multicast Addressing information may correspond to ranges of IP Multicast addresses
-	a FAR with 
-	an “IP Multicast Accept” action in order to request the UPF to accept UE requests to join the corresponding IP multicast group(s), or
-	an “IP Multicast Deny” action in order to request the UPF to deny UE requests to join the corresponding IP multicast group(s), 
-	possibly a URR with a Reporting Trigger set to “IGMP reporting” for IGMP or set to “MLD reporting” for MLD.
-	Rules related with DL IP Multicast traffic:
-	a PDR identifying IP Multicast Addressing information (DL IP Multicast traffic)
NOTE: 	the IP Multicast Addressing information may correspond to ranges of IP Multicast addresses
-	a FAR asking to add outer header = GTP-u tunnel related with the PDU Session of the 5G RG
-	a QER indicating the QoS to use towards the 5G-RG for the IP Multicast traffic that has been replicated 

* * * 3rd change TO BE ALIGNED TO OFFICIAL VERSION* * * *

[bookmark: _Toc11154936]7.7.1	IPTV
[bookmark: _Toc11154937]7.7.1.1	Overview
In this Release, in order to support IPTV services, following principles apply:
-	the 5G-RG supports IP PDU Session Type, 
-	IP multicast traffic received from N6 interface is replicated by UPF and sent over PDU Sessions,
-	IGMP or MLD  messages from the STB or from the 5G-RG are terminated and managed by the UPF acting as PSA,
-	IGMPv2 specified in RFC 2236 [33], IGMPv3 specified in RFC 4604 [21], for MLDv1 specified in RFC 2010 [Y2] and MLDv2 specified in RFC 4604 [21] are supported
NOTE 1: whether IGMP or MLD is exchanged with 5G RG or another entity (e.g. STB) is out of the scope of 3GPP.
NOTE 2: In this specification the generic term IGMP referes to both IGMPv2 and IGMPv3 unless speficially defined. The term MLD referes to both MLDv1 and MLDV2 unless speficially defined.
NOTE 3: the IGMP “Join message” and MLD “Join message” are generic terms used in this document to indicate the request of a host to join a multicast group which can express via IGMP and MLD Report message (e.g. Membership Report)  or via Join message.

The SMF controls the support of IPTV by the UPF acting as PSA using PDR, FAR, QER, URR. This includes control of which IGMP and MLD requests the UPF is to accept or to deny.
This clause describes the procedures that support IPTV in 5G system including the procedures below:
-	Registration and PDU Session Establishment procedure for IPTV is shown in clause 7.7.1.1.1. The Registration Procedure is used to register to 5GS and the PDU Session Establishment Procedure is used to establish the PDU Session used for IPTV Service.
-	IPTV Access procedure shown in clause 7.7.1.1.2 may, depending on the deployment, be used to access the IPTV network, e.g. completing the IPTV Authentication and IP allocation function.
-	Unicast/Multicast Packets transmission procedure shown in clause 7.7.1.1.3. The procedure specifies how to transmit unicast/multicast packets related with IPTV service over 5GC.
In this release of the specification, the 5GC does not assume any traffic replication capability in the 5G AN (NG-RAN or W-5GAN).
[bookmark: _Toc11154938]7.7.1.1.1	Registration and PDU Session Establishment procedure for IPTV
5G-RG perform Registration procedure described in clause 4.2.2.2.2 of TS 23.502 [3] with the following differences:
-	UE is replaced by 5G-RG.
5G-RG perform PDU Session establishment procedure described in clause 4.3.2.2.1 of TS 23.502 [3] applies with the following differences and clarifications:
-	UE is replaced by 5G-RG.
-	In step 1 of TS 23.502 [3] clause 4.3.2.2.1, 5G-RG may indicate within the Protocol Configuration Options element that the UE requests to obtain the IPv4 address with DHCPv4.
-	5G-RG shall establish an IP-based PDU Session with a specific (DNN, S-NSSAI) for IPTV service.
-	In step 7b and 9 of clause 4.3.2.2.1 of TS 23.502 [3], the PCF provides PCC Rules including information related to IPTV Service. This is specified in clause 9.3.1.
-	The SMF sends to the UPF acting as PSA N4 rules such as PDR, FAR related to IP Multicast traffic allowed for the PDU Session. This may take place at steps steps 10a and 16a of TS 23.502 [3] clause 4.3.2.2.1-1. Such N4 rules are further described in clause 4.6. IP Multicast traffic allowed for the PDU Session corresponds to IPTV services allowed for the user.
NOTE:	The interactions between STB and 5G-RG are specified in TR-124 [5] in BBF and not shown in this clause.
[bookmark: _Toc11154939]7.7.1.1.2	IPTV Access procedure
In case of IPTV network access control based on the DHCP procedure, 5G-RG may be configured to retrieve via DHCP the IP address that it will use to access IPTV service. The DHCP procedure described in TS 23.501 [2] clause 5.8.2.2 is carried out with the difference shown below:
-	When the SMF receives the Uplink DHCP message, the SMF may be configured to insert the IPTV access control information as received in subscription data from UDM to the uplink DHCP message.
NOTE 1:	The IPTV access control information can include a line ID defined in RFC 3046 [20] or any other identity which can be used to identify the IPTV subscriber. This is based on IPTV deployment and 3GPP doesn't define the IPTV access control information.that the SMF copies from subscription data to DHCP signalling.
NOTE 2:	The interactions between STB and 5G-RG are specified in TR-124 [5] in.
NOTE 3:	The description of interactions among the elements part of the IPTV network is out of 3GPP scope.
[bookmark: _Toc11154940]7.7.1.1.3	Unicast/Multicast Packets transmission procedure
5GS can support Unicast Service from IPTV network directly.
In order to obtain the multicast service from IPTV network, the Multicast Packets transmission procedure should be performed. The procedure in figure 7.7.1.1-3 describes how the 5G-RG joins an IP multicast group.





Figure 7.7.1.1-3: 5G-RG join IP Multicast Packets transmission procedure
1.	The 5G-RG sends an IGMP or MLD Join message via IP PDU Sesssion the user plane.
2.	When UPF receives the IGMP or MLD  Join, the UPF may identify IGMP and MLD packets based on PDR received over N4 as described in clause 4.6.3 and handle the IGMP and MLD Join accordingly based on FAR as described in clause 4.6.4. An example is given as below:
-	If the IP Multicast Addressing information included in the IGMP or MLD Join message is allowed to be accesses via the PDU Session , the UPF shall add the PDU Session to the requested multicast group. If requested by an URR, the UPF notifies the SMF that the UE is joining to a multicast group, providing the associated IP Multicast Addressing information.
-	If IP Multicast Addressing information included in the IGMP or MLD Join message is not allowed to be accessed via the PDU Session , the UPF shall not  add the PDU Session to the requested multicast group.
	The UPF acts as a Multicast Router as defined in IETF RFC 2236, IETF RFC 4604 and IETF RFC 2010: "Internet Group Management Protocol, Version 2 [xx] and IETF RFC 3376 [28]: "Internet Group Management Protocol, Version 3". This may include following actions:
-	if the IGMP or MLD Join message is the first IGMP or MLD request the UPF has received about the target IP multicast traffic: the UPF exchanges N6 signalling such as PIM (Protocol-Independent Multicast) in order to connect to the N6 multicast distribution tree related with this IP multicast traffic; This ensures that the UPF receives the DL multicast traffic.
-	The IP multicast related signalling protocol used on N6 (e.g. Sparse Mode PIM-SM) to be supported over N6 is defined by local policies on the UPF.
2b.	if the SMF had set the corresponding URR Reporting trigger with a value “IP multicast join/leave” “IGMP notify” (as defined in clause 4.6.X), the UPF issues an UPF report to the SMF and the corresponding IP Multicast addressing information
2c.	if the PCF had set the corresponding Policy Control Request Trigger set to “UE join to a multicast group” trigger” (as defined in clause 9.X), the SMF issues a SMF initiated SM Policy Association Modification (as defined in 3GPP TS 23.502 [3] clause 4.16.5) reporting to the PCF the corresponding IP Multicast addressing information.
3-4.	When the UPF receives multicast packets from multicast server in IPTV network, the UPF select the PDU Session(s) where to transmit the multicast packets based on the multicast group, constructed in step 2 and fulfilling the FAR and QER rules described in clause 7.7.1.1.1.
NOTE:	The interactions between STB and 5G-RG are specified in TR-124 [5] in BBF and are not shown in figure 7.7.1.1-3.
[bookmark: _Toc11154941]7.7.1.1.4	AF request to provision Multicast Access Control List information into UDR

 
Figure 7.7.1.1.4: AF request to provision Multicast Access Control List information into UDR
NOTE 1:	The 5GC NFs used in this scenario are assumed to all belong to the same PLMN (HPLMN).
1.	To create a new request, the AF invokes an Nnef_IPTV_configuration service operation. The request contains the Multicast Access Control List, a GPSI, or an External Group Id, AF Transaction Id and may contain a DNN and/or a S-NNSAI. To update or remove an existing request, the AF invokes Nnef_IPTV_configuration_Update or Nnef_IPTV_configuration_Delete service operation providing the corresponding AF Transaction Id.
2.	The AF sends its request to the NEF. The NEF ensures the necessary authorization control, including throttling of AF requests and, as described in clause 4.3.6.1, mapping from the information provided by the AF into information needed by the 5GC.
3.	(in the case of Nnef_IPTV_configuration_Create or Update): The NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = IPTV_configuration, Data Key = AF Transaction Internal ID, S-NSSAI and DNN and/or SUPI/Internal-Group-Id).
	(in the case of Nnef_IPTV_configuration_Delete): The NEF deletes the AF requirements in the UDR (Data Set = Application Data; Data Subset = IPTV_configuration, Data Key = AF Transaction Internal ID).
	The NEF responds to the AF.
4.	The PCF(s) that have subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = IPTV_configuration, Data Key = SUPI/Internal-Group-Id) receive a Nudr_DM_Notify notification of data change from the UDR.
5.	The PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF updates the SMF with corresponding new PCC rule(s) by invoking Npcf_SMPolicyControl_UpdateNotify service operation as described in steps 5 and 6 in TS 23.502 [3] clause 4.16.5.
Table 7.7.1.1.4-1 shows an example of a Multicast Access Control list provided by the AF in the IPTV domain to the NEF. The Multicast Access Control List defines the access right status (i.e. fully allowed, preview allowed, not allowed) of each of the Multicast channels per subscriber identified by a GPSI.
* * * End of changes * * * *
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