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Abstract of the contribution: This paper proposes a solution to address the Key Issue #1: Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN that uses the principles of the existing architecture including use of NG-RAN sharing.
Discussion
The Key Issue #1 Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN potentially need to address a wide range of different type of entities separate from the SNPN including entities with complete 5GS.
The 5GS architecture supports NG-RAN sharing that can be used for enabling connectivity to a number of SNPNs or PLMNs behind an NG-RAN.
Using NG-RAN sharing the SNPN can be either the NG-RAN or NG-RAN and one of the 5GC networks behind the NG-RAN as shown in figure below.


Figure: SNPN operator controlling the NG-RAN and is potentially also available as one of the 5GC behind the NG-RAN, with entities separate from the SNPN available as 5GC behind the NG-RAN
Proposal

Add the following solution to TR 23.700-07.
*** BEGIN CHANGES ***
6.0
Mapping Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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*** NEXT CHANGE ***
6.X
Solution #X: SNPN access using 3rd party with complete 5GC  

6.X.1
Introduction


This solution addresses key issue 1 "Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN ".

The solution enables UEs to get network connectivity of an SNPN deploying a 5GS with ability to share the NG-RAN with other 5GCs. The entity separate from the SNPN holds ability to deploy a complete 5GC and the SNPN offers a shared NG-RAN for both 5GCs.
The NG-RAN broadcasts the network identities of the SNPN as well as the entity separate from the SNPN.
6.X.2
Functional Description


6.X.2.1
Definitions

The following definitions apply:

SNPN: An SNPN for which the UE does not have a subscription associated with the SNPN identity (PLMN ID and NID combination) and which supports access using credentials owned by an entity separate from the SNPN.

6.x.2.2
Architecture
Figure 6.x.2.2-1 depicts the architecture for the solution, i.e. the SNPN includes an NG-RAN and, optionally, a 5GC and capabilities to host 5GC from the entity separate from the SNPN leveraging on a shared NG-RAN. The entity separate from the SNPN provides a complete 5GC.
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Figure 6.x.2.2-1: Access to SNPN services using credentials from entity separate from SNPN for authentication in the SNPN

6.x.2.2
High level principles of the solution
The entity separate from the SNPN gets its 5GC available as a 5GC behind an NG-RAN including getting its network identity in the broadcasted system information.

The UEs (of the entity separate from the SNPN) sees the entity separate from the SNPN as its "home network".

6.X.3
Procedures

Editor's note:
This clause describes procedures and information flows for the solution.
6.X.4
Impacts on existing entities and interfaces

Editor's note:
This clause lists impacts to existing entities and interfaces.

*** END CHANGES ***
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