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Abstract of the contribution: This contribution proposed a solution to key issue#4 on UE-to-UE Relay.
1. Background
In TR 23.752, key issue #4 requires a solution for UE-to-UE relay for both in coverage and out of coverage operation. The solutions for the key issue are supposed to address the following aspects:

At least the following aspects need to be considered in potential solutions:

-
How to (re)-select a UE-to-UE Relay UE in proximity?

-
Whether and how for the network can control the UE-to-UE Relay operation, at least including how to:

-
Authorize the UE-to-UE Relay, e.g. authorize a UE as UE-to-UE Relay?

-
Provide the visibility of source/target UE and the UE-to-UE Relay to the network for the purpose of, e.g. charging?

-
How to establish the connection between the source UE and the target UEs via UE-to-UE Relay?

-
How to provide end-to-end QoS framework to satisfy the QoS requirements (such as data rate, reliability, latency)?

-
How to enhance the system architecture to provide the security protection for relayed connection?

-
How to provide a mechanism for path changing in case of e.g. UE-to-UE Relay changes?

NOTE 1:
For the involvement of NG-RAN, coordination with RAN WGs is needed.

NOTE 2:
For security aspects, coordination with SA WG3 is needed.

In the following, solutions for this key issue are proposed.   
2. Proposal
It is proposed to document the text below as a solution for Key Issue #4 in TR 23.752.
>>>>Start Changes<<<<
6.0
Mapping of Solutions to Key Issues
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6.X
Solution #X: ProSe 5G Layer-3 UE-to-UE Relay based on IP routing
6.X.1
Description


In this solution, the ProSe 5G UE-to-UE Relay operations is supported with the following principles:

- Authorization and configuration:

-
Only the UE authorized by the service authorization configuration can act as a ProSe 5G UE-to-UE Relay. These UEs will be configured according to the service authorization and provisioning mechanism defined in TS 23.287 [5] to operate in the UE-to-UE Relay mode. 

- ProSe 5G UE-to-UE Relay discovery:

-
The ProSe 5G UE-to-UE Relay sends out a Relay Discovery message periodically, announcing its availability for serving other UEs in the area. 
-
The ProSe 5G UE-to-UE Relay also supports the query and response mode for discovery. The ProSe 5G UE-to-UE Relay listens on a configured Layer-2 ID for the query, and would respond with its address and corresponding information to enable to other UE to establish a unicast connection with it. This process is similar to the unicast L2 link establishment procedure as defined in TS 23.287 [5] clause 6.3.3.1. 
NOTE 1: The Layer-2 ID used for the the discovery can be specific for UE-to-UE Relay discovery, or shared with other discoveries, e.g. UE-to-Network Relay discovery. 
- ProSe 5G UE-to-UE Relay operation:

-
Any UE that wants to make use of the ProSe 5G UE-to-UE Relay needs to establish a unicast L2 link with the UE-to-UE Relay, with IP configuration. The ProSe 5G UE-to-UE Relay allocates IP address/prefix to the other UEs. 
-
As part of the unicast L2 link establishment procedure, the ProSe 5G UE-to-UE Relay stores an associaton of the User Info of the peer UE of the unicast link and the IP address/prefix allocated to the UE into its DNS entries. The ProSe 5G UE-to-UE Relay acts as a DNS server to other UEs.  
-
When a (source) UE needs to communicate with another (target) UE or needs to discover a ProSe service via the ProSe 5G UE-to-UE Relay, it sends a DNS query for the target UE (based on Target User Info) or for the ProSe Service to the ProSe 5G UE-to-UE Relay over the unicast link, which will return the IP address/prefix of the target UE or the ProSe Service. 
-
The source UE sends the IP data or non-IP data encapsulated in IP to the target UE via the unicast L2 link to UE-to-UE Relay that returned the IP address/prefix of the target UE. The ProSe 5G UE-to-UE Relay acts as an IP router, and forwards the packets to the corresponding unicast L2 link towards the target UE. Each of the unicast L2 link is treated as an IP interface. 
-
If there are multiple ProSe 5G UE-to-UE Relays in the proximity, UE can choose either one or more ProSe 5G UE-to-UE Relays to establish the unicast L2 link based on UE implementation. For example, the UE sends a DNS query on each of the unicast L2 link to the ProSe 5G UE-to-UE Relays. Then, the source UE may choose to use the first ProSe 5G UE-to-UE Relay that returns a positive DNS query for the target UE. 
NOTE 2: The selection of the UE-to-UE Relay may be based on local configured rules on the UE, or based on other discovery solutions, e.g. " Stateful UE-to-UE Relay" described in clause 6.x
.  
- QoS handling:

-
When the source UE establishes the unicast L2 link with the ProSe 5G UE-to-UE Relay, it can establish corresponding PC5 QoS Flows according to procedure defined in clause 6.3.3.1 of TS 23.287 [5]. It can also modify the PC5 QoS Flows at any time using procedure defined in clause 6.3.3.4 of TS 23.287 [5]. 

-
Correspondingly, the ProSe 5G UE-to-UE Relay can also establish and modify the PC5 QoS Flows using the above-mentioned procedures over the unicast L2 Link with the target UE for the forwarding of source UE's traffic. 
-
Security handling:

-
source UE and target UE can establish bearer level security with the UE-to-UE Relay for the unicast L2 Link, using procedures defined in TS 23.287 [5]. 

-
If end-to-end security protection is required between source UE and target UE, IPSec can be used. 
NOTE 3: The security protection of the traffic of source UE and target UE will be specified by SA3. 
-
Charging Support:
-
ProSe 5G UE-to-UE Relay can follow the charging solution defined in TS 32.277 [y] to report the source and target UEs and corresponding traffic to the charging function. 
6.X.2
Procedures



[image: image1.emf]UE-1

3a. Direct Communication Request

UE-to-UE Relay

UE-2

1. Configuration for 

using UE-to-UE Relay. 

1. Configured to act 

as a UE-to-UE Relay

1. Configuration for 

using UE-to-UE 

Relay. 

2. Announce UE-to-UE Relay capability

A) Announcement based UE-to-UE Relay discovery 

5a. Direct Communication Accept (Unicast)

2. Announce UE-to-UE Relay capability

4a. Security Establishment 

3b. Direct Communication Request

4b. Security Establishment 

5b. Direct Communication Accept (Unicast)

6. DNS query (target User Info)

7. DNS response (IP address/prefix)

8a. IP Data (target IP address/prefix)

8b. IP Data (target IP address/prefix)


Figure 6.x.2-1 5G ProSe UE-to-UE Relay operation

Figure 6.x.2-1 provides an example operation for the 5G ProSe UE-to-UE Relay operation based on standard IP operation. 
6.X.3
Impacts on Existing Nodes and Functionality

There is no impact to NG-RAN, as the solution is using the existing features supported in Rel-16 NR V2X design. 

UEs operates with existing IP operation, and the ProSe 5G UE-to-UE Relay supports the IP router function (for address allocation and traffic forwarding) and the functionality of a DNS server. 
· >>>>End of Changes<<<<

�This is the solution resulted from S2-2001374 (or its revisions).
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