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* * * * First change * * * *
[bookmark: _Toc20204501][bookmark: _Toc27895200]5.2.5.6.2	Npcf_UEPolicyControl_Create service operation
Service operation name: Npcf_UEPolicyControl_Create
Description: NF Service Consumer can request the creation of a UE Policy Association by providing relevant parameters about the UE context to the PCF.
Inputs, Required: Notification endpoint, SUPI.
Inputs, Optional: H-PCF ID (if the NF service producer is V-PCF and AMF is NF service consumer), information provided by the AMF as define in 6.2.1.2 of TS 23.503 [20], such as Access Type, Permanent Equipment Identifier, GPSI, User Location Information, UE Time Zone, Serving Network (PLMN ID, or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]), RAT type, UE access selection and PDU session selection policy information including the list of PSIs, OS id and Internal Group (see TS 23.501 [2]).
Outputs, Required: Success or Failure, UE Policy Association ID.
Outputs, Optional: Policy Control Request Trigger of UE Policy Association. In the case of H-PCF is producer, UE access selection and PDU Session selection related policy information (see clause 5.2.5.6.1).
* * * * End of changes * * * *


