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Abstract of the contribution: Solution that enables a UE to receive data services from one network (e.g. NPN), and paging as well as data services from another network (e.g. PLMN) simultaneously. 
Background
The KI#2 shall study: 
This key issue aims at addressing the following aspects:

1. Study whether there are support for service continuity (assuming PSA may reside in either PLMN or in the NPN) between PLMN and NPN (SNPN or PNI-NPN) with overlapping radio coverage areas;

2. Study means to enable a UE to receive data services from one network (e.g. NPN), and paging as well as data services from another network (e.g. PLMN) simultaneously.
NOTE:
It is assumed that the FS_IIoT will cover aspects to enable low latency data services, and that FS_5MBS will cover aspects to enable low latency multicast downlink services, while the scope of the FS_eNPN is to enable these services while the UE is using two networks e.g. NPN and PLMN.
In Rel-16 support for simultaneous data service from both the NPN and PLMN is supported by a solution briefly described in Annex D.3 The connection to the other network is provided by the N3IWF in a similar fashion as for Non-3GPP Access.
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The UE and N3IWF set up a secure tunnel over the reference point Nwu. However, the rel-16 Non-3GPP Access solution does not support “paging” over the Non-3GPP access. The second objective of KI2 relates this issue since the UE using 3GPP access in the serving network can enter RRC-Idle or RRC-Inactive mode. How would the other network then trigger the UE to get paged when the UE is any of the power saving mode? 
Observation 1: When the UE state in the PLMN enters CM-Idle, the Nwu is lost and TS 23.501 and TS 23.502 does not support how the AMF in the PLMN can trigger paging of the UE camping on a RAN in the NPN. 

Observation 2: One way to solve this issue is to never let the UE to enter CM-Idle in the PLMN. 

However, we don’t want to enforce that the UE shall be in RRC-Connected. The obvious way is to let the UE enter at least RRC-Inactive. There are a couple of questions that arise:
1. What happens to the secure tunnel between the UE and N3IWF?

2. Could the UE enter RRC-Idle? Or shall the UE always be released to RRC-Inactive?
3. What happens to the IP@ and port# of the UPF in the NPN if the UE enters CM-Idle in the NPN?

IPsec tunnel between the UE and N3IWF are typically robust to support interruption on any sub-link between the end point, but sooner or later the connection will time-out. If there is no traffic, then keep-alive messages should be sent to keep the IPsec tunnel. In the industry, some default configuration use IPsec lifetime of 8hours.

Observations 3: In the industry, default lifetime configurations of the IPsec tunnel should allow a UE to enter RRC-Inactive for a significant time and still logically maintain the IPsec tunnel between the UE and N3WIF.

When the UE is in RRC-Inactive all Tunnels/N1 etc. will be maintained. Meaning that if there is a service in the PLMN that would like to communicate with the UE, then either the DL data is sent directly to the RAN or an N1 notification will be triggered to establish a new PDU session/data flow. Once the packet reaches the anchor RAN node, the RAN node will start to page the UE. The UE will resume all radio bearers and receive the DL data/NAS message.
Observations 4: It should be feasible to let the UE enter at least RRC-Inactive mode, as long as the IPsec tunnel keep alive is honoured, i.e the IPsec tunnel between the UE and the N3IWF does not lapse. 
Could the UE even enter Idle mode in the NPN? It may be possible if the AMF in the PLMN is not informed about the UE power save mode. The UE only send a release request to the NPN or the RAN/AMF/SMF in the NPN don’t inform any node in the PLMN of the state change (which is the case in rel-16). 

However, when the UE is in CM-Idle there may be no guarantee that the NAT in the NPN UPF gateway would keep the port number that the UE/PDU session used. If that is changed than the IPsec tunnel between the UE and the N3IWF would not work any longer. What are the alternatives?

A. By configuring the IP@ long TTL or static configuration and in addition if NAT is used secure the port# is kept as long as the IPsec requires it, or
B. Setting up an IPsec tunnel between the NPN UPF and PLMN N3IWF, and then use this tunnel to guarantee that the UE address is not changed. This is one way used to overcome NAT issues when using UDP and TCP.

Observations 5: By either configuring the IP@ long TTL or static configuration and in addition if NAT is used secure the port# is kept as long as the IPsec requires it or using an IPsec tunnel between the NPN gateway and PLMN N3IWF it should be possible to allow the UE to enter CM-Idle mode in the NPN. Furthermore, the AMF in the PLMN is not informed that the N1/N2 in the NPN is released. 
Options:

1. Only allow UE to be released to RRC-Inactive if the UE have a connection to a second network via a N3IWF.

2. Allow that the UE can use both RRC-Inactive or RRC-Idle, by
a. Using static or dynamic IP@ with long TTL and in addition if NAT is used secure the port# is kept as long as the IPsec requires it, or

b. Using a IPsec tunnel between the NPN gateway and the N3IWF. 
c. Not informing the AMF in the PLMN that the UE entered Idle mode (N1/N2 in the NPN is released)
Proposal: Select either option (1) or (2) or both above to enabling service from a PLMN even if the UE enters a power save mode in the NPN.
Proposal

Observation 1: When the UE state in the PLMN enters CM-Idle, the Nwu is lost and TS 23.501 and TS 23.502 does not support how the AMF in the PLMN can trigger paging of the UE camping on a RAN in the NPN. 

Observation 2: One way to solve this issue is to never let the UE to enter CM-Idle in the PLMN. 

Observations 3: In the industry, default lifetime configurations of the IPsec tunnel should allow a UE to enter RRC-Inactive for a significant time and still logically maintain the IPsec tunnel between the UE and N3WIF.

Observations 4: It should be feasible to let the UE enter at least RRC-Inactive mode, as long as the IPsec tunnel keep alive is honoured, i.e the IPsec tunnel between the UE and the N3IWF does not lapse. 
Observations 5: By either configuring the IP@ long TTL or static configuration and in addition if NAT is used secure the port# is kept as long as the IPsec requires it or using an IPsec tunnel between the NPN gateway and PLMN N3IWF it should be possible to allow the UE to enter CM-Idle mode in the NPN. Furthermore, the AMF in the PLMN is not informed that the N1/N2 in the NPN is released. 
Proposal: Select either option (1) or (2) or both above to enabling service from a PLMN even if the UE enters a power save mode in the NPN.
* * * Start of change (all new text) * * * 

6.X
Solution #X: Always in CM Connected state in the other network.
6.X.1
Introduction


This solution relates the second objective in KI#2. The Purpose of the objective is to allow the UE to be either in connected state or in a power save state in the serving network and still get service from the other network. This solution proposes that the UE is always in CM connected state in the other network and that the IPsec tunnel between the UE and N3IWF over Nwu is always maintained even if the UE enters a power save mode in the serving network. It may involve that the UE send IPsec keep alive messages. This solution will allow the UE to enter a power save mode and get paged triggered by the other network service.
6.X.2
Functional Description


This solution is based on the following functional principals: 
· The UE connects to the other network via N3IWF e.g the other network could be a PLMN.
· The UE is always in CM-Connected in the other network and is unaware of whether the UE enters any power save mode in the serving network e.g. the serving network could be an NPN.
· The UE can either go into RRC-Inactive or even in to RRC-Idle/CM-Idle in the serving network

· In case the UE always need to be released to RRC-Inactive then a new information element (IE) in the RRC Inactive Assistance Information needs to be added. The new IE informs the RAN node that the UE shall only be released to RRC Inactive. 

· The UE can e.g. inform the network (AMF in the NPN) in the Service Request message or the PDU Session Establishment request that the PDU session if for communication to another network via a N3IWF

· The NPN network detects that the PDU session is used for a IPSec tunnel. The detection is based on e.g. the IP address used belongs to a well-known N3IWF of another network.
· In case the UE is also allowed to enter CM-Idle, it is important that the gateway does not change the external UE IP address and port number. To achieve this the serving network can either:

· Using static or dynamic IP@ with long TTL and in addition if NAT is used secure the port# is kept as long as the IPsec requires it, or
· Using an IPsec tunnel between the NPN gateway and the N3IWF in the PLMN.
· The lifetime of the IPsec Tunnel between UE and N3IWF is configured to suitable long time to allow the UE to enter power save mode.
· The DL data on existing PDU session or N1 messages sent across N3IWF to the first network will trigger either the RAN node or AMF to page the UE. Whether the RAN node or the AMF node triggers paging depends on the power save mode the UE is in.

- 
The UE performs all necessary periodic registrations/updates to both networks and any keepalive activities to maintain the IPsec tunnel over Nwu.

6.X.3
Procedures


For the case where all UE power save modes are allowed then the procedure used are all legacy procedures once the IPsec tunnel between the UPF gateway and N3IWF is established or once the PDU session is created and the IP@ and port# is configured correctly. The network may need to be informed that this configuration is needed.
For the case where only RRC-Inactive mode is used as power save mode then at least a new IE needs to be added to the RRC Inactive Assistance Information indicating to the RAN that the UE shall always be released to RRC-Inactive. This change is shown in the procedure below.
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Figure 6.x.3-1: Procedure to secure that the UE is always released to RRC Inactive.
1. UE register to the NPN
2. UE request service to setup an IPsec tunnel to the N3IWF this may or may not involve setting up a new PDU session. 

3. Optional: The PDU session is setup according to TS 23.502 clause 4.3.2.2.1 step 2-14
4. The AMF includes in the RRC Inactive Assistance Information that this UE shall always be released to RRC Inactive and sends the RRC Inactive Assistance Information to the RAN.

a. Either based on the UE indication in the NAS message, or

b. Informed by the SMF/UPF. The SMF/UPF, during step 5, detects that the target address for the IPSec tunnel is a well-known N3IWF of a PLMN.
5. UE sets up the IPSec tunnel and registers to the PLMN according to TS 23.502 clause 4.12.2.2

6. RAN releases the UE to RRC Inactive mode. The RAN always releases the UE to RRC-Inactive based on the information included in the RRC Inactive Assistance Information in step 4.
7. RAN receives DL data or NAS message from the PLMN to the UE. The figure above shows the that the first packet towards the UE will trigger the RAN node to page the UE

8. RAN pages the UE

9. UE resumes the RRC-Connection. 

10. The DL data or N1 message sent to the UE
6.X.4
Impacts on existing entities and interfaces

Editor's note:
This clause describes impacts to existing entities and interfaces.
* * * End of changes * * * 
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