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Discussion
In previous WG and TSG meetings some discussion has taken place on the implications of changing AMF and the transfer of UE context between them. The main concern being that if context cannot be transferred then the UE cannot be served anymore in the target AMF and therefore the UE needs to re-register after its connection with the AMF is lost.
Now the fundamental issue at hand here is what is the condition under which this transfer should not occur. It should not escape us that the two AMFs are in the same PLMN CN and therefore they should be in the same trust domain as all other AMFs. Hence the conditions under which this transfer cannot happen should be relatively rare and mostly due to misconfigurations or explicit customer request that this is forbidden; it is unlikely an operator would like to prevent the context transfer for its own reasons as the operator is in control of all AMFs in its PLMN and the decision to reallocate the AMF is in the operator control. Even, the existence of different types of AMFs is under the operator control.
Let’s first assess the existence case of this issue:
Let us identify as AMF A the source AMF and AMF B the target AMF. The case where the AMF B shall not be allowed to exchange information directly with AMF A is only possible when all the S-NSSAIs served by AMF B are not served by AMF A, i.e. when the set of Network slices served by AMF A and AMF B are disjoint. If there was any intersection between these set of slices, then the AMF A and AMF B would at least in one instance belong to the same network slice so by definition they should be mutually reachable.
It also follows that the UE shall not be allowed to use simultaneously any of the slices in the set of Network slices served by AMF A while using any of the Network slices served by AMF B.
Observation 1: The only case when the operator could prevent mutual routing between two AMFs is when the two AMFs serve disjoint sets of Network slices. It follows that the UE shall not be able to use simultaneously Network Slices which are served by the source and target AMF.
If this is the condition, then it follows that when a re-allocation from AMF A to AMF B is needed, it is reasonable to de-register the UE with a request to immediately re-register. Note that the routing to the right AMF set after de-registration will require RRC level awareness of the Requested NSSAI.
It is also clear that if for any reason the UE kept requesting a mix of slices from AMF A and AMF B, the UE would never be able to be routed to an AMF that could serve it properly, so the UE would be bound to stick to one AMF based on network side policies. It is therefore appropriate to devise a mechanism so the UE is aware of which Network slices can be used concurrently so as it can be routed to the right AMF set based on RRC information.
Observation 2: the UE should be made aware of policies constraining simultaneous use of network slices, or the AMF shall indicate to the UE which network slices to use in the requested NSSAI.
Finally, since the Access Stratum Connection Establishment NSSAI Inclusion Mode setting may prevent the UE to include NSSAI in RRC, the AMF may request the UE to override the setting just for this re-registration the AMF is triggering. Also, to avoid the need to request the UE identity as the registration is performed (the 5G-GUTI cannot be validated with the previous AMF and mapped to the SUPI of the UE), an indication is also provided to the UE to include the SUCI and not the 5G-GUTI in the Registration Request message. Lastly, the UE is provided, when requested to re-register, with an Allowed NSSAI and a list of rejected S-NSSAIs if applicable. The UE uses the Allowed NSSAI it receives to form the Requested NSSAI in the immediate Re-Registration. 
Proposal
[bookmark: _GoBack]It is proposed that a mechanism is devised based on de-registering the UE and requesting to re-register including a RRC level information as any other mechanism (including mediation by another node) cannot allow proper isolation. A related CR is provided in S2-2000819. Furthermore, to allow a UE to only request a slice set that is compatible and therefore maximising the likelihood that the UE NAS signalling is routed by the RAN to the right AMF upfront without the need of these re-registrations, a mechanism for the definition of compatible sets of Network slices should be defined in Rel-17. This mechanism could be defined in the scope of the FS_eNS_Ph2 work.
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