

	
3GPP TSG-SA WG2 Meeting #136 Ad-hoc	S2-2000696
Incheon, Korea, 13 – 17 January 2020
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	23.287
	CR
	0083
	rev
	-
	Current version:
	16.0.1
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	



	

	Title:	
	Link Id update procedure

	
	

	Source to WG:
	Samsung

	Source to TSG:
	SA2

	
	

	Work item code:
	eV2XARC
	
	Date:
	2020-01-07

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	SA3 in their LS S2-2000057/S3-194658 asks SA2 to update the Link Identifier Update procefure to capture the security requirement of changing both sets of identities and security information change. 

It is proposed to udpate the Link Identifier Update procedure with following changes:
· Peer UE also changes its Layer-2 Identifier from old L2 ID to new L2 ID
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[bookmark: _Toc532891782]*** 1st change ***
[bookmark: _Toc19199141][bookmark: _Toc27821931]6.3.3.2	Link identifier update for a unicast link
Figure 6.3.3.2-1 shows the link identifier update procedure for a unicast link. Due to the privacy requirements, identifiers used for unicast mode of V2X communication over PC5 reference point (e.g. Application Layer ID, Source Layer-2 ID and IP address/prefix) shall be changed over time as specified in clauses 5.6.1.1 and 5.6.1.4. This procedure is used to update the peer UE for a unicast link of the impending change of the identifiers used for this link before the identifier changes happen, to prevent service interruptions.
If a UE has multiple unicast links using the same Application Layer IDs or Layer-2 IDs, the UE needs to perform the link identifier update procedure over each of the unicast link.



[bookmark: _GoBack]
Figure 6.3.3.2-1: Link identifier update procedure
0.	UE-1 and UE-2 have a unicast link established as described in clause 6.3.3.1.
1.	UE-1 decides the change of identifiers, e.g. due to the Application Layer ID change or upon expiry of a timer, and send a Link Identifier Update Request message to UE-2 before it changes the identifiers.
	The Link Identifier Update Request message includes the new identifiers of UE-1 to use (including the new Application Layer ID, new Layer-2 ID, new IP address/prefix if IP communication is used). The new identifiers should be cyphered to protect privacy and Security Information.
NOTE:	The timer is running on per Source Layer-2 ID.
2.	UE-2 responds with a Link Identifier Update Response message. The Link Identifier Update Response message includes the new identifiers of UE-2 to use (including the new Layer-2 ID) and Security Information. Upon reception of the message, UE-1 and UE-2 start to use the new identifiers for the data traffic. UE-1 shall receive traffic on its old Layer-2 ID until it receives the Link Identifier Update Response message from UE-2.
	The V2X layer of each UE passes the PC5 Link Identifier for the unicast link and the updated Layer-2 ID (i.e. source Layer-2 ID for UE-1 while destination Layer-2 ID for UE-2) down to the AS layer. This enables the AS layer to update the provided Layer-2 ID for the unicast link. 
3.	UE-1 sends a Link Identifier Update Ack message. Upon reception of the message, UE-1 and UE-2 start to use the new identifiers for the data traffic. UE-2 shall receive traffic on its old Layer-2 ID until it receives the Link Identifier Ack message from UE-1.
NOTE: The Security Information is defined by SA3. 

*** End of the changes ***
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