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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes to use LDNS in an anycast DNS structure to discover Edge Application Servers
1	Introduction
This contribution proposes a solution for Edge Application Server (EAS) Selection for the scenario where the UEs are Edge Computing Service agnostic and discovery is performed by the MNO’s DNS system. LDNS is set up in the edge hosting environment and be an edge node of DNS recursive system. The recursive DNS system is built in an anycast structure, presenting a unified IP for DNS clients. 5GC only needs to detect matched DNS requests and construct local data plane for them. LDNS records domain name resolution relationship for EASs and provide the IP address of an EAS for application access.
2	Proposal
************* 1st Change *************
[bookmark: _Toc26773869][bookmark: _Toc26346599][bookmark: _Toc26346386][bookmark: _Toc23255022]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System".
[3]	3GPP TS 23.502: "Procedures for the 5G System".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[5]	3GPP TR 23.758: "Study on application architecture for enabling Edge Applications".
[6]	3GPP TS 22.261: "Service requirements for the 5G system".
[x]	IETF RFC1546: "Host Anycasting Service"

***********2st change(New)***********
[bookmark: _Toc500949097][bookmark: _Toc23255036][bookmark: _Toc26346408][bookmark: _Toc26346621]6.X	Solution #X: Edge Application Server discovery using anycast LDNS
[bookmark: _Toc19026900][bookmark: _Toc19034311][bookmark: _Toc19036501][bookmark: _Toc19037499][bookmark: _Toc19048012]6.x.1	Solution description 
6.x.1.1	General
This solution addresses the Key Issue #1: Discovery of Edge Application Server (EAS). The UE is Edge Computing Service agnostic and the discovery is performed by the MNO. The MNO need to construct their DNS service using IP anycast technology so that all DNS servers in the edge hosting environment and all central DNS servers present a unified IP address. 5GS decides to insert a UL CL (and thus additional PDU Session Anchor) in the data path of the PDU Session to create a new data path for the matched DNS requests and divert them locally to LDNS. LDNS is deployed in the edge hosting environment and only provides DNS service for EASs in the same LDN. When an EAS is deployed in the edge hosting environment, its DNS entry needs to be written to the LDNS, of which the IP address is the same as the one for ordinary Internet access.
Note1: How to make sure the recursive DNS system present a unified IP using IP anycast mechanism is outside the scope of SA2.
Note2: It’s not necessary for UPF to make any additional change of any header or massage information of the PDU session packet for UE is agnostic to the change of DNS server.
[bookmark: _Toc26773893][bookmark: _Toc26346623][bookmark: _Toc26346410][bookmark: _Toc23255038]6.X.2	Procedures
Editor's Note: This clause describes high-level procedures and information flows for the solution.
[image: ]
Figure 6.x.2-1 Edge Application Server Discovery Using Anycast DNS
When UE initially establishes a session, it anchors on a central UPF (PSA1). 
1. UE initiates DNS request for an edge application.
2. The central UPF detects it’s a DNS request for some selected application which might be deployed in the edge hosting environment, reports to SMF. The detection is made by traffic filters.
3. SMF decides to include an uplink classifier (UL-CL) and/or IPv6 multi-homing breakout point (thus additional PSA2) in the data plane for the PDU session. The decision is based on location of the UE and the selected EAS.
4. The edge UPF detects the DNS request for the edge application and diverts the DNS request to the LDNS according to the UL CL rule. 
5. LDNS responses the IP address for the edge application to the UE.
6. Application traffic starts between UE and EAS.
Note: It is assumed timeout resend mechanism is always available for DNS client, as usually is.
[bookmark: _Toc26773894][bookmark: _Toc26346624][bookmark: _Toc26346411][bookmark: _Toc23255039][bookmark: _Toc19026902][bookmark: _Toc19034313][bookmark: _Toc19036503][bookmark: _Toc19037501][bookmark: _Toc19048014]6.X.3	Impacts on Existing Nodes and Functionality
This solution has no impacts on existing 5GC procedures.
*************** End Changes ***************
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