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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes to use LDNS address information for 3rd party SP to discover Edge Application Server
1	Introduction
This contribution proposes a solution for Edge Application Server (EAS) Selection for the scenario where the UEs are Edge Computing Service agnostic and discovery is performed by the service provider itself. The entity owned by the SP to make it is named SP’s scheduler. This scenario is similar to CDN service, where CDN service providers need more accurate location information for traffic scheduling when expands its edge nodes to the edge. LDNS is set up in the edge hosting environment and act as a proxy for SP’s scheduler. LDNS should be assigned an IP address in the local IP address segment which contains position information for SP’s scheduler. SP’s scheduler decides which edge node would be the serving EAS according to the source address of the DNS request relayed by the LDNS.
2	Proposal
************* 1st Change (NEW)*************
[bookmark: _Toc500949097][bookmark: _Toc23255036][bookmark: _Toc26346408][bookmark: _Toc26346621]6.X	Solution #X: Edge Application Server discovery with LDNS address information
[bookmark: _Toc19026900][bookmark: _Toc19034311][bookmark: _Toc19036501][bookmark: _Toc19037499][bookmark: _Toc19048012]6.x.1	Solution description 
6.x.1.1	General
This solution addresses the Key Issue #1: Discovery of Edge Application Server (EAS). The UE is Edge Computing Service agnostic and the discovery is performed by the service provider’s scheduler. LDNS is deployed in the edge hosting environment and act as a proxy for SP’s scheduler. LDNS should be assigned an IP address in the local IP address segment. 5GS decides to insert a UL CL (and thus additional PDU Session Anchor) in the data path of the PDU Session to create a new data path for the matched DNS requests and divert them locally to LDNS. LDNS relays the DNS request to SP’s scheduler. SP’s scheduler decides which edge node would be the serving EAS according to the source address of the DNS request packet relayed by the LDNS.
[bookmark: _Toc26773893][bookmark: _Toc26346623][bookmark: _Toc26346410][bookmark: _Toc23255038]6.X.2	Procedures
Editor's Note: This clause describes high-level procedures and information flows for the solution.
[image: ]
Figure 6.x.2-1 Edge Application Server Discovery with LDNS address information
When UE initially establishes a session, it anchors on a central UPF (PSA1). 
1. UE initiates DNS request for an edge application.
2. The central UPF detects it’s a DNS request for some selected application which might be deployed in the edge hosting environment, reports to SMF. The detection is made by traffic filters.
3. SMF decides to include an uplink classifier (UL-CL) and/or IPv6 multi-homing breakout point (thus additional PDU Session Anchor2) in the data plane for the PDU session. The decision is based on location of the UE and the selected EAS.
4. Time out with no response received, the DNS client in UE initiates another DNS request.
5. The edge UPF has a preconfigured LDNS address. When detected the DNS request for the edge application it replaces the destination IP address (i.e. original DNS IP address) of the PDU session packet with LDNS IP address.
6. The edge UPF then diverts the DNS request to the LDNS according to the UL CL rule. 
7. LDNS acts as a proxy and relays the DNS request to the SP’s scheduler.
8. The scheduler decides which EAS would be the serving one based on the IP address of the LDNS, which can be 1:1 mapped to a local DN.
9. SP’s scheduler responses the IP address of the serving EAS to the LDNS, LDNS then relays the response to the edge UPF.
10. The edge UPF replaces the source IP address of the response packet with original DNS IP address.
11. The edge UPF forwards the packet with LDNS address as packet source address to the UE.
12. Application traffic starts between UE and EAS.
Note1: It is FFS for the scenarios where one edge UPF connects more than one local DNs.
Note2: It is assumed timeout resend mechanism is always available for DNS client, as usually is.
[bookmark: _Toc26773894][bookmark: _Toc26346624][bookmark: _Toc26346411][bookmark: _Toc23255039][bookmark: _Toc19026902][bookmark: _Toc19034313][bookmark: _Toc19036503][bookmark: _Toc19037501][bookmark: _Toc19048014]6.X.3	Impacts on Existing Nodes and Functionality
Impacts to edge UPF:
   The edge UPF needs to support the replacement of packet addresses, either source address or destination address, with pre-configured address information.
No impacts to UE, AN, and other NFs.

*************** End Change ***************
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