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**** First Change ****

[bookmark: _Toc19107140][bookmark: _Toc27840905]7.2.2.1	5G-RG Service Request procedure via W-5GAN Access
The Service Request procedure via W-5GAN shall be used by a 5G-RG in CM-IDLE state over W-5GAN to request the re-establishment of the NAS signalling connection and the re-establishment of the user plane for all or some of the PDU Sessions which are associated to non-3GPP access.
NOTE 1:	For a W-5GAN access, the Service Request procedure is never a response to a Paging.
The Service Request procedure via W-5GAN shall be used by a 5G-RG in CM-CONNECTED state over wireline access to request the re-establishment of the user plane for one or more PDU Sessions which are associated to non-3GPP access.


Figure 7.2.2.1-1: UE Triggered Service Request procedure via W-5GAN
Editor's note:	EAP-5G is assumed to be used during authentication but need to be verified with BBF/CableLabs.
1.	The 5G-RG connects to a W-5GAN with procedures outside the scope of 3GPP and creates an initial not authenticated W-CP EAP connection. This connection shall support EAP messages transfer between 5G-RG and W-AGF.
2.	The W-AGF sends an EAP-Request/5G-Start packet over the W-CP connection. The EAP-Request/5G-Start packet informs the 5G-RG to initiate an EAP-5G session, i.e. to start sending NAS messages encapsulated within EAP-5G packets.
3.	The 5G-RG sends an EAP-Response/5G-NAS packet that contains the Access Network parameters (5G-S-TMSI, and Establishment Cause) and a NAS Service Request message (List Of PDU Sessions To Be Activated, security parameters, PDU Session status, Uplink Data Status, 5G-S-TMSI). The Establishment cause provides the reason for requesting a signalling connection with 5GC. In this release of the specification no Selected PLMN parameter is sent by a 5G RG.
4.	The W-AGF shall then forward the Service Request received from the 5G-RG to the selected AMF within an N2 initial UE message (NAS Service Request message, Line-id based User Location Information, Establishment cause, UE context request).
5.	If the Service Request was not sent integrity protected or integrity protection verification failed, tThe AMF shall may initiate NAS authentication/security procedure as defined in step 6 and step 7 in clause 7.2.1.1.
	If the UE in CM-IDLE state triggered the Service Request to establish a signalling connection only, after successful establishment of the signalling connection the UE and the network can exchange NAS signalling and steps 6 and 14 are skipped.
6.	Steps 4-11 in TS 23.502 [3] figure 4.2.3.2-1 are performed for each requested PDU session user plane.
7.	(If the 5G RG was CM-IDLE) AMF sends an N2 Initial Context Setup Request message (N2 SM information received from SMF(s), RG-TMBR, GUAMI, Allowed NSSAI, UE security capability, Security Key, Trace Activation, Masked IMEISV).
	If the 5G RG was CM-CONNECTED the AMF sends N2 SM information received from SMF(s).
8.	(If the 5G RG was CM-IDLE) This triggers the W-AGF to send an EAP-Success to 5G-RG, which completes the EAP-5G session. After this step, NAS messages between 5G-RG and W-AGF are transported without EAP-5G using W-CP signalling connection.
9.	[Conditional, if the 5G RG was CM-IDLE] An W-CP signalling connection is established between the 5G-RG and W-AGF.
NOTE 2:	Step 9-11 are defined by BBF/Cablelabs.
Editor's note:	The description below for how W-AGF maps the PDU Session resource management towards 5GC with the PDU Session resource management towards the RG needs to be verified by BBF/Cablelabs. Also, how W-AGF maps the PDU Session N3 tunnel towards 5GC with the PDU Session user plane towards the RG needs to be verified by BBF/Cablelabs.
	Steps 10 and 11 are carried out for each PDU Session indicated in step 7
10.	Based on its own policies and configuration and based on the QoS flows and QoS parameters received in the previous step, the W-AGF shall determine what W-UP resources are needed for the PDU session. 
11.	The W-AGF sets up the W-UP resources for the PDU session. This step is specified by BBF for W-5BGAN and by CableLabs for W-5GCAN. The access dependent W-UP resource setup procedure shall map to the identity of the PDU Session associated with the W-UP resource. 
12.	W-AGF notifies the AMF that the 5G-RG context was created by sending a N2 Initial Context Setup Response (N2 SM information that provides AN Tunnel Info, List of accepted QoS Flows, List of rejected QoS Flowsper PDU Session ID for PDU Sessions whose UP connections are activated).
13.	AMF sends NAS Service Accept via W-AGF to the 5G-RG.
14.	All steps after step 14 in TS 23.502 [3] figure 4.2.3.2-1 are performed for each requested PDU session user plane.
When the 5G-RG is in CM-CONNECTED state over W-5GAN access and the network receives downlink data for a PDU Session over wireline access that has no user plane connection, the steps 1-4a in TS 23.502 [3], clause 4.2.3.3 (Network Triggered Service Request) shall be performed with the following exceptions:
-	The (R)AN corresponds to an W-AGF.
-	The UE corresponds to the 5G-RG.
-	In step 4a, the steps 7-14 in figure 7.2.2-1 are performed to establish the W-UP resources and to establish N3 tunnel. In step 7, the AMF does not send the NAS Service Accept message to the UE.

**** Next Change ****

[bookmark: _Toc19107141][bookmark: _Toc27840906]7.2.2.2	FN-RG Service Request procedure via W-5GAN Access
The Service Request procedure via W-5GAN shall be used by a W-AGF when the CM state in W-AGF for a FN-RG is CM-IDLE over W-5GAN to request the re-establishment of the NAS signalling connection and the re-establishment of the user plane for all or some of the PDU Sessions which are associated to non-3GPP access.
The Service Request procedure via W-5GAN shall be used by a W-AGF when the CM state in W-AGF for a FN-RG is CM-CONNECTED over wireline access to request the re-establishment of the user plane for one or more PDU Sessions which are associated to non-3GPP access.


Figure 7.2.2.2-1: FN-RG Service Request procedure via W-5GAN
1.	If the FN-RG has lost the L2 connection with W-AGF, the FN-RG connects to a W-AGF (W-5GAN) via a layer-2 (L2) connection, based on Wireline AN specific procedure.
2.	If step 1 was done, the FN-RG may be authenticated by the W-5GAN based on Wireline AN specific procedure.
3.	The W-AGF shall then send a Service Request to the selected AMF within an N2 initial UE message (NAS Service Request message, Line-id based User Location Information, Establishment cause, UE context request, Auth_Indicate).
4.	The AMF shall may initiate NAS authentication/security procedure as defined in step 5-1011 in clause 7.2.1.3.
	If the W-AGF triggered the Service Request to establish a signalling connection only, after successful establishment of the signalling connection the W-AGF and the network can exchange NAS signalling and steps 5 and 10 are skipped.
5.	Steps 4-11 in TS 23.502 [3] figure 4.2.3.2-1 are performed for each requested PDU session user plane.
6.	(If the FN-RG CM state in W-AGF was CM-IDLE) AMF sends an N2 Initial Context Setup Request message (N2 SM information received from SMF(s), RG-TMBR, GUAMI, Allowed NSSAI, UE security capability, Security Key, Trace Activation, Masked IMEISV).
	If the FN-RG CM state in W-AGF was CM-CONNECTED the AMF sends N2 SM information received from SMF(s).
	Step 7 is carried out for each PDU Session indicated in step 6.
7.	Based on its own policies and configuration and based on the QoS flows and QoS parameters received in the previous step, the W-AGF shall determine what W-UP resources are needed for the PDU session.
	The W-AGF may perform BBF specific resource reservation with the AN, that is, it sets up the L-W-UP resources for the PDU session. This step is specified by BBF for W-5GBAN and by CableLabs for W-5GCAN.
8.	W-AGF notifies the AMF that the FN-RG context in W-AGF was created by sending a N2 Initial Context Setup Response (N2 SM information that provides AN Tunnel Info, List of accepted QoS Flows, List of rejected QoS Flows per PDU Session ID for PDU Sessions whose UP connections are activated).
9.	AMF sends NAS Service Accept to W-AGF.
10.	All steps after step 14 in TS 23.502 [3] figure 4.2.3.2-1 are performed for each requested PDU session user plane.
When the FN-RG CM state in W-AGF is CM-CONNECTED over W-5GAN access and the network receives downlink data for a PDU Session over wireline access that has no user plane connection, the steps 1-4a in TS 23.502 [3], clause 4.2.3.3 (Network Triggered Service Request) shall be performed with the following exceptions:
-	The (R)AN corresponds to an W-AGF.
-	The UE corresponds to the FN-RG.
-	In step 4a, the steps 6-10 in figure 7.2.2.2-1 are performed to establish the L-W-UP resources and to establish N3 tunnel. In step 6, the AMF does not send the NAS Service Accept message to the UE.


**** Next Change ****

[bookmark: _Toc19107144][bookmark: _Toc27840909]7.2.3.1	5G-RG Configuration Update via W-5GAN Access
The 5G-RG Configuration Update procedures via W-5GAN may be used by the network at any time to update 5G-RG configuration which includes:
-	Access and Mobility Management related parameters decided and provided by the AMF. This includes the Configured NSSAI and its mapping to the Subscribed S-NSSAIs, the Allowed NSSAI and its mapping to Subscribed S-NSSAIs.
-	5G-RG Policy (i.e. URSP) provided by the PCF.
The procedure described in TS 23.502 [3] clause 4.2.4.2 is used for the AMF to change the 5G-RG configuration for access and mobility management related parameters, with the following differences and clarifications:
-	The UE is replaced by the 5G-RG.
-	The (R)AN corresponds to the W-5GAN..


Figure 7.2.3.1-1: 5G-RG Configuration Update procedure for access and mobility management related parameters
-	In Step 0, the AMF determines the necessity of 5G-RG configuration change due to various reasons, but UE mobility change is not applicable in this release of specification. If a 5G-RG is in CM-IDLE, the AMF can wait until the 5G-RG is in CM-CONNECTED state as Network Triggered Service Request is not applicable.
-	In step 1, the AMF sends UE Configuration Update Command to the 5G-RG. The following parameters are not included: Mapping Of Allowed NSSAI, Configured NSSAI for the Serving PLMN, Mapping Of Configured NSSAI, MICO, Operator-defined access category definitions, SMS Subscribed Indication.
-	Step 2c is not applicable in this procedure.
- 	Step 2d refers to the 3GPP access' lower layers, and only applies to 5G-RG that has both wireline and 3GPP access capabilities.
	Step 3a is not applicable since it is only for NAS parameters that can be updated without transition from CM-IDLE are included, e.g. MICO mode.
The procedure for UE Configuration Update procedure for transparent UE Policy delivery described in TS 23.502 [3] clause 4.2.4.3 is used for the PCF to change or provide new 5G-RG policies in the 5G-RG, with the following differences:
-	The UE is replaced by the 5G-RG.
-	The (R)AN corresponds to the W-5GAN.
-	The means for carrying NAS messages between 5G-RG and W-AGF within the W-GAN are to be defined by BBF.
-	Step 2 is not applicable since the Network Triggered Service Request is not applicable in case of W-5GAN.


Figure 7.2.3.1-2: 5G-RG Configuration Update procedure for transparent UE Policy delivery


**** Next Change ****

[bookmark: _Toc27840910]7.2.3.2	FN-RG related Configuration Update via W-5GAN Access
The FN-RG related Configuration Update procedures via W-5GAN may be used by the network at any time to update FN-RG configuration in W-AGF which includes:
-	Access and Mobility Management related parameters decided and provided by the AMF. This includes the Configured NSSAI and its mapping to the Subscribed S-NSSAIs, the Allowed NSSAI and its mapping to Subscribed S-NSSAIs.
-	FN-RG related Policy (i.e. URSP) provided by the PCF.
The W-AGF acts as an N1 termination point on behalf of FN-RG. Therefore, the configuration update procedures described in clause 7.2.3.1, shown in figure 7.2.3.1-1, apply to the FN-RG, with the following additional differences:
-	The 5G-RG is replaced by the W-AGF which is acting as a UE towards the 5GC on behalf of the FN-RG.
-	In step 1 the AMF sends the UE Configuration Update Command to the FN-RG, which is received by the W-AGF terminating the N1 and acting as a UE on behalf of the FN-RG. The W-AGF stores the UE Configuration as defined in clause 9.4. If requested by the AMF, the W-AGF shall acknowledge the UE Configuration Update Command.
- 	Step 2d is not applicable.
-	When requested by the AMF, in step 4 the W-AGF starts the registration procedure described in clause 7.2.1.3.
-	The Emergency service is not applicable.




Figure 7.2.3.2-1: FN-RG related Configuration Update procedure for access and mobility management related parameters
The procedure of UE Configuration Update procedure for transparent UE Policy delivery described in TS 23.502 [3] clause 4.2.4.3 is used by the PCF to change or provide new FN-RG policies in the W-AGF, with the following differences:
-	The UE is replaced by the W-AGF which is acting as a UE towards the 5GC on behalf of the FN-RG.
-	The (R)AN corresponds to the W-5GAN.
-	The FN-RG is only registered over W-5GAN.
-	Step 2 is not applicable since the Network Triggered Service Request is not applicable in the case of W-5GAN.
-	In step 3, the W-AGF receives the delivery of UE policies on behalf of FN-RG.
-	The FN-RG policies are managed by W-AGF as defined in clause 9.5.2.2.
How the W-5GAN applies the configuration update to the wireline network is to be defined by the BBF for the FN-BRG and by CableLabs for the FN-CRG.
The operator may configure the W-AGF locally by provisioning means not specified by 3GPP as an alternative to the Configuration Update procedure for UE Policy delivery. The 3GPP Configuration Update will take precedence over a locally configured policy for FN-BRGs or FN-CRGs being serviced by the 5GC.


Figure 7.2.3.2-2: FN-RG related Configuration Update procedure for transparent UE Policy delivery
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*** End of Change ***
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