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Discussion
* * * * Start of the 1st Change * * * * 

6.0
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* * * * Start of the 2nd Change * * * * 

6.X
Solution #X: Network based IP address replacement for traffic subject to edge computing
6.X.1
Description

This solution addresses KI#2: Edge relocation, two following major aspects are covered:

· How to handle UE IP address change without EAS awareness;

· How to handle EAS IP address change without UE awareness.

6.X.2
Procedures

6.X.2.1 Handle UE IP address change without EAS awareness

6.X.2.1.1 UE IP Address Replacement Preparation

The SMF and UL CL/BP UPF need to be enhanced to support UE IP address replacement.

When the PDU Session is established, the first allocated UE IP address (i.e. marked as UE Anchor IP address) used for locally routing the traffic subject to edge computing for this PDU Session will be stored in the UE context for this PDU Session in SMF.
When a new IP address is allocated to the UE for the PDU Session due to PSA UPF relocation, the SMF stores both the UE Anchor IP address and the UE Current IP address in the UE’s PDU Session context, further the SMF sends the UE’s PDU Session context to UL CL/BP UPF and UL CL/BP UPF stores them.
Whenever the UL CL/BP UPF is relocated, the SMF sends both the UE Anchor IP address and UE Current IP address in the UE’s PDU Session context to the target UL CL/BP UPF.
6.X.2.1.2 UE IP Address Replacement in 5GC
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Figure 6.X.2.1-1: Replace UE IP address in 5GC for UL and DL traffic
In UL CL/BP UPF:

· For the uplink traffic, the source IP address will be replaced with the UE Anchor IP address; 
· For the downlink traffic, the destination IP address will be replaced with the current UE IP address.
From the EAS viewpoint, the UE IP address is never changed during the lifetime of the PDU Session.
NOTE: This solution assumes special tunnelling mechanism is used for the N6 interface between local PSA UPF and local DN in order to ensure the downlink traffic is not routed to the first PSA UPF which assigns the first IP address for the PDU Session; otherwise, the downlink traffic routing will be not optimal since the downlink traffic will be always routed through the first PSA UPF.
6.X.2.2 Handle of EAS IP address change without UE awareness

The AF, SMF and UL CL/BP UPF needs to be enhanced to support the EAS IP address replacement.

6.X.2.2.1 EAS IP Address Replacement Preparation
The SMF and UL CL/BP UPF need to maintain the following information for EAS IP address replacement:

· Anchor EAS IP address(es): This can be the IP address, IP address list or IP address range. One of the IP address will be discovered by UE during EAS discovery procedure, from UE viewpoint, this IP address doesn’t change during the lifetime of a PDU Session, as such, re-discovery of EAS is not needed for the PDU Session.

· Serving EAS IP address(es) per DNAI: For each target DNAI pointing to a local DN, where the outbound traffic will be routed to, the AF provides the IP address(es) of EAS in the local DN, which will be used for replacement in 5GC.  

Above information can be provisioned to SMF using AF Influence procedure with enhancement described in clause 6.X.2.2.3 and 6.X.2.2.4.
6.X.2.2.2 EAS IP Address Replacement in 5GC
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Figure 6.X.2.2.2-1: EAS IP Address Replacement in 5GC

In UL CL/BP UPF:
· For uplink traffic, the destination IP address falling into the list of Anchor EAS IP address is replaced with one of the Serving EAS IP address(es) per DNAI;

· For downlink traffic, the source IP address of the current Serving EAS is replaced with the Anchor EAS IP address for the UE.
6.X.2.2.3 AF based EAS IP address replacement in 5GC not identified by a UE

The AF influence content information defined in clause 5.6.7.1 of TS 23.501[2] needs to include following additional information:

· Anchor EAS IP address(es): This can be the IP address, IP address list or IP address range. One of the IP address will be discovered by UE during EAS discovery procedure, from UE viewpoint, this IP address doesn’t change during the lifetime of a PDU session, as such, re-discovery of EAS is not needed for the PDU Session.

· Serving IP address(es) per DNAI: For each target DNAI pointing to a local DN, where the outbound traffic will be routed to, the AF provides the IP address(es) of EAS in the local DN, which will be used for replacement in 5GC.  

As described in clause 4.3.6.2 of TS 23.502[3], the AF influence information (defined in table 5.6.7-1 of 23.501[2]) with above enhancement will be provided to 5GC by AF via NEF and further provided to PCF and SMF, SMF will configure the UL CL/BP UPF with the aforementioned EAS IP address replacement information. 
6.X.2.2.3.1 Processing AF requests to influence traffic routing for Sessions not identified by a UE
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Figure 6.X.2.2.3.1-1: Processing AF requests to influence traffic routing for Sessions not identified by an UE address

NOTE 1:
The 5GC functions used in this scenario are assumed to all belong to the same PLMN (HPLMN in non-roaming case or VPLMN in case of a PDU Session in LBO mode).

NOTE 2:
Nnef_TrafficInfluence_Create or Nnef_TrafficInfluence_Update or Nnef_TrafficInfluence_Delete service operations invoked from an AF located in the HPLMN for local breakout and home routed roaming scenarios are not supported.

1.
To create a new request, the AF invokes an Nnef_TrafficInfluence_Create service operation. The content of this service operation (AF request) is defined in clause 5.2.6.7. The request contains also an AF Transaction Id. In case it subscribes to events related with PDU Sessions the AF indicates also where it desires to receive the corresponding notifications (AF notification reporting information).

To update or remove an existing request, the AF invokes an Nnef_TrafficInfluence_Update or Nnef_TrafficInfluence_Delete service operation providing the corresponding AF Transaction Id.

2.
The AF sends its request to the NEF. If the request is sent directly fom the AF to the PCF, the AF reaches the PCF selected for the existing PDU Session by configuration or by invoking Nbsf_management_Discovery service.


The NEF ensures the necessary authorization control, including throttling of AF requests and, as described in clause 4.3.6.1, mapping from the information provided by the AF into information needed by the 5GC.

3.
(in the case of Nnef_TrafficInfluence_Create or Update): The NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = AF Transaction Internal ID, S-NSSAI and DNN and/or Internal Group Identifier or SUPI).

NOTE 3:
Both the AF Transaction Internal ID and, S-NSSAI and DNN and/or Internal Group Identifier or SUPI are regarded as Data Key when the AF request information are stored into the UDR, see Table 5.2.12.2.1-1.


(in the case of Nnef_TrafficInfluence_delete): The NEF deletes the AF requirements in the UDR (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = AF Transaction Internal ID).


The NEF responds to the AF.

4.
The PCF(s) that have subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI) receive(s) a Nudr_DM_Notify notification of data change from the UDR.

5.
The PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF updates the SMF with corresponding new PCC rule(s) by invoking Npcf_SMPolicyControl_UpdateNotify service operation as described in steps 5 and 6 in clause 4.16.5.


If the AF request includes a notification reporting request for UP path change, the PCF includes in the PCC rule(s) the information required for reporting the event, including the Notification Target Address pointing to the NEF or AF and the Notification Correlation ID containing the AF Transaction Internal ID.

6.
When a PCC rule is received from the PCF, the SMF may take appropriate actions to reconfigure the User plane of the PDU Session such as:

-
Adding, replacing or removing a UPF in the data path to e.g. act as an UL CL or a Branching Point e.g. as described in clause 4.3.5.

-
Allocate a new Prefix to the UE (when IPv6 multi-Homing applies)
-
Updating the UPF in the target DNAI with new traffic steering rules


Subscribe to notifications from the AMF for an Area Of Interest via Namf_EventExposure_Subscribe service operation.

-
Updating the UL CL/BP UPF with the added AF influence information for EAS IP address replacement.
6.X.2.2.4 AF based EAS Load Rebalancing in 5GC identified by UE(s)

For load balancing purpose, the AF may move some UE(s) from the source EAS to target EAS in the same local DN identified by the DNAI.

The AF influence content information defined in clause 5.6.7.1 (table 5.6.7-1) of TS 23.501[2] needs to include following additional information:

· List of UE IP address and port number: The IP address and port number of the UE(s) whose traffic should be moved from source EAS to target EAS in the same local DN identified by DNAI.

· Source EAS IP address for the impacted DNAI: The IP address of source EAS in local DN identified DNAI which is currently serving the UE(s).

· Target EAS IP address for the impacted DNAI: The IP address of target EAS in local DN identified DNAI which the edge application traffic will be moved to.
6.X.2.2.4.1 Transferring an AF request targeting an individual UE address to the relevant PCF
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Figure 6.X.2.2.4.1-1: Handling an AF request targeting an individual UE address to the relevant PCF
Depending on the AF deployment (see TS 23.501 [2], clause 6.2.10), the AF may send the AF request to PCF directly, in which case step 1 is skipped, or via the NEF.

1.
[Conditional] If the AF sends the AF request via NEF, the AF sends Nnef_TrafficInfluenceCreate/Update/Delete Request targeting an individual UE address to the NEF. This request corresponds to an AF request to influence traffic routing that targets an individual UE address.


When NEF receives an AF request from AF, the NEF ensures the necessary authorization control and , as described in clause 4.3.6.1, mapping from the information provided by the AF into information needed by the 5GC. The NEF responds to the AF.

2.
[Conditional] AF/NEF consumes Nbsf_Management_Discovery service operation (providing at least the UE address) to find out the address of the relevant PCF if the PCF address is not available on the NEF based on local configuration, otherwise step 1 is skipped.

NOTE:
The AF/NEF finds the BSF based on local configuration or using the NRF.

3.
BSF provides the PCF address in the Nbsf_Management_Discovery response to AF/NEF.

4.
If step 1 was performed, NEF invokes the Npcf_PolicyAuthorization service to the PCF to transfer the AF request. If an AF sends the AF request directly to the PCF, AF invokes Npcf_PolicyAuthorization service and the PCF responds to the AF.
5.
The PCF updates the SMF with corresponding new PCC rule(s) with PCF initiated SM Policy Association Modification procedure as described in clause 4.16.5.2. When a PCC rule is received from the PCF, the SMF may take appropriate actions, when applicable, to reconfigure the User plane of the PDU Session, such as:

-
Adding, replacing or removing UPF(s) in the data path, e.g. to act as UL CL, Branching Point, and/or PDU Session Anchor e.g. as described in clause 4.3.5.

-
Allocate a new Prefix to the UE (when IPv6 multi-Homing applies).

-
Updating the UPF regarding the target DNAI with new traffic steering rules.

-
Subscribe to notifications from the AMF for an Area Of Interest via Namf_EventExposure_Subscribe service operation.

-
Updating the UL CL/BP UPF with the additional AF influence information to re-enforce the updated replacing EAS IP address(es) per DNAI and replace the source EAS IP address with the target EAS IP address for the specific DNAI for specific UEs identified by list of target UE identifier(s), or the list of UE IP address and port number. If the list of UE IP address and port number is not included, all the UEs the source EAS is currently serving will be moved to the target EAS.
6.X.3
Impacts on Existing Nodes and Functionality
Handling UE IP address replacement:

SMF:

· store the UE Anchor IP address and UE Current IP address in the UE’s PDU Session context;

· send the UE Anchor IP address and UE Current IP address to UL CL/BP UPF.

UL CL/BP UPF:

· receive and store the UE Anchor IP address and UE Current IP address in the UE’s PDU Session context;

· replace the UE Current IP address with UE Anchor IP address for uplink traffic subject to edge computing;
Handling EAS IP address replacement:

AF:

· support additional AF Influence information for EAS IP address replacement;

· send the additional AF Influence information for EAS IP address replacement to 5GC.

PCF:

· receive and store additional AF Influence information for EAS IP address replacement;

· send the additional AF Influence information for EAS IP address replacement to SMF.

SMF:

· receive and store additional AF Influence information for EAS IP address replacement;

· send the additional AF Influence information for EAS IP address replacement to UL CL/BP UPF.

UL CL/BP UPF:

· receive and store additional AF Influence information for EAS IP address replacement;

· Enforce the EAS IP address replacement.

* * * * End of Changes * * * * 
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