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Discussion
This paper introduces a solution for Key Issue #2: Multiple NWDAF instances.

When multiple NWDAFs are deployed in a network it is beneficial if the analytics performed in one NWDAF can be shared with another NWDAF, so that the latter is relieved from computing analytic reports that have been already computed by the former. An example is when a local (possibly co-located) NWDAF performs the analytics for specific Analytics IDs for the UEs in the NFs service area, and a central NWDAF would like to either directly make us of the analytics or use the analytics produced as sub-analytics in its own production of another Analytics ID (an use case example is BDT where mobility sub-analytics may be done in a local NWDAF and the overall BDT analytics is done centrally). A characteristic of this scenario is that the local NWDAF is not pre-configured with the UEs it needs to perform analytics for. Consequently, a central NWDAF cannot, a priori, determine if a local or co-located NWDAF is providing analytic reports for a given UE.
The above requires a mechanism for the requesting NWDAF to discover and select which of the various NWDAF NFs are able to deliver analytics. What is lacking to accomplish this is the possibility to determine which NWDAF instances are serving a UE, especially for Analytics subscriptions. This is done for each other type of NF in TS 23.288 in Table 6.2.2.1-2: NF Services consumed by NWDAF to determine which NF instances are serving a UE.
This contribution introduces a mechanism that enables a requesting NWDAF to determine which NWDAF instances are serving a UE for an Analytics ID. 
*** Start of changes (All new text) ***
6.X
Solution for Key Issue #2: Discovery and selection of UE-specific NWDAFs
6.X.1
Description

This is a solution for Key Issue #2, Multiple NWDAF instances.

When multiple NWDAFs are deployed in a network it is beneficial if the analytics performed in one NWDAF can be shared with another NWDAF, so that the latter is relieved from computing analytic reports that have been already computed by the former. An example is when a local (possibly co-located) NWDAF performs the analytics for specific Analytics IDs for the UEs in the NFs service area, and a central NWDAF would like to either directly make use of the analytics or use the analytics produced as sub-analytics in its own production of another Analytics ID (an use case example is BDT where mobility sub-analytics may be done in a local NWDAF and the overall BDT analytics is done centrally). A characteristic of this scenario is that the local NWDAF is not pre-configured with the UEs it needs to perform analytics for. Consequently, a central NWDAF cannot, a priori, determine if a local NWDAF is providing analytic reports for a given UE.
Figure 6.x.1-1 illustrates the architecture of the solution, where a Central NWDAF NF requests analytic reports from one of the multiple local NWDAF NFs. Each of these local NWDAF NFs is serving a number of UEs. However, the allocation of UEs to a local NWDAF is not static, but dynamic in nature. Assume, e.g., that each local NWDAF NFs is co-located to an AMF NFs. When a UE registers to the network, it is served by an AMF and its co-located NWDAF for certain analytic reports. A central NWDAF that is interested in requesting analytics for a UE must discover the existence of this local NWDAF for a given UE and given analytic reports. In the figure, Local NWDAF 1 is associated to AMF 1; Local NWDAF 2 is associated to AMF2.
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Figure 6.x.1-1: Central and local NWDAF architecture
6.x.1.1 Registration procedure

The solution reuses the principles of 3GPP Release 15, where UDM is informed and aware of which AMF and SMF NFs are serving a given UE, due to the registration of AMF and SMFs into UDM.
In this solution, local NWDAFs serving particular UEs for certain analytic reports register with NRF as any regular NWDAF. This registration includes the data described in 3GPP TS 23.501 [2] clause 6.2.6 and 3GPP TS 23.288 [5] clause 5.1.

In addition to the regular registration, local NWDAFs serving particular UEs for certain analytic reports register with UDM as an associated local NWDAF to an AMF which is serving a UE. This registration in UDM includes the UE ID it is serving, local NWDAFs FQDN or IP address local NWDAF NF instance ID, and the Analytics IDs it is able to produce for such UE. This registration takes place at the time when the local NWDAF receives a subscription or optionally a one-time request for a UE. Usually this request for analytics is received from its co-located NF (e.g., AMF, SMF).
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Figure 6.x.1.1-1: Registration of local NWDAF in UDM
Figure 6.x.1.1-1 shows a registration procedure. 

1.
A NF such as an SMF or AMF is elected to serve a UE identified by its UE ID. This can be part of, e.g., a registration procedure, AMF re-allocation, PDU session establishment, etc.

2.
The NF (e.g., AMF, SMF) requests analytic reports for this UE to its local NWDAF using regular procedures specified in 3GPP TS 23.288 [5].
3.
Local NWDAF accepts the request

4.
Local NWDAF invokes Nudm_UECM_Registration (SUPI, NWDAF FQDN, NWDAF NF instance ID, Analytics ID, S-NSSAI)
5.
UDM acknowledges the registration of the local NWDAF.
6.x.1.2 Discovery procedure

When a central NWDAF is instructed to produce analytic reports for a UE, it may well benefit from existing analytic reports produced by local NWDAFs. The central NWDAF first needs to discover if a local NWDAF is producing analytic reports for this UE and Analytics ID. The procedure is illustrated in Figure 6.x.1.2-1.
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Figure 6.x.1.2-1: Discovery of local NWDAF
1.
Central NWDAF, e.g., due to a request for collecting analytic reports for a UE, starts a data collection procedure for such UE.

2.
Central NWDAF discovers the UDM that is serving the UE by invoking the procedures specified in 3GPP TS 23.501 [2] clause 6.3.8, e.g., making a query to the NRF based on SUPI. As a result, central NWDAF obtains the address of the UDM NFs serving this UE.
3.
Central NWDAF selects a UDM NF and sends a Nudm_UECM_Get request (NWDAF type, SUPI, Analytics ID, S-NSSAI).

4.
Central NWDAF obtains the address of the local NWDAF that is producing analytic reports for that UE and Analytics ID.
5.
Central NWDAF requests analytics from the local NWDAF

6.X.2
Impacts on Existing Nodes and Functionality
Local NWDAF: Additional registration into UDM on a per UE/Analytics ID basis.
Central NWDAF: Discovery of existence of local NWDAF for a UE and Analytics ID in UDM. Interaction to request the analytic report.
UDM: Enhanced Nudm_UECM procedure with new data set for storing NWDAF registrations.
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