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Abstract of the contribution: This contribution proposes a solution for KI#2, in particular for controlling the maximum number of PDU sessions per slice.
1.
 Proposal
It is proposed to adopt the following solution in TR.23.700-40 for KI #2.
*** 1st change (all new text) ***
6.X
Solution #n: Handling maximum number of sessions using NF status
6.X.1
Introduction

Editor's note:
This clause lists the key issue(s) addressed by this solution.
This solution addresses key issue #2 in particular for the maximum number of PDU sessions per slice based on the quota.

6.X.2
High-level Description

Editor's note:
This clause outlines solution principles, assumptions and high-level architectures, etc.
Based on the slice configuration (called quota), each slice (defined per S-NSSAI) is associated with the maximum number of PDU sessions concurrently supported by the network slice. Based on this value, the 5GS performs the actions including the slice selection, the NF selection, and the session management control. This solution is based on the functionality of NRF, i.e., collection of NF status information and provisioning this to the other NFs.
The high level description of the solution is as follows:

1) It is assumed that there is a slice-specific level NRF in the network. The NRF collects the status of SMFs in the slice (i.e., the number of PDU sessions currently served by each SMF), and it calculates the per slice value. For doing this, the NRF and the SMF use the status updating procedures supported in SBI. 
NOTE: This operation is per SMF instance basis, and accordingly the NRF does not need to process/store any UE-related context information. How to support the reliable operation of NRF, e.g., using redundancy mechanism, is up to implementation.
2) The NRF provides per slice information (i.e., the number of PDU sessions per slice or the condition of reaching the quota) to AMF(s) by using the status notification procedure and/or using the discovery response.
3) If the maximum limit is reached, the AMF rejects the session setup request from the UE with a proper cause value.
Editor’s Note: How to support roaming scenario is FFS.
Editor’s Note: How to support the scenario with SCP is FFS.
6.X.3
Procedures

Editor's note:
This clause describes services and related high-level procedures for the solution.
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Figure 6.X.X Procedure for controlling the number of sessions per slice
1. Slice-specific level NRF collects the status of SMFs in the slice, i.e., the number of PDU sessions currently served for the slice (S-NSSAI) by using the NF management services. How frequently this status information can be gathered/reported from the SMFs is based on the operator’s configuration.
2. The NRF calculates the sum of PDU sessions currently established for the slice. 
3. The NRF provides per slice status information to AMFs in the slice. To doing this, it is assumed that the AMFs have subscribed to the NRF for being notified with the information and the NRF provides the same information to all AMFs in the slice.
NOTE: Steps 1, 2 and 3 can be performed independently from the other steps. 
4. UE sends a PDU session establishment request for the slice. 
5. Upon receiving the session setup request, the AMF determines whether a new session can be established for the slice or not based on the information received in step 2. If the session setup is not possible because of reaching the limitation, step 6 is skipped.
6. AMF may perform discovery and selection procedure for selecting an SMF for the slice. If there are available sessions and SMF(s), the AMF performs SM procedure as per the UE request.
7. The AMF sends the PDU session establishment response to the UE. If the slice quota has been reached, the AMF also provides the rejection cause and back-off timer.
6.X.4
Impacts on existing services and interfaces

Editor's note:
This clause describes impacts to existing services and interfaces.

NRF: calculating per slice sessions number by using SMF status information and provisioning to AMF.
AMF: processing the session setup request based on the per slice information.
SMF: reporting the per slice session status information to NRF.
UE: handling new rejection cause.
*** Start of 2nd changes ***

6.0
Mapping Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues

	Solution#'s
	Solution Titles
	Key Issue#'s

	1
	PCF measurement based Network Slice SLA control for Maximum Number of UEs parameter
	1

	2
	Max number of UEs per Network Slice control at registration
	1

	3
	AMF/NSSF based counting of UEs in a Network Slice
	1

	4
	NWDAF enhancements for supporting of network slice quota on the maximum number of UEs
	1

	x
	Handling maximum number of sessions using NF status
	2


3GPP


UE
AMF
SMF
NRF
1. Collecting the number of 
sessions per S-NSSAI from SMFs
4. PDU session establishment request (S-NSSAI, DNN)
6. SMF selection and session setup procedure
7. PDU session establishment response
3. Providing slice status information to AMF
2. Calculating the number of
sessions per S-NSSAI
5. Deciding new session
can be established or not



