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Abstract of the contribution: This paper provides update to solution #1 for standalone non-public network supporting service providers.
Discussion
Based on the feedback received for Solution#1 during SA2#136 meeting, an Editor’s Note was added to provide clarification on the interfaces between the SNPN and service providers. In this contribution, we have updated the figures to provide the interfaces between the SNPN and service providers to address the Editor’s Note. 
Proposal

It is proposed to approve the following changes to the TR 23.700-07 "Study on enhanced support of Non-Public Networks".
*** Start of changes ***
6.1
Solution #1: Standalone non-public network supporting service providers

6.1.1
Introduction

The solution addresses key issue #1 (Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN).
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Figure 6.1.1-1: Standalone Non-public network supporting service providers
NOTE:
The entity separate from the SNPN is referred to as service provider. It can be either a PLMN or an SNPN. In the case service provider is an SNPN, SNPN owns a 5GC including at least an AUSF and a UDM. In case the service provider is a PLMN, PLMN owns 5GC including at least an AUSF and a UDM.

The following are the main principles of the solution:

-
In figure 6.1.1-1, the standalone non-public network (SNPN) takes the role of a visited network and the service provider is the home network.


-
The Service Provider owns the subscription of the UE(s) and Standalone NPN provides access and connectivity for the UE.
-
For each subscription with a service provider, the UE is configured with an "Equivalent Home Service Provider" or a “Service Provider Controlled Network Selector” list that assists the UE in network selection.

6.1.2
Functional Description
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Figure 6.1.2-1: Standalone Non-public network supporting service continuity based on the home-routed roaming architecture for services provided by the PLMN (in the role of a home network)
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Figure 6.1.2-3:Standalone Non-public network supporting service continuity based on the home-routed roaming architecture for services provided by the SNPN (in the role of a home network)
The solution has the following assumptions:

-
The service provider has an agreement with the standalone non-public network.

-
A standalone non-public network has control plane and optionally user plane interfaces with one or more service providers. At the minimum, the 5GC of the SNPN needs to have an interface with the AUSF/UDM residing in the Service Provider network. Presence of other interfaces depends on the NFs present in the 5GC of the SNPN and this is left up to deployment choice.

-
SNPN access mode in the UE as defined in Rel-16 is not required to be supported because the network selection is controlled via configured lists (refer below to the "Equivalent Home Service Provider” list and "Service Provider Controlled Network Selector" list) which include a mix of both PLMN IDs and “service provider IDs” (i.e. PLMN ID + NID tuples) and the SNPN selection is fully integrated into PLMN selection as specified in TS 23.122.
NOTE 1:
 In Rel-16, the purpose of SNPN access mode was to serve as a ‘switch’ between SNPN selection (specified in TS 23.501) and PLMN selection (specified in TS 23.122) whereby the UE is instructed to use either SNPN selection or PLMN selection, but not both at the same time.
NOTE 2:
 Rel-16 UEs are not impacted by this solution as they can continue using SNPN access mode.

Editor’s note: It is FFS how to handle the case of Rel-17 UE attempting to register with a Rel-16 SNPN.
The solution is based on the following principles: 

-
The UE has subscription with service provider identified with a service provider ID. The service provider identifier may be a PLMN ID or PLMN ID+NID.

-
When the service provider of the UE is a PLMN, the UE subscription data and credentials are stored at the UDM/UDR of the PLMN. This is represented in Figure 6.1.2-1, where UE has subscription with the service provider which is a PLMN and the UE is authorized to services provided by the PLMN.

-
The stand-alone non-public network can provide local services to the UE using the local breakout architecture or provide access to the service provider services using the home-routed roaming architecture.

-
When the service provider of the UE is a PLMN, the standalone non-public network selects the session management function and PDU Session Anchor (PSA) in the PLMN to support PDU sessions that require service continuity using the home-routed roaming architecture.

-
Mobility in the absence of the N14 interface between SNPN and PLMN is handled by the "Existing PDU Session" indication in the PDU Session Establishment Request.

-
When the service provider of the UE is a SNPN, the UE subscription data and credentials are maintained by the SNPN. This is represented in Figure 6.1.2-3, where UE has subscription with the service provider which is a SNPN and the UE is authorized to services provided by the SNPN.

-
The NG-RAN nodes in the standalone non-public network broadcasts the following:

-
List of combined PLMN IDs and NIDs identifying the standalone non-public networks to which the NG-RAN provides access.

-
The UE shall be configured with the following:

-
Subscriber identifier and credentials for the subscribed service provider (which is identified by PLMN ID or a combination of PLMN ID and NID).

-
An "Equivalent Home Service Provider” list which is modelled based on the EHPLMN list defined in TS 23.122 [5].This list can include both PLMN ID and combination of PLMN ID and NID ranked in priority order. Alternatively, the UE may be configured with an "Service Provider Controlled Network Selector" list which is modelled based on the Operator Controlled PLMN Selector with Access Technology list defined in TS 23.122 [5].

6.1.3
Procedures

The UE configuration is described in clause 6.1.2.

The principles for standalone non-public network discovery and selection with support for service providers is as given below:

-
UE has subscription with a service provider identified in the configured lists in the UE by its PLMN ID or combination of PLMN ID and NID. (For example - identified as SP#X).

-
SP#X has an agreement with standalone non-public network (NPN#A) that is identified in the information broadcasted on the radio interface by its combination of PLMN ID and NID (For example - identified as NPN#A), allowing the UEs that have subscription with SP#X to access the services of SP#X via NPN#A.

-
The UE has a stored "Equivalent Home Service Provider" list or "Service Provider Controlled Network Selector" list that contains both SP#X and NPN#A.

-
The radio access network of NPN#A broadcasts its own ID i.e., NPN#A.

-
The UE which has subscription with SP #X selects NPN #A since NPN #A is configured in UE's "Equivalent Home Service Provider" list or "Service Provider Controlled Network Selector" list.

NOTE:
If the information broadcasted on the radio interface of the SNPN includes SP#X, the UE selects this SNPN.
-
Once the network selection is complete, the UE registers with the network by providing the UE identity and credential corresponding to the service provider. It is assumed that the authentication request is routed to UDM in the service provider's administrative domain.
-
If during network selection the UE has exhausted all the PLMN ID or PLMN ID + NID tuples in the configured list without finding a match with the information advertised on the radio interface, the UE does not attempt to register with the SNPN.
-
If the UE has subscriptions with multiple service providers, this solution assumes that the user selects the subscription which it wants to use before network selection is triggered.
*** End changes ***
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