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Abstract

We propose a simple way to integrate existing fixed network Virtual Private Network (IP-VPN and EVPN) solutions with 5G-VN. This not only addresses several limitations in existing Rel16 5G-VN solutions, but also allows operators to provide seamless integrated VN services to both 5G UEs and fixed network IP/E-VPN CEs (Customer Equipment, analogous to 5G UEs in this context).
1 Introduction
There are several limitations to 5G-VN services as currently specified in Rel16 23.501. They have been discussed with various solution proposals in various TDOCs, e.g. S2-1903312/1905197, S2-1905040 and S2-1905681.
These problems/limitations are real and they can actually be addressed by integrating existing fixed network solutions, as several parties have alluded to. This document summarizes various discussions/proposals that have been brought up before, attempting to drive consensus and explore the feasibility of addressing the problems as part of TEI17.
[bookmark: _Hlk529997035]2 Background
Some texts in this document are borrowed verbatim from some existing TDOCs.
2.1 S2-1903312 - MAC Learning and UPF Autonomous Forwarding
Nokia’s S2-1903312 discusses 5G LAN group communication with UPF autonomous traffic forwarding. Its companion CR TDOC S2-1903311 was revised to S2-1905197 but was only NOTED in SA2#133 @ Reno.
It points out the following issue of existing forwarding method based on PDR/FAR rules setup by SMF:
[bookmark: _Hlk5027336]this requires the SMF to provision every UPF with all the possible target addresses of UE(s) served by other UPFs. For Ethernet traffic, this further requires the SMF to be notified by each UPF whenever a UPF discovers a new MAC address behind the UE.
It proposes UPF autonomous forwarding based on MAC learning without involving SMF:
1. [bookmark: _Ref27637129]A UPF learns MAC addresses associated with or behind a UE based on frames received from the UE and forward frames with learned destination addresses accordingly
2. A UPF floods frames with unknown destination addresses to all N6/N19 interfaces
3. Frames received over N19 with unknown destination address are dropped

This is somewhat like fixed network VPLS (a solution pre-dating EVPN) but is not quite the same, and it has some limitations/issues.
While S2-1905197 did not progress further, 5.8.2.5.3 of 23.501-g30 does already talk about forwarding based on learnt MAC addresses. It’s not in the context of 5G-VN but should be applicable to 5G-VN as well. It does have the following limitations listed in 23.501-g30:
NOTE 1:	The UPF can consider a PDU Session or a N6 interface to be active or inactive in order to avoid forwarding loops. User data traffic is not sent on inactive PDU sessions or inactive N6 interface. This release of the specification does not further specify how the UPF determines whether a PDU Session or N6 interface is considered active or inactive.
NOTE 2:	This release of the specification supports only a single N6 interface in a UPF associated with the N6 Network Instance.
Both notes would be addressed if the proposal in this document is adopted.
2.2 S2-1905681 - MAC Learning/Mobility among UPFs
Huawei’s S2-1905681 covers three topics: a) (Non-autonomous) Forwarding based on PDR/FAR rules set up by SMFs b) UE mobility among UPFs with SMF involvement c) Inter-UPF MAC learning.
S2-1905681 is not supportive of UPF autonomous forwarding, probably because of the complexity of MAC learning when multiple UPFs are involved. That is probably based on the following hypothesis:
1. When there are more than one N6 interface or N19 tunnel (combined), flooding traffic with unknown destination MAC addresses may cause loops
2. As a result, UPFs must pre-learn all MAC addresses to avoid flooding
3. For UPF1 to learn MAC addresses of UE2 anchored at UPF2 w/o SMF involvement before UE2 ever sends a frame to any UE anchored at UPF1, UPF2 needs to proactively have UPF1 learn the UE2 MAC address. A hypothetic method given in the TDOC is having UPF2 flood the initial frames from UE2 everywhere with an “learning” indication so that the receiving UPFs don’t forward that frame but only learn the MAC address.

However, with the widely deployed EVPN (aka E-VPN for Ethernet VPN) with fixed networks, loop-prevention is a resolved issue, traffic with unknown destination MAC address can be safely flooded, and PEs (Provider Edges, similar to UPF as far as EVPN or 5G-VN is concerned) can pre-learn MAC addresses proactively via autonomous control plane signalling. 
2.3 S2-1905040 - IEEE Compatible Ethernet
Following up the autonomous UPF forwarding option and the loop-prevention issue, Ericsson states the following in S2-1905040:
At SA2#132, discussions took place on how to extend the 5G_LAN work with autonomous Ethernet forwarding, triggered by the proposal in S2-1903311. The debate brought forward key questions, including how to keep the Ethernet network loop free, and how to make the 5G solution compatible with IEEE Ethernet technology. 
… The aim of this paper is to assess what is reasonable to support as part of 3GPP Release-16, and propose possible areas of enhancements for future releases. 
It proposes the following:
Proposal 1~6: [Clarify current assumptions and limitations in Rel 16]
Proposal 7: Future releases should study how the use of MAC learning and spanning tree protocol can be integrated into 5G networks in a way that is compatible with IEEE Ethernet networks.
2.4 Integrating Fixed Network IP/E-VPN Solution into 5G-VN
During various discussions related to the above issues, Juniper pointed out the following observations:
1. From the service point of view, 5G-VN (with IP or Ethernet PDU sessions) is no different from the mature and widely deployed IP/E-VPN services in fixed networks
2. The UPF autonomous forwarding, MAC learning, UE mobility, and loop-prevention are solved problems with the IP/E-VPN for fixed networks
3. [bookmark: _Ref27637083][bookmark: _Hlk27411586]There are other features and optimizations in the fixed network IP/E-VPN that are applicable to 5G-VN, even if they have not been brought up and considered for 5G-VN
Therefore, it is to the benefit and advantages of all parties – the 3GPP organization, the vendors, and the operators – if the existing IP/E-VPN solutions can be integrated with 5G-VN.
A slide deck about this was shared in this public email.
Note that IP/E-VPNs are already deployed in MNO networks for backhaul purposes.
2.5 FS_5GLAN_enh
There are several KIs in the proposed SID that are directly or indirectly related to the above topics:
(1) Enhancement of 5G VN group management:
· Whether there is a need to support and how to support 1: N mapping between DNN and 5G VN group, where a UE can belong to multiple 5G VN groups at the same time under the same DNN.
· More efficient support of a large 5G VN group involving multiple N19 tunnels
 (2)  Enhancement of 5G VN group communication:
· Whether and how to support additional user plane efficiency for 5G VN group communication (e.g. due to UE mobility, I-SMF existence)
· [bookmark: _Hlk27411242]Study potential improvements on packet routing and forwarding to support broadcast and multicast communications 
Impacts to 5G VN group management and VN group communication to support 5G LAN-type service for UEs behind RGs.
In particular, packet routing and forwarding to support broadcast and multicast communications is well understood for fixed network IP/E-VPN, where solutions for multicast/broadcast optimization are already widely deployed, or maturely implemented/standardized, or going through standardization process. That is one example of features and optimizations in the fixed network IP/E-VPN solutions that are applicable to 5G-VN, even if they have not been considered for 5G-VN as mentioned above.
3 Proposal
Integrating IP/E-VPN solutions into 5G-VN as discussed in 2.4 will address the issues summarized above. More importantly, it actually only requires minimum change to 23.501, and MNOs have already deployed IP/E-VPNs for backhaul purposes.
Therefore, we propose that the solution for 5G-VN is included as a REI-17 TEI – as the change is minimum and requiring very little WG meeting time. In fact, “UPF autonomous forwarding” is already allowed for 5G-VN IP multicast (following 5WWC IPTV model), and documented for Ethernet PDU in 23.501 Clause 5.8.2.5.3 (though not in the context of 5G-VN).
Specifically, the following changes to 23.501 are proposed as an OPTIONAL way of providing 5G-VN services either standalone or seamlessly integrated with fixed network IP/E-VPN. A companion CR TDOC S2-2000143 is submitted separately.
1. SMF instructs UPFs to autonomously forward 5G-VN traffic based on the UPF’s existing routing/switching functionality, instead of exclusively relying on PDR/FAR rules setup by SMF. The PDR/FAR rules from SMF can still be used on top of autonomous forwarding to apply additional centralized control.

In other words, the 3GPP procedures are only responsible for establishing PDU sessions, which are then treated as logical (analogous to wireline) PE-CE connections in existing IP/E-VPN solutions.
2. Inter-UPF N19 tunnels are NOT used when multiple UPFs are used for a 5G-VN. Rather, inter-UPF communication is over Provider Tunnels among IP/E-VPN PEs and a UPF is an integral part of an IP/E-VPN PE.
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