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1 
Introduction
As currently defined in TR 23.752 clause 6.7.2.6.1:

	The Remote UE is expected to operate within the boundaries of the Mobility Restrictions applicable to the UE to Network Relay UE.

Editor's note: Whether the Mobility Restrictions applicable to the UE-to-Network Relay UE are impacted by those applicable to the Remote UE is FFS.


This contribution proposes how to handle Mobility Restrictions for a Remote UE and UE-to-Network Relay.
2
Discussion
2.1
Background

Mobility restrictions as specified in TS 23.501 include RAT restriction, Forbidden Area, Service Area Restrictions, Core Network type restriction and Closed Access Group. 
RAT Restriction:

-
Proposal 1: a Relay/Remote UE may not use NR PC5 if it is restricted (with RAT restriction) to use NR.

NOTE:
No specific NR PC5 RAT Restriction is deemed necessary as the use of NR PC5 is otherwise subject to specific authorization.
Forbidden Area: 

-
Proposal 2a: a Relay/Remote UE may not use NR PC5, if it is in a Forbidden Area

-
Proposal 2b: a Remote UE should be able to identify upon discovery of a UE-to-Network Relay, whether the UE-to-Network Relay operates in a Forbidden Area (of the Remote UE). The TA in which the UE-to-Network Relay operates should be made visible by the UE-to-Network Relay to the Remote UE. 

Service Area Restrictions – Allowed Area
-
Proposal 3a: Allowed Area is re-used as is for a Relay/Remote UE i.e. the UE is allowed to initiate communication with the network as allowed by subscription.

An implication of the above is that a Remote UE may only communicate with the network if the UE-to-Network Relay with which it is associated operates in an allowed area as well, which is implicit whenever the UE-to-Network Relay operates. This however needs to be spelled out explicitly.

· Proposal 3b: a UE-to-Network Relay may only operate a PC5 relay in an Allowed Area.

Service Area Restrictions – Non-allowed Area

As specified in TS23.501, a Non-allowed area is a service area restricted by subscription whereby a UE and the network are not allowed to initiate Service Request or SM signalling (except for PS Data Off status change reporting) to obtain user services (both in CM-IDLE and in CM-CONNECTED states). The RM procedures in a Non-allowed Area are unchanged compared to when the UE is in an Allowed Area i.e. the UE shall respond to CN paging or NAS Notification (non-3GPP Access) and RAN paging.
-
Proposal 3c: Non-allowed Area is reused as is for a Relay/Remote UE and the network i.e. the UE and the network are not allowed to initiate Service Request or SM signalling to obtain user services (both in CM-IDLE and in CM-CONNECTED states). RM procedures for non-3GPP access aspects are not applicable for the Remote UE.
Core Network type restriction


The L2 relay may only operate in association with 5GC. Thus a Relay/Remote UE may only operate as such in association with 5GC i.e. if not restricted via CN type restriction to use 5GC.
-
Proposal 4: The CN type restriction applies as is to a Relay/Remote UE. A Relay/Remote UE may only operate as a Relay/Remote UE when not restricted to use 5GC.

Close Access Group


For PNI-NPN, a Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG.


With the hierarchical setting Relay UE + Remote UE it is relevant to consider a Remote UE otherwise permitted (or not) to access a CAG cell is equally permitted (or not) to do so via a Relay UE. 
-
Proposal 5a: A UE permitted (resp. not permitted) to access a CAG cell is implicitly permitted (resp. not permitted) to access this CAG cell as a Remote UE via a UE-to-Network Relay. The Allowed CAG list and CAG-only indication apply to a Remote UE.
-
Proposal 5b: similar to Proposal 2b, a Remote UE should be able to identify upon discovery of a UE-to-Network Relay, the CAG IDs with which the UE-to-Network Relay operates. The CAG identifiers with which the UE-to-Network Relay operates should be made visible by the UE-to-Network Relay to the Remote UE.

With respect to Proposals 5a/b, it is therefore possible to assume 

i) 
the Remote UE may only access a CAG cell via a UE-to-Network Relay if and only if this UE-to-Network Relay is also permitted to access this CAG cell.

ii)
the UE-to-Network Relay if operating purely as a relay of communications between a Remote UE and the network could be considered “CAG-neutral” in which case it would always be permitted to access a CAG cell for relay purpose.
It is proposed to focus on item i) in Release 17

-
Proposal 5c: a UE-to-Network Relay is subject to CAG restriction i.e. Allowed CAG list and CAG-only indication whereby it may only relay communications for allowed CAG cells. In accordance with Proposal 5b, the UE-to-Network Relay only provides the allowed CAG identifiers of the cell in which it operates to the Remote UE.
3
Conclusions
The following principles are proposed wrt to operating UE-to-Network Relays and Remote UEs:
Proposal 1: a Relay/Remote UE may not use NR PC5 if it is restricted (with RAT restriction) to use NR.
Proposal 2a: a Relay/Remote UE may not use NR PC5, if it is in a Forbidden Area

Proposal 2b: a Remote UE should be able to identify upon discovery of a UE-to-Network Relay, whether the UE-to-Network Relay operates in a Forbidden Area (of the Remote UE). The TA in which the UE-to-Network Relay operates should be made visible by the UE-to-Network Relay to the Remote UE.
Proposal 3a: Allowed Area is re-used as is for a Relay/Remote UE i.e. the UE is allowed to initiate communication with the network as allowed by subscription.

Proposal 3b: a UE-to-Network Relay may only operate a PC5 relay in an Allowed Area.

Proposal 3c: Non-allowed Area is reused as is for a Relay/Remote UE and the network i.e. the UE and the network are not allowed to initiate Service Request or SM signalling to obtain user services (both in CM-IDLE and in CM-CONNECTED states). RM procedures for non-3GPP access aspects are not applicable for the Remote UE.

Proposal 4: The CN type restriction applies as is to a Relay/Remote UE. A Relay/Remote UE may only operate as a Relay/Remote UE when not restricted to use 5GC.

Proposal 5a: A UE permitted (resp. not permitted) to access a CAG cell is implicitly permitted (resp. not permitted) to access this CAG cell as a Remote UE via a UE-to-Network Relay. The Allowed CAG list and CAG-only indication apply to a Remote UE.

Proposal 5b: similar to Proposal 2b, a Remote UE should be able to identify upon discovery of a UE-to-Network Relay, the CAG IDs with which the UE-to-Network Relay operates. The CAG identifiers with which the UE-to-Network Relay operates should be made visible by the UE-to-Network Relay to the Remote UE.

Proposal 5c: a UE-to-Network Relay is subject to CAG restriction i.e. Allowed CAG list and CAG-only indication whereby it may only relay communications for allowed CAG cells. In accordance with Proposal 5b, the UE-to-Network Relay only provides the allowed CAG identifiers of the cell in which it operates to the Remote UE

pCR 23.752

6.7
Solution #7: Indirect Communication via Layer 2 UE-to-Network Relay UE
6.7.2.6.1
Mobility Restrictions

The Remote UE is expected to operate within the boundaries of the Mobility Restrictions applicable to the UE to Network Relay UE.


RAT Restriction:

-
A UE-to-Network Relay or Remote UE may not use NR PC5 if it is restricted (with RAT restriction) to use NR.
Forbidden Area:

-
A UE-to-Network Relay or Remote UE may not use NR PC5 if it is in a Forbidden Area.

-
A UE-to-Network Relay shall indicate to Remote UEs the Tracking Area of the cell to which the UE-to-Network Relay is connected.
Service Area Restriction: Allowed Area, Non-Allowed Area

-
Allowed Area applies as is for a UE-to-Network Relay and Remote UE. A UE-to-Network Relay (resp. Remote UE) is allowed to initiate communication with the network (resp. with the network via a UE-to-Network Relay) as allowed by subscription.
-
A UE-to-Network Relay may only operate a PC5 relay in an Allowed Area.

-
Non-allowed Area applies as is for a UE-to-Network Relay and Remote UE. The UE (UE-to-Network Relay or Remote UE) and the network are not allowed to initiate Service Request or SM signalling to obtain user services (both in CM-IDLE and in CM-CONNECTED states). RM procedures for non-3GPP access aspects are not applicable for the Remote UE.

Core Network type restriction:
-
The CN type restriction applies as is to a UE-to-Network Relay and Remote UE. A UE-to-Network Relay or Remote UE may only operate as such when not restricted to use 5GC.

Closed Access Group information:

-
A UE permitted (resp. not permitted) to access a CAG cell is implicitly permitted (resp. not permitted) to access this CAG cell as a Remote UE via a UE-to-Network Relay. The Allowed CAG list and CAG-only indication of a UE apply to this UE when it is a Remote UE.
-
A UE permitted (resp. not permitted) to access a CAG cell is implicitly permitted (resp. not permitted) to access this CAG cell as a UE-to-Network Relay. The Allowed CAG list and CAG-only indication of a UE apply to this UE when it operates as a UE-to-Network Relay.
-
A UE-to-Network Relay shall indicate to Remote UEs the CAG identifiers of the CAG the UE-to-Network Relay is permitted to access via the cell to which it is connected. 
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