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Abstract: The paper proposes a solution to address both the KI#1: Discovery of Edge Application Server and the KI#2: Edge relocation. When the EAS serving the UE changes during edge relocation, in order to maintain service continuity, the UE needs to discover and connect to the target EAS. The solution solves this problem by leveraging and enhancing AF influence.
Discussion
This solution addresses the KI#1: Discovery of Edge Application Server and the KI#2: Edge relocation, in the following aspects jointly:
Aspects as defined in the KI#1 for support of efficient discovery of Edge Application Server:
-
How can a UE discover a suitable Edge Application Server to serve the application/UE?
-
Whether and if yes how to support UE rediscovery of Edge Application Server when the previous Edge Application Server becomes non-optimal or unavailable to the UE?
-
Whether the need to ensure the discovery of Edge Application Server and PSA UPF selection and reselection are jointly carried out? If so, how?
Aspects as defined in the KI#2 for support of service continuity:

-
What triggers should be considered, and which functional entities trigger the changes to support service continuity for the scenarios described above.

-
Whether existing SA WG2 mechanisms (e.g. UL-CL/BP insertion/relocation, SSC mode 2/3, AF influence on traffic routing, and LADN) suffice or whether there are gaps to be addressed that could introduce improvements in Quality of Experience compared to existing solutions.

-
How to handle change of the serving EAS (without UE mobility) to support seamless change, e.g. preventing or reducing packet loss.

The solution targets scenarios that on-going application-layer session/service needs to be migrated during edge relocation. When the EAS serving the UE changes during edge relocation, in order to maintain service continuity, the UE needs to discover and connect to the target EAS ASAP. 
Without assuming the EAS notifying the UE about the change or assuming the 5GC providing assistance, this can be achieved by engaging the following two mechanisms at the same time:
-
The OS on the UE does not cache DNS record for the application. 

This can be accomplished by (1) disabling the DNS caching functionality of OS or (2) manipulating the TTL field in DNS response, e.g. by setting the value to 0. Option (1) impacts all applications on the UE, while option (2) can offer per-application level control.
-
The application client on the UE reconnects to the EAS using domain name when disconnected.

The reconnect triggers the OS to query DNS server, and hopefully DNS server returns the target EAS IP address in response. Yet, difficulty is in timely detection of disconnection. TCP keep-alive or retransmission timeout can be used to detect disconnection. But, it brings message overhead and has large delay (breaks service continuity).
When neither the EAS or the 5GC provides support for rediscovery of and reconnection to EAS, as analysed above solution has to rely on special configuration of OS or DNS server and special implementation of the application client, and timely detection of disconnection remains an issue.
The proposal solution addresses the problem by taking a network approach, where the AF influence on traffic routing (TS 23.501, clause 5.6.7) is leveraged and enhanced as follows:

-
In the AF request, the AF provides the domain name of the EAS, the application relocation possibility indication (indicating application relocation is possible) and the "AF acknowledgement to be expected" indication.
-
In the positive AF response to DNAI change notification, the AF provides the target EAS IP address and the UE port number (if available). The UE port number identifies a UE port that the UE uses to connect to the EAS. 

-
After receiving the AF response, the SMF notifies the UE about the target EAS IP address, the domain name and the UE port number. The UE then provide these information to the OS layer.
The OS layer can update the DNS cache using the domain name and the target EAS IP address. The OS layer can use the UE port number to identify the socket and can then reconnect the socket to the target EAS using the target EAS IP address and/or notify the application client about the EAS IP address change, i.e. by throwing a socket exception.

Proposal
The following changes are proposed to be included in TR 23.748.
* * * * First change * * * *
6.0
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* * * * Second Change (all new) * * * *
6.X
Discovery of Edge Application Server based on AF Influence in Support of Edge Relocation
6.X.1 Description
This solution addresses the KI#1: Discovery of Edge Application Server and the KI#2: Edge relocation and targets scenarios that on-going application-layer session/service needs to be migrated to a target EAS during edge relocation.
When the EAS serving the UE changes during edge relocation, in order to maintain service continuity at application layer the UE needs to discover and connect to the target EAS. The solution solves this problem by leveraging and enhancing AF influence on traffic routing (TS 23.501 [2], clause 5.6.7).

The AF sends an AF request to the PCF for influencing traffic routing and for subscription to notifications of DNAI change events, as described in TS 23.501 [2], clause 5.6.7. The AF includes the application relocation possibility indication (indicating application relocation is possible) and the "AF acknowledgement to be expected" indication in the AF request. The AF additionally provides the domain name of the EAS in the AF request. The PCF includes these information in the PCC rules generated based on the AF request and sent to the SMF.
In the UP path of the PDU Session corresponding to by the AF request, when a PSA UPF detects that a PDU includes a DNS message for querying the IP address, the UPF notifies the SMF about the detection and sends the PDU to the SMF. The SMF performs UP path reselection for the PDU Session according to the PCC rules, during which the SMF (re)selects a DNAI.

When the SMF (re)selects a DNAI, the SMF notifies the AF about the DNAI change and waits for a response from the AF, as described in TS 23.501 [2], clause 5.6.7. After receiving the notification from the SMF, the AF may perform application (re)location to the target DNAI accordingly. When (re)locating the application to the target DNAI, the AF makes sure the application is instantiated or activated and fully functional on a target EAS at the target DNAI. The AF responds to the SMF to confirm the DNAI change, by sending a positive response to the SMF. In the AF response, the AF includes the target EAS IP address. The AF may further include a UE port number in the AF response, if available. The UE port number identifies a port at the UE side that the UE uses to connect to the source EAS.
If the DNAI (re)selection is triggered by detection of a DNS query, the SMF generates a DNS response to the DNS query. The DNS response includes the target EAS IP address received from the AF. The SMF sends the DNS response to the UPF, which then sends it to the UE as a response to the DNS query. If the DNAI change is not triggered by detection of DNS query, the SMF sends an AS change notification (in the form of SMF NAS message) to the UE. The notification includes the target EAS IP address and the domain name and the UE port number (if available). 
After receiving the AS change notification, the UE may provide the information (i.e. the target EAS IP address, the domain name and the UE port number) to the OS layer. The OS layer can update the DNS cache using the target EAS IP address and the domain name. The OS layer can use the UE port number to identify the socket and can then reconnect the socket to the target EAS using the target EAS IP address and/or notify the application client about the EAS IP address change, i.e. by throwing a socket exception.
6.X.2 Procedures
The solution is further illustrated in Figure 6.X.2-1 with respect to a PDU Session corresponding to the AF request.
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Figure 6.X.2-1: Procedure of discovery of edge application server after a DNAI change

1.
The AF sends an AF request to the PCF for influencing traffic routing and for subscription to notifications of UP path management events (i.e. DNAI change events). The AF request includes the domain name of the EAS, the application relocation possibility indication and the 'AF acknowledgement to be expected' indication, as described in clause 6.X.1. 

2.
The PCF generates PCC rules based on the AF request and provides the PCC rules to the SMF. The PCC rules include the domain name of the EAS. This step may happen during establishment of the PDU Session or during modification of the PDU Session.

3.
The UPF detects DNS query messages and notifies the SMF about the detection by sending the DNS query message to the SMF. The notification includes the PDU. This step is optional.

4.
The SMF (re)selects the UP path for the PDU Session according to the PCC rules. This includes (re)selecting a DNAI for the traffic related to the application from the list of DNAI(s) in the PCC rules. 


This step may be triggered by step 3, or by other factors.

5.
According to the AF subscription information in the PCC rules, the SMF notifies the AF about the DNAI change and waits for a response from the AF. The step can be an early notification or a late notification depending on the AF subscription.

After receiving the notification from the SMF, the AF may perform application (re)location accordingly. After the application (re)location, the EAS serving the UE is located and available at the target DNAI.
6.
The AF sends a positive response to the SMF to confirm the DNAI change indicated in the notification. The AF response includes the target EAS IP address. The AF may further include a UE port number in the AF response, if available. The UE port number identifies a port at the UE side that the UE uses to connect to the source EAS.

7.
If step 4 is triggered by step 3, or in other words if step 3 happened, the SMF generates a DNS response to the DNS query detected in step 3 using the target EAS IP address received from the AF in the step 6. The DNS response includes the target EAS IP address. The SMF sends the DNS response to the UPF. The UPF then sends the DNS response to the UE as a response to the DNS query.

8.
If step 4 is not triggered by step 3, or in other words if step 3 did not happen, the SMF sends an AS change notification to the UE via an SMF NAS message. The notification indicates that the AS serving the UE has changed. It includes the target EAS IP address and the domain name. If the AF response includes a UE port number, the SMF includes the UE port number in the AS change notification.


After receiving the AS change notification, the UE provides information in the notification to the OS layer, which can respond to the AS change accordingly as described in clause 6.X.1.
* * * * End of Change * * * *
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