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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes to use DNS over HTTPS to discovery Edge Application Servers
1	Introduction
This contribution proposes a solution for Edge Application Server (EAS) Selection for the scenario where the UEs are Edge Computing Service agnostic. The applications in the UEs need to support DNS over HTTPS. The receiver of a HTTPS DNS request is more than a DNS over HTTPS server, It acts as an AF towards the 5GC. 
2	Proposal
************* Start Changes *************
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[bookmark: _Toc19026900][bookmark: _Toc19034311][bookmark: _Toc19036501][bookmark: _Toc19037499][bookmark: _Toc19048012]6.x.1	Solution description 
6.x.1.1	General
This solution addresses the Key Issue #1: Discovery of Edge Application Server (EAS). The UE is Edge Computing Service agnostic. The applications in the UEs need to support DNS over HTTPS (DoH). The receiver of a DoH request is more than a DNS over HTTPS server, it acts as an AF towards the 5GC. When the AF receives a discovery requests from a UE, it acts as an AF to retrieve location of the UE, and if needed influence routing. The AF is referred to as DoH AF. DoH AF may be provided by the MNO or some Edge Service Provider (having an SLA with the MNO)
Note: How a the DoH AF knows about what EASs that exists is outside the scope of SA2.
6.x.1.2	Configuration of the UE
With regards to the Configuration of the UE, two models are assumed: 
1.	The user downloads an edge data network application. From the user’s perspective, this is like any other app. The application itself contains necessary configuration data to run in an edge data network. The typical case for this model is that the Edge Data Network service is provided over the Internet DNN and slice.
2.	The UE is a specific device for edge data network services. Since it is a special device, it may already have the necessary application software and associated configurations, or the UE is configured to download the application software and associated configurations from a pre-configured site. The typical case for this model is that the Edge Data Network service is provided over a dedicated DNN and slice. 
URSP Rules in 5GC is used to configure the UE’s usage of DNNs and slices.
6.x.1.3	Example deployment architecture
The figure 6.x.1.3-1 illustrates an example deployment architecture. The architecture can be used as a reference for the procedures in clause 6.x.2. A local PSA is associated with a certain DNAI which connects to a local DN. The local DN is a subnet of the DN. The local DN/subnet serves a certain Edge area, which is defined as an Area of interest, i.e. a number of TAs. The DNS in the local DN/subnet resolves the addresses to the EASs.


Figure 6.x.1.3-1 Example of a deployment architecture

[bookmark: _Toc26773893][bookmark: _Toc26346623][bookmark: _Toc26346410][bookmark: _Toc23255038]6.X.2	Procedures


Figure 6.x.2-1 Edge Application Server Discovery
There is a trigger to execute an application (UE internal or by a user). If no established PDU session can be used, the UE establishes a new PDU session to a DNN and slice for this application. That PDU session is used for the communication described below: 
1.	The EAS is identified by a FQDN, the AS-FQDN. The EA in the UE does a discovery request using DoH to discover the EAS. The DoH AF authenticates and authorizes the UE for this application.
There are several ways how to route the HTTPS connection to the DoH AF:
-	the DoH AF has a set IP addresses, or an IP anycast address known by the application in the UE; 
-	the DoH AF has a FQDN, the DoH-FQDN. The DoH-FQDN is resolved to a DoH AF
2.	The DoH AF determines the location of the UE using either NEF or PCF APIs.
3.	The DoH AF finds a suitable EAS. The DoH AF uses the ECS option (see RFC 7871 [x]) in a DNS query. ECS stands for EDNS Client Subnet, where EDNS is Extension Mechanisms for DNS. The subnet the DoH AF uses in the DNS query is a subnet that reflects the location of the UE (i.e. not derived from the UE’s IP address). As an alternative, the DoH AF may use HTTP redirect to forward the request to a DoH AF serving the location of the UE. In this case, the local DoH AF may do the DNS query without adding the ECS.
4.	DoH AF decides if it wants to influence routing so that the 5GC may include an uplink classifier (UL-CL) and/or IPv6 multihoming breakout point. The decision is based on location of the UE and selected EAS. Current UE PSA, may very well be good enough
5.	Depending on how the application is built, i.e. if UE or network should initiate QoS flow establishment and if a certain QoS flow is needed for the application. DoH AF may initiate establishment of a QoS flow for this application.
6.	DoH AF responds with the address of the AS.
7.	Depending on how the application is built, the UE may initiate a QoS flow establishment.
8.	Application traffic starts between Application Client and Edge Application.
[bookmark: _Toc26773894][bookmark: _Toc26346624][bookmark: _Toc26346411][bookmark: _Toc23255039][bookmark: _Toc19026902][bookmark: _Toc19034313][bookmark: _Toc19036503][bookmark: _Toc19037501][bookmark: _Toc19048014]6.X.3	Impacts on Existing Nodes and Functionality
This solution has no impacts on existing 5GC procedures.
*************** End Changes ***************
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