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Abstract of the contribution: This pCR proposes a solution to the Key Issue #1 based on provisioning URSP configuration to the UE to establish PDU Sessions for edge applications. 
1 Introduction
This solution addresses Key Issue #1 proposing to provision policy configuration to the UE to establish PDU Sessions for edge applications.
2 Discussion

In the current study architecture assumption, the UE may access the Edge AS deployed in the Edge Hosting Environment with or without UL CL. In both cases (Figures 4.1-1 and 4.1-2), the UE may need to establish connectivity with specific characteristics, e.g. to a specific slice or to a dedicated DN or in SSC mode 2/3, in order to perform any further action, e.g. discovery of Edge Application Servers (EAS). 

KI#1 addresses Edge AS discovery, including aspects related to:

- What information (if any) can be used to assist such a discovery mechanism?
This solution proposes to provision policyconfiguration to the UE by using URSP rules to establish the appropriate PDU Session before performing Edge AS discovery. 
3 Proposal

Start of changes (all new text)
6.X Solution #X: provisioning URSP configuration to the UE to establish PDU Sessions for edge applications
This solution is for Key Issue #1, which addresses Edge AS discovery including aspects related to:

- What information (if any) can be used to assist such a discovery mechanism?
In the current study architecture assumption, the UE may access the Edge AS deployed in the Edge Hosting Environment with or without UL CL. In both cases (Figures 4.1-1 and 4.1-2), the UE may need to establish connectivity with specific characteristics, e.g. to a specific slice or to a dedicated DN or in SSC mode 2/3, in order to perform any further action, e.g. discovery of Edge Application Servers (EAS). 

This solution proposes to provision URSP rules to the UE to establish the appropriate PDU Session before performing Edge AS discovery. The Edge AS discovery is not covered in this solution. This solution does not require any enhancement to Rel-16. 
6.X.1 Description
In order to enable the communication to perform Edge AS discovery and further communication with the selected EAS via the appropriate PDU Session, the 5GC may provision policy configuration consisting of URSP rules, which could be locally configured on the UE or provisioned by UE Configuration Update Procedure according to TS 23.502 [3].

At Registration (initial or mobility), the UE may include the UE Policy Container in order to receive the URSP rules from the 5GC.
Additionally, in order to update the URSP rules due to UE mobility, the EAS may act as an Application Function (AF) to subscribe to UE location information from the 5GC. 
6.X.2 Procedures

6.X.2.1 Policy configuration provisioning procedure

Figure 6.X.2.1-1 shows the procedure to provision URSP configuration to the UE for purposes related to performing Edge AS Discovery and further communication with the selected EAS.
In step 0 the application layer, acting as AF, provides the policy requirements for the edge application traffic (e.g. identified by IP address of the EAS, FQDN of the EAS, …) like in TS 23.501 clause 5.6.7 and TS 23.502 clause 4.3.6.2.
1.
When the UE performs (initial or mobility) Registration to 5GC as in TS 23.502 clause 4.2.2.2.2, the UE may include the UE Policy Container in the Registration Request indicating e.g. the OSid in the UE.
2.
UE Policy Association Establishment as in TS 23.502 clause 4.16.11. The AMF may decide to establish UE Policy Association with the PCF based on the UE Policy Container received at Registration. In the UE Policy Association Establishment procedure step 8, the PCF performs the UE Configuration Update Procedure (TS 23.502 clause 4.2.4.3) to provide URSP rules to the UE based on policy subscription related information and UE location information. The PCF determines the URSP rules based on the policy requested by the AF in step 0. The URSP rules includes DNN, S-NSSAI and other relevant network parameters to be used for matching Edge application traffic, e.g. traffic from Edge Application clients installed on the UE to Edge Application Servers.   
NOTE: In alternative to steps 0-2, the operator may configure the URSP locally in the UE.
3.
When the UE needs to send traffic destined to an edge server, the UE triggers the Edge AS discovery by sending a DNS query for an EAS FQDN. The details for this step are out of scope of this solution. After this, the Application Client sends an application layer service request to an IP address of the EAS in the Edge Hosting Environment.

If the EAS FQDN in the DNS Query, or the EAS IP address in the application layer service request matches with the destination address in the Traffic descriptor part of the URSP rule as provisioned in Step 1, the UE , based on URSP rule matching (step 3b), establishes a new PDU session (step 3c) in order to enable User Plane communication (step 3d) with the DN where the DNS Server or the Edge Application Server resides. It is assumed that the DNS address configuration provided by via PCO during the PDU session establishment can be used to send the DNS Query.
4.
(optional) Acting as AF, the edge server may subscribe to UE location notifications; the notifications may be used by the AF to trigger AF request as in TS 23.502 [3] clause 4.3.6.4 to update the policy related to edge applications for the UE.
NOTE: 
Both in step 0 and step 4, the AF may use the Spatial Validity Condition in the AF Request to influence the Location Criteria in the RSD part of the URSP rule to indicate different UE policy rules per UE location. Alternatively, the URSP rules may be the same for all UEs, but the Location Criteria in the RSD part is configured so that different rules applies per UE location.
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Figure 6.X.2.1-1: Policy configuration provisioning procedure
6.X.3 Impacts on Existing Nodes and Functionalities
The proposed solution is based on Rel-16 procedures but some enhancements may be needed to make it possible for the edge application to configure the edge service FQDNs on session basis to the 5GC, such as:
- Include the FQDN of the EAS as Traffic Description parameter in the AF Request (TS 23.501 clause 5.6.7)
- The PCF needs to determine the URSP rules based on the information received by the AF requests; for instance the EAS IP address or FQDN and the Spatial Validity Condition.
End of changes
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