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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc19106277][bookmark: _Toc19106284][bookmark: _Toc11154601]6.2	Procedures for Data Collection
[bookmark: _Toc19106278]6.2.1	General
The Data Collection feature permits NWDAF to retrieve data from various sources (e.g. NF such as AMF, SMF, PCF, AF), as a basis of the computation of network analytics.
All available data encompass:
-	OAM global NF data,
-	behaviour data related to individual UEs or UE groups (e.g. UE reachability), and pre-computed metrics covering UE populations (e.g. number of UEs present in a geographical area), per spatial and temporal dimensions (e.g. per region for a period of time),
-	NF data available in the 5GC (e.g. NRF),
-	Data available in AF.
The NWDAF shall use at least one of the following services:
-	the Generic management services as defined in TS 28.532 [6] offered by OAM in order to collect OAM global NF data.
-	the Exposure services offered by NFs in order to retrieve NF data and other non-OAM pre-computed metrics.
-	Other NF services in order to collect NF data (e.g. NRF)
The NWDAF shall obtain the proper information to perform data collection for a UE or group of UEs:
-	For an Analytics ID, NWDAF is configured with the corresponding NF Type(s) and/or event ID(s) and/or OAM measurement types.
-	NWDAF shall determine which NF instance(s) of the relevant NF type(s) are serving the UE or group of UEs, optionally taking into account the S-NSSAI(s) and area of interest as defined in clause 7.1.3, TS 23.501 [2].
-	NWDAF invokes Nnf_EventSubscribe services to collect data from the determined NF instance(s), and/or triggers the procedure in clause 6.2.3.2 to subscribe to OAM services to collect the OAM measurement.
The NWDAF performs data collection from an AF directly as defined in clause 6.2.2.2 or via NEF as defined in clause 6.2.2.3.
The NWDAF shall be able to discover the metrics supported by a NF.
Data collection procedures enables the NWDAF to efficiently obtain the appropriate data with the appropriate granularity.
When a request or subscription for statistics or predictions is received, the NWDAF may not possess the necessary data to perform the service. 
-	Data on the monitoring period in the past matching the Analytics target period is necessary for the provision of statistics and predictions.
-	Data on longer monitoring periods in the past is necessary for model training.
Therefore, in order to optimize the service quality, the NWDAF may undertake the following actions:
-	The NWDAF may return a probability assertion as stated in clause 6.1.3 expressing the confidence in the analytics produced. With zero confidence, no analytics shall be returned. This confidence is likely to grow in the case of subscriptions.
-	The value of the confidence depends on the level or urgency expressed by the parameter "time when analytics information is needed" as listed in clause 6.1.3, the parameter "preferred level of accuracy of the analytics" as listed in clause 6.1.3, the availability of data. If no sufficient data is collected to provide an estimation for the requested level of accuracy before the time deadline, the service shall return a zero confidence. Otherwise, the NWDAF may wait until enough data is collected before providing a response or a first notification.
-	In order to be prepared for future requests on statistics from NFs/OAM, the NWDAF, upon operator configuration, may collect data on its own initiative, e.g. on samples of UEs (e.g. mobility), and retain the data collected in the data storage.
	The volume and maximum duration of data storage is also subject of operator configuration.
The NWDAF may decide to reduce the amount of data collection in case of high signalling load, by either prioritizing requests, reducing the duration of data collection, or the sampling ratios.
The NWDAF may skip data collection phase when the NWDAF already has enough information to provide requested analytics.
The data which NWDAF may collect is listed for each analytics in input data clause and is up to the NWDAF.
NOTE:	NWDAF can skip data collection phase for some specific input data per the requested analytics e.g. when some of the data is already available at NWDAF for the requested analytics, or when NWDAF considers that some of the data is not needed at all to provide the requested analytics as per the analytics consumer request (e.g. based on preferred level of accuracy or based on the time when analytics are needed).
* * * * Next change * * * *
6.2.2.5	Usage of Exposure framework by the NWDAF for Data Collection
The NWDAF shall subscribe (and unsubscribe) to the Event exposure service from NF(s) reusing the framework defined in TS 23.502 [3] clause 4.15. This framework supports the possibility for the NWDAF to indicate / request:
-	Events-ID: one or multiple Event ID(s) defined in TS 23.502 [3] clause 4.15.1
-	Target of Event Reporting defined in TS 23.502 [3] clause 4.15.1: the objects targeted by the Events. Within a subscription, all Event ID(s) are associated with the same target of event reporting. In the case of NWDAF, the objects can be UE(s), UE group(s), any UE.
-	Event Filter Information defined in TS 23.502 [3] clause 4.15.1. This provides Event Parameter Types and Event Parameter Value(s) to be matched against.
-	A Notification Target Address and a Notification Correlation ID as defined in TS 23.502 [3] clause 4.15.1, allowing the NWDAF to correlate notifications received from the NF with this subscription.
-	Event Reporting Information described in TS 23.502 [3] Table 4.15.1-1.
-	Expiry time as defined in TS 23.502 [3] clause 4.15.1.
The notifications from NFs/AFs contain on top of the Event being reported (and of dedicated information being reported for this event):
-	the Notification Correlation Information provided by the NWDAF in its request,
-	(when applicable to the event) the Target Id e.g. UE ID (SUPI and if available GPSI), and
-	a time stamp.

* * * * Next change * * * *
6.4.2	Input Data
The service data collected from the AF and, the network data from other 5GC NFs and the network data from OAM for observed service experience are defined in Table 6.4.2-1 and, Table 6.4.2-2 and Table 6.4.2-3, respectively.
Table 6.4.2-1: Service Data from AF related to the observed service experience
	Information
	Source
	Description

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service)

	IP filter information
	AF
	Identify a service flow of the UE for the application 

	Locations of Application
	AF/NEF
	Locations of application represented by a list of DNAI(s). The NEF may map the AF-Service-Identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Service Experience
	AF
	Refers to the QoE per service flow as established in the SLA and during on boarding. It can be either e.g. MOS or video MOS as specified in ITU-T P.1203.3 [11] or a customized MOS

	Timestamp
	AF
	A time stamp associated to the observed level of Service Experience provided by the AF, mandatory if the observed Service Experience is provided by the ASP.



NWDAF subscribes the service data from AF in the Table 6.4.2-1 either directly by invoking Naf_EventExposure_Subscribe service (Event ID = Service Data, Event Filter information = Application ID) as defined in TS 23.502 [3], or via NEF by invoking Nnef_EventExposure_Subscribe service.
Table 6.4.2-2: QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information)
	Information
	Source
	Description

	Timestamp
	5GC NF
	A time stamp associated with the collected information.

	Location Info
	AMF
	The UE location information when the service is delivered.

	DNN
	SMF
	DNN for the PDU Session which contains the QoS flow

	S-NSSAI
	SMF
	S-NSSAI for the PDU Session which contains the QoS flow

	Application ID
	PCF/SMF
	Used by NWDAF to identify the application service provider and application for the QoS flow

	IP filter information
	SMF
	Provided by the SMF, which is used by NWDAF to identify the service data flow for policy control and/or differentiated charging for the QoS flow

	QFI
	SMF
	QoS Flow Identifier

	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction; and
The observed bit rate for DL direction

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction; and
The observed Packet delay for the DL direction

	Packet transmission
	UPF
	The observed number of packet transmission

	Packet retransmission
	UPF
	The observed number of packet retransmission



NWDAF subscribes the network data from 5GC NF(s) in the Table 6.4.2-2 by invoking Nnf_EventExposure_Subscribe service operation. with the following Event IDs as input parameters:
-	AMF Source: Namf_EventExposure_Subscribe (Event ID = Location Changes).
-	SMF Source: Nsmf_EventExposure_Subscribe (Event ID = QFI allocation).

Table 6.4.2-3: UE level Network Data from OAM related to the QoS profile
	Information
	Source
	Description

	Timestamp
	OAM
	A time stamp associated with the collected information.

	Reference Signal Received Power
	OAM
	The per UE measurement of the received power level in a network cell, including SS-RSRP, CSI-RSRP as specified in clause 5.5 of TS 38.331 [14] and E-UTRA RSRP as specified in clause 5.5.5 of TS 36.331 [15]

	Reference Signal Received Quality
	OAM
	The per UE measurement of the received quality in a network cell, including SS-RSRQ, CSI-RSRQ as specified in clause 5.5 of TS 38.331 [14] and E-UTRA RSRQ as specified in clause 5.5.5 of TS 36.331 [15]

	Signal-to-noise and interference ratio
	OAM
	The per UE measurement of the received signal to noise and interference ratio in a network cell, including SS-SINR, CSI-SINR, E-UTRA RS-SINR, as specified in clause 5.1 of TS 38.215 [12]



NWDAF subscribes the network data from 5GC NF(s) in the Table 6.4.2-2 by invoking Nnf_EventExposure_Subscribe service operation. 
The Event Filter for the service data collection from AF are defined in Table 6.4.2-4.
Table 6.4.2-4: Event Filter Information related to the service data from AF
	Information
	Presence
	Description

	Application ID (1..n)

	Conditional
(NOTE1)
	An identification of the application or a set of identifications of the applications.

	Area of Interest 
	Conditional
(NOTE2)
	Area of Interest which restricts the area in focus

	
	
	

	NOTE1: 	If no Application ID is provided, the Event Filter information applies to any Application (i.e. all Applications).
NOTE2: 	Mandatory if Target Of Event Reporting is set to "any UE", optional otherwise.



The Event Filter for the service data collection from SMF and AMF are defined in 23.502[3].

	
	
	

	

	

	

	
	

	

	
	

	

	
	
	

	





The timestamps are provided by each NF to allow correlation of QoS and traffic KPIs. The clock reference is able to know the accuracy of the time and correlate the time series of the data retrieved from each NF.

* * * * End of changes * * * *


