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Discussion

1. Background

According to TS 23.502, when a UE wants to establish a MA PDU Session, the UE sends PDU Session Establishment Request message with Request Type = "initial request" with "MA PDU request" indication in the UL NAS Transport message and an ATSSS Capability in PDU Session Establishment Request message. Based on the "MA PDU request" indication, the AMF selects a SMF that supports ATSSS. When the AMF forwards PDU Session Establishment Request message, the AMF includes "MA PDU request" indication to notify that the UE requested MA PDU Session.
However, in TS 24.501, when a UE wants to establish a MA PDU Session, the UE sends PDU Session Establishment Request message with Request Type = "MA PDU request". Based on the Request Type, the AMF selects a SMF that supports ATSSS. When the AMF forwards PDU Session Establishment Request message, the AMF includes "MA PDU request" Request Type to notify that the UE requested MA PDU Session.

2. Consideration on Roaming Scenario
When a UE is roaming and the V-PLMN does not support ATSSS, there is no way for a SMF to differentiate whether a UE requested SA PDU Session or MA PDU Session.

For example, assume that a UE sends PDU Session Establishment Request message with Request Type = "initial request" with "MA PDU request" indication (or Request Type = "MA PDU request" according to TS 24.501) in the UL NAS Transport message. Because the V-PLMN does not support ATSSS, the V-AMF cannot understand "MA PDU request" indication and it should be interpreted as "initial request" as described in clause 9.11.3.47 in TS 24.501. Then the AMF forwards the PDU Session Establishment Request message together with Request Type = "initial request" via V-SMF. In this case, the H-SMF does not know whether the UE requested SA PDU Session or MA PDU Session. Note that the UE includes ATSSS Capability in the PDU Session Establishment Request message. However, it does not indicate that the UE requested MA PDU Session because the UE includes its capabilities even for SA PDU Session.

In the above scenario, because the SMF does not receives "MA PDU request" indication from the V-PLMN (i.e. V-SMF), the SMF would accept the request as a SA PDU Session. In this case, the SMF does not include any ATSSS rules in the PDU Session Establishment Accept message. Then the UE knows that the PDU Session is a SA PDU Session. The UE may try to establish MA PDU Session again based on the URSP rule. In this case, the AMF may select another H-SMF and as a result the new H-SMF may accept the request as a SA PDU Session. This behaviour is not a reasonable so there should be a method to reject the request when the UE requested MA PDU Session but network cannot accept it.

Observation 1: The SMF may not differentiate whether a UE requested SA PDU Session or MA PDU Session.

Similar to above scenario, a UE may not know whether a second access is successfully added to the exiting MA PDU Session.

For example, assume that a UE is roaming and directly registered to the HPLMN in non-3GPP access and the UE establish a MA PDU Session over non-3GPP access. After that the UE may sends PDU Session Establishment Request via 3GPP access with "MA PDU request" indication. Currently, it is not clear which Request Type is used in this case. In TS 23.502, SA2 didn't specify anything and leaved it as a stage-3 work. According to TS 24.501, because stage-3 uses "MA PDU Request" Request Type, the UE will send the PDU Session Establishment Request using the Request Type = "MA PDU Request". If the V-PLMN does not support ATSSS, the V-AMF cannot interpret the Request Type and it will be considered as an "initial request". Then V-AMF selects a new H-SMF and forwards the PDU Session Establishment Request message. As described in the previous scenario, the H-SMF does not know whether the UE requested SA PDU Session or MA PDU Session. If the H-SMF accepts the request as a new SA PDU Session, the H-SMF sends PDU Session Establishment Accept message. Note that when the UE requested to add second access to the exiting MA PDU Session, in general, the SMF may not include ATSSS rules if the SMF does not need to update ATSSS rules of the UE. In addition, IP Address may be sent to the UE via user plane. So when the UE received the PDU Session Establishment Accept message, the UE may consider that the second access is successfully added to the exiting MA PDU Session and start to send traffic over both accesses.

Observation 2: The UE may not differentiate whether a second access is successfully added to the existing PDU Session or a new PDU Session is established.

3. Possible solutions
In order to solve above issues, there can be two possibilities.

A. Reject the UE request in the AMF

The issues occur because the V-AMF does not support ATSSS. So by rejecting the UE request by itself when the V-AMF receives any parameters related with ATSSS, the issues can be resolved.

In Rel-15, the AMF already supports rejecting PDU Session Establishment Request due to e.g. SMF selection failure or using non-allowed S-NSSAI. By extending this mechanism, the AMF can reject the UE request when it does not support ATSSS. However, this method requires updating the AMF in the V-PLMN to handle such scenarios. If some operators deploy Rel-15 AMF, this mechanism does not work unless we change Rel-15 AMF, which seems not acceptable considering that this is not a FASMO issue.

B. Reject the UE request in the SMF

Another possibility is rejecting the UE request in the SMF. In order to support this method, the SMF need to know whether the UE requested SA PDU Session or MA PDU Session without any help of V-PLMN. Then the UE should indicate whether the request is establishing a MA PDU Session or not. This can be done by including "MA PDU request" indication in the SM NAS message or including ATSSS Capability only when the UE requests MA PDU Session.

Proposal 1: The UE notifies the SMF that the UE requests MA PDU Session by either using "MA PDU request" indication (Alt. 1) or including ATSSS Capability only when the UE requests MA PDU Session (Alt. 2).

In addition, when the V-PLMN does not support ATSSS, the UE's request to add an access should be sent to the H-SMF which controls MA PDU Session, so that the H-SMF knows that the UE cannot use MA PDU Session due to lack of ATSSS capability in the V-PLMN. Otherwise, the UE and HPLMN may need to perform unnecessary behaviour to support ATSSS e.g. reporting access availability / unavailability, using MPTCP protocol, etc. In order to route the PDU Session Establishment message to the H-SMF of MA PDU Session, the UE should set the Request Type to "existing PDU Session".

Proposal 2: Separate "MA PDU request" indication and Request Type and the UE sets the Request Type = "existing PDU Session" when it requests to add an access to the existing PDU Session.

Proposal

It is proposed to capture the solution in Proposal 1 (Alt.1) and Proposal 2. Also send an LS to CT1 to update their specification to align with SA2 specification. The corresponding CR is S2-1909616 and LS is drafted in S2-1909617.
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