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	Reason for change:
	It is not clear whether non-3GPP accesses are supported for SNPN (as asked by CT1 in LS S2-1908662).

N3IWF in SNPN is already supported since access to SNPN services via PLMN is using the same solution. Therefore it is proposed that untrusted non-3GPP acess is also supported for SNPN.

Trusted non-3GPP would probably require that TNAN can broadcast NPN identity and in general it will be more impact on procedures that is not covered already in release 16 so proposal is to not support trusted non-3GPP for SNPN in release 16.

Also support of wireline access to SNPN would require more investigations on impact and proposal is to not support for SNPN in rel 16.

	
	

	Summary of change:
	Clarify in TS 23.501 that untrusted non-3GPP access to SNPN is supported and clarify N3IWF selection for that scenario.
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	Incomplete specifications, and not possible to appropriate progress stage 3 for SNPN.
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**** First Change ****
[bookmark: _Hlk20724956]5.30.2.X	Support for non-3GPP access to stand-alone non-public network
Untrusted non-3GPP access to SNPN is supported and follows the same architectural principles as specified in clause 4.2.8 where the SNPN is taking the role of PLMN. 
[bookmark: _GoBack]NOTE:	Other non-3GPP accesses (e.g., trusted and wireline non-3GPP access) to SNPN is not specified in this release. 
**** End of First Change ****

**** Second Change ****
[bookmark: _Toc20150223]6.3.6.2	Stand-alone N3IWF selection
The UE performs N3IWF selection based on the ePDG selection procedure as specified in the TS 23.402 [43] clause 4.5.4 except for the following differences:
-	The Tracking/Location Area Identifier FQDN shall be constructed by the UE based only on the Tracking Area wherein the UE is located. The N3IWF Tracking/Location Area Identifier FQDN may use the 5GS TAI when the UE is registered to the 5GS, or the EPS TAI when the UE is registered to EPS. The Location Area is not applicable on the 3GPP access.
-	The ePDG Operator Identifier (OI) FQDN format is substituted by with N3IWF OI FQDN format as specified in TS 23.003 [19].
-	The ePDG identifier configuration and the ePDG selection information are substituted by the N3IWF identifier configuration and the Non-3GPP access node selection information respectively. The UE shall give preference to the N3IWF in all PLMNs in the Non-3GPP access node selection information independent of the "Preference" parameter.
Network slice information cannot be used for N3IWF selection in this Release of the specification.
[bookmark: _Hlk20724991]Accessing a standalone non-public network service via a PLMN as described in annex D.3 or via untrusted non-3GPP access, the UE uses a configured N3IWF FQDN to select an N3IWF deployed in the NPN.

*** End of Changes ****
