SA WG2 Temporary Document

Page 4

3GPP SA WG2 Meeting #135
S2-1909361
Split, Croatia, October 14-18, 2019            

Source:
Ericsson
Title:
Mapping of objectives, key issues and stage 1 requirements for FS_eNPN
Document for:
Agreement
Agenda Item:
8.3
Work Item / Release:
FS_eNPN / Rel-17
Abstract of the contribution: This paper discusses the potential key issues for the FS_eNPN.
Discussion
The FS_eNPN SID includes the following objectives:

"1.
Study enhancements to enable support for SNPN along with subscription / credentials owned by an entity separate from the SNPN.

NOTE:
The entity separate from the SNPN might provide applications using the services of the SNPN for its communication.

2.
Study how to support UE onboarding and provisioning for non-public networks. 

3.
Study enhancements to the 5GS for NPN to support service requirements for production of audio-visual content and services e.g. for service continuity.

NOTE:
The above objective covers NPN specific SA1 requirements as part of AVPROD that are not covered by the other objectives.

4.
Study the possibility for customizations or optimizations of 5GS when used for NPN considering different deployment scenarios, e.g. when the NPN is deployed and managed with the support of PLMN, when the NPN is deployed for different coverage and device density.

5.
Study the need for additional exposure capabilities due to support for NPN. 

6.
Study support for SNPN and PLMN sharing the same NG-RAN, if anything missing from Rel-16.

7.
Study support for voice/IMS emergency services for SNPN.

NOTE:
The above objectives are expected to be further aligned based on Stage 1 requirements."
The NPN related stage 1 requirements addressed in Rel-16 were specified in TS 22.261 while the main NPN related new stage 1 requirements are specified in TS 22.263 and assumed relevant requirements for NPN are copied into left hand column below, a column for draft mapping to the FS_eNPN objectives and also a column for discussion.
	NPN requirements from TS 22.263
	Related to objective
	Discussion/comments

	Based on MNO and NPN policy, the 5G system shall support a mechanism to enable MNO to update the subscription of an authorized UE in order to allow the UE to connect to a desired NPN. This on-demand mechanism should enable means for a user to request on-the-spot network connectivity which is authorized by its MNO.
	2
	Onboarding of a UE that has a subscription with an MNO, enabling the UE to, on-demand, use a specific NPN.

	The 5G system shall enable an NPN to be able to request a third-party service provider to perform NPN access network authentication of a UE based on non-3GPP identities and credentials supplied by the third party service provider.
	1
	With non-3GPP identities and credentials.

	The 5G system shall enable an NPN to support multiple third-party service providers.
	1, more?
	

	The 5G system shall enable an NPN to be able to request a PLMN to perform NPN access network authentication of a UE based on 3GPP identities and credentials supplied by the PLMN.
	1
	With 3GPP identities and credentials.

	Based on operator policy, the 5G system shall support a mechanism to provision on-demand connectivity (e.g. IP connectivity for remote provisioning). The 5G system shall support an on-demand mechanism for a user (human or software) to request on-the-spot network connectivity while providing operators with identification and security tools for the provided connectivity.
	2
	Onboarding support for "on-the-spot network connectivity" 

	The 5G system shall support a secure mechanism for a network operator of an NPN to remotely provision the non-3GPP identities and credentials of a uniquely identifiable and verifiably secure IoT device.
	2
	Onboarding support for "remotely provision the non-3GPP identities and credentials"

	In the event of a loss of communication between RAN and core network, the 5G system shall be able to provide capability to securely re-connect an NPN network function within a short period of time (<1s).
	3
	Can it be assumed to be covered by deployments?

	The 5G system shall support mechanisms to allow 3rd party application to update the UE configuration for a UE or group of UEs using the application
	5
	Exposure requirement

Do we cover exposure as part of each objective or separately?

	The 5G system shall be able securely reconnect within 20 ms from UE starting first network connection attempt after a UE network connection loss. 
	3
	Can it be assumed to be covered by deployments?

	The 5G system shall support uplink and downlink service continuity maintaining acceptable performance requirements while switching between co-located PLMN and NPN (e.g., due to mobility).
	3
	

	The 5G system shall support service continuity maintaining acceptable performance requirements: for an uplink stream while performing traffic steering, switching, and splitting among co-located PLMN(s) and NPN(s); for downlink while switching between co-located PLMN and NPN.
	3
	

	The 3GPP system shall be able to enable a UE to receive low-latency downlink multicast traffic from one network (e.g. NPN), and paging as well as data services from another network (e.g. PLMN) simultaneously.
	3
	


The following table summarizes the SID objectives and indicates whether there currently are stage 1 requirements for the objective and also discusses whether objective should be a separate key issue.
	#
	Objective
	Stage 1 requirements?
	Separate key issue
	Potential Work Task separation

	1
	Study enhancements to enable support for SNPN along with subscription / credentials owned by an entity separate from the SNPN
	Yes
	Yes
	One separate

	2
	Study how to support UE onboarding and provisioning for non-public networks
	Yes
	Yes
	One separate

	3
	Study enhancements to the 5GS for NPN to support service requirements for production of audio-visual content and services e.g. for service continuity
	Yes
	Yes
	One separate

	4
	Study the possibility for customizations or optimizations of 5GS when used for NPN considering different deployment scenarios, e.g. when the NPN is deployed and managed with the support of PLMN, when the NPN is deployed for different coverage and device density
	No?
	Yes or merge with #3.
	One separate

	5
	Study the need for additional exposure capabilities due to support for NPN
	Yes
	No
Propose that each key issue includes the task to look into whether additional exposure capabilities are needed and the single exposure requirement from 22.263 is addressed in key issue 2.
	Suggested that each key issue handle any exposure aspects required for the functional changes of the key issue, and that SA1 exposure requirement for UE configuration is handled as part of onboarding key issue (WT).

	6
	Study support for SNPN and PLMN sharing the same NG-RAN, if anything missing from Rel-16
	Yes, if assumed to be same for any network i.e. no separate for NPN.
	Yes
Outcome of Rel-16 is still unclear, but a separate key issue could be added as a placeholder.
	One separate

	7
	Study support for voice/IMS emergency services for SNPN
	Yes, if assumed to be same for any network i.e. no separate for NPN.
	Yes
	One separate


Proposal

It is proposed to initially separate the study objectives into key issues as described in the above table and to create Work Tasks as per last column i.e. separate WT per key issue except for exposure.
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