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3GPP™ Work Item Description

For guidance, see 3GPP Working Procedures, article 39; and 3GPP TR 21.900.
Comprehensive instructions can be found at http://www.3gpp.org/Work-Items
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Impacts

	Affects:
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2
Classification of the Work Item and linked work items

2.1
Primary classification

This work item is a … 
	
	Feature

	
	Building Block

	
	Work Task

	x
	Study Item


2.2
Parent and child Work Items 

	Parent and child Work Items 

	Unique ID
	Title
	Nature of relationship

	810013
	 Remote Identification of Unmanned Aerial Systems
	Stage-1 work item

	840039
	5G Enhancement for UAVs
	Stage 1 of EAV work


2.3
Other related Work Items and dependencies

	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	


3
Justification

Due to the strong interest in using cellular connectivity to support Unmanned Aerial Systems (UAS), the 3GPP system offers excellent benefits for UAS operation by providing ubiquitous coverage, high reliability, QoS, robust security, and seamless mobility. In particular, the 3GPP system can be used to enable UAS identification and tracking, to support UAS command and control functions with expected KPIs, and to support various applications and scenarios, especially for a wide range of applications and scenarios by using low altitude UAVs in various commercial and government sectors. Examples of such support include:

-
enabling UAS components such as the Unmanned Aerial Vehicle (UAV) and the UAV(s) controller to establish the necessary connectivity between each other, with an Unmanned Aerial System Traffic Management (UTM), and with an Application Server for live video transport .
-
allowing authorised users (for example air traffic control, public safety agencies) to query the identity and metadata of a UAV and its UAV controller via Unmanned Aerial System Traffic Management (UTM). The UTM stores the data required for UAS(es) to operate. Air traffic control agency uses the UTM server to authorise, enforce, and regulate UAS operation. 
-
supporting the operation of radio access nodes on-board UAVs to provide communication service in some scenarios, e.g. disaster monitoring, border surveillance, and emergency assistance.

-
enabling authorised users to monitoring the status of a UAV and its UAV controller.

-
enabling authorised users to control connectivity service of unauthorized UAVs (e.g. UEs on-board UAV) based on service restrictions.
Regulators are investigating safety and performance standards, and registration and licensing programs to develop a well-functioning private and civil UAS ecosystem which can safely coexist with commercial air traffic, public and private infrastructure, and the general population. Such solutions require support by the 3GPP system to enable the appropriate communications.
EPC has introduced the authorization of unmanned aerial vehicles since Rel. 14, in order to enable RAN resource authorization for unmanned aerial vehicles based on subscription information. It is expected that access to 3GPP systems for UASs will be based on specific subscription information and that similar functionality is required. 
Based on requirements that are defined in SA WG1, the 3GPP system will play a role in supporting the UTM authorization of UAV controllers and UAV(s), in order to ensure correct control of operations from both the UTM and the MNO network.  

With the service requirements resulting from SA WG1 (see TS 22.125), an architectural study is required to understand the impact on the 3GPP system in order to support the scenarios identified by SA WG1.

4
Objective

The study item aims at:

-
Identifying the architecture and system aspects related to supporting UAS command and control functions according to use cases described in TR 22.825, including studying various solutions for enabling according to the requirements in TS 22.125:

-
UAV controller and UAV(s) identification, tracking, and status monitoring, including studying the extent to which the 3GPP system is involved
-
UAV controller and UAV(s) authorization and authentication by UTM
-
identifying the role of the 3GPP system, if any, in authorization and/or authentication of UAV controller, UAV(s), UAV to controller to UAV(s) communications, and UAV to UAV communications 
-
identify the impacts on UAS operations of lack/revocation of authorization (e.g. lack of resources for use plane communications to carry UAV control messages, denied registration, etc.) while considering the need for the system to keep track of and control UAV(s) 
-
Identify whether enhancements to existing mechanisms is needed to provide connectivity for exchange of traffic between UAV controller(s) and UAV(s) as well as to provide connectivity to the UTM and the Application Server, considering both line of sight connectivity and non-line of sight connectivity
-
Identify whether enhancements to existing mechanism is needed to support control connectivity service of unauthorized UAVs (e.g. UEs on-board UAV) based on service restrictions.
-
Identify architecture and system aspects related to supporting the operation of radio access nodes on-board UAVs in some scenarios, e.g. disaster monitoring, border surveillance, and emergency assistance.
-
Identifying architecture and system aspects related to detection and reporting of unauthorized UAVs towards UTM

-
Re-use of solutions in existing specifications to the maximum extent possible, where applicable. 
-
Identify whether enhancements to existing mechanism is needed to supports service requirements and KPIs for UAVs command and control (C2), payload (e.g. camera).
The study item will analyze how mechanisms to support UAS in the 3GPP system according to SA WG1 requirements are applicable to 5GS and possibly EPS.
The semantics and content of UAV controller to UAV(s) communications are outside the scope of this study.
5
Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Proposed Spec no. or series
	Type (see note 1) 
	Rapporteur(s)
(see note 2)
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	New TR 23.xxx
	Internal TR
	
	SA 86
	SA 87
	It is expected that no work will be done in Q1.


Note 1:
Only TSs may contain normative provisions. Study Items shall create or impact only TRs.
"Internal TR" is intended for 3GPP internal use only whereas "External TR" may be transposed by OPs.

Note 2:
The first listed Rapporteur is the specification primary Rapporteur. Secondary Rapporteur(s) are possible for particular aspect(s) of the TS/TR. In this case, their responsibility has to be provided as "Remarks".

	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#

	
	
	

	
	
	

	
	
	


6
Work item Rapporteur(s)

Qualcomm Incorporated, 

Stefano Faccin (sfaccin@qti.qualcomm.com)

7
Work item leadership


SA2 
8
Aspects that involve other WGs
Security aspects of UAS identification, authentication, and communications are to be handled in SA WG3.
Application layer aspects, if any, will require coordination with SA WG6.
9
Supporting Individual Members

	Supporting IM name

	Qualcomm incorporated?

	AT&T?

	Verizon UK Ltd?

	Telecom Italia?

	T-Mobile?

	Deutsche Telekom?

	KDDI?

	Interdigital?

	Telstra?

	CATT?

	Ericsson?

	LG Electronics?

	Tencent?

	ZTE?

	Samsung?

	ORANGE?

	Nokia?

	Nokia Shanghai Bell?

	Xiaomi?

	Lenovo?

	Motorola Mobility?

	Huawei?

	Hisilicon?

	China Unicom


