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Abstract of the contribution: This paper addresses the remaining open issues for Ethernet port management.
1
Background
TS 23.501 [1] contains the following Editor's notes:
-
Clause 4.4.8.2:

Editor's note:
Whether both DS-TT and NW-TT or only NW-TT support Link layer connectivity discovery and reporting is FFS.

-
Clause 5.28.3.1:
Editor's note:
Whether TSN AF can write DS-TT and NW-TT port neighbour discovery configuration is FFS.

Editor's note:
Whether TSN AF needs to be able to read port management information and needs to be able to get port management capabilities is FFS. […]
TS 23.502 [2] contains the following related Editor’s notes:
-
Clause 4.3.3.2:
Editor's note:
Need for the Port Management Information Container in the N4 Session Modification Reponse is FFS.

-
Annex F1:

Editor's note:
It is FFS whether DS-TT/NW-TT sends Port Management Information Container unsolicited or based on TSN AF request only. This applies to steps 3 to 6 above.

The remainder of this paper discusses how to address those Editor's notes and proposes a way forward.

2
Discussion

2.1
LLDP support in NW-TT only or in both NW-TT and DS-TT
Editor's note:
Whether both DS-TT and NW-TT or only NW-TT support Link layer connectivity discovery and reporting is FFS.

This Editor’s note relates to the question whether it is necessary to
-
implement the Link Layer Discovery Protocol (LLDP) defined by IEEE 802.1AB [3] in DS-TT for discovery of Ethernet nodes connected to DS-TT in addition to implementing LLDP in NW-TT for discovery of Ethernet nodes connected to NW-TT (Figure 1); or, 

-
or if NW-TT can support LLDP on behalf of DS-TT, i.e. if NW-TT can discover Ethernet nodes connected to both DS-TT and NW-TT (Figure 2).
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Figure 1: DS-TT LLDP agent discovers Ethernet nodes connected to DS-TT; NW-TT LLDP agent discovers Ethernet nodes connected to NW-TT.
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Figure 2: NW-TT LLDP agent discovers Ethernet nodes connected to DS-TT and NW-TT,
It is important to emphasize that NW-TT needs to implement LLDP anyhow if 5GS is expected to support Ethernet neighbor discovery. In other words, the key question is whether there are significant benefits in requiring DS-TT to also implement LLDP.

The benefit of only having NW-TT perform LLDP for discovery of Ethernet nodes connected to NW-TT and DS-TT is

-
reduced DS-TT complexity and

-
significantly reduced testing and integration effort (only the NW-TT LLDP implementation needs to be tested and integrated as opposed to having to test the LLDP implementations of all DS-TTs/UEs that may be used in a given deployment.
The drawback of this approach is that all LLDP frames received from Ethernet nodes connected to DS-TT need to be sent across the air interface for evaluation in the LLDP agent located in NW-TT.
In contrast to this, the benefit of letting DS-TT perform LLDP for discovery of Ethernet nodes connected to DS-TT is that LLDP frames do not need to be transmitted over the air. Only if new neighbors are detected or previously detected neighbors are not available anymore or if their neighbor discovery information has changed, then information about those neighbors needs to be sent over the air in order to be forwarded to TSN AF.
It is worth mentioning that this benefit is however not significant given that

-
in switched Ethernet networks there is typically only one direct neighbor (either a switch port or an end system), i.e. DS-TT would typically receive LLDP frames from one neighbor only;

-
LLDP packets are not sent very frequently (the recommended default interval is 30 s as defined in IEEE 802.11AB [3], clause 9.2.5.7);
-
LLDP frames are short (if only the mandatory TLVs are included (see IEEE 802.1AB [3]) and MAC addresses are used for Chassis ID and Port ID, then the size of the resulting LLDP frames is 42 octets only.
Observation 1: There is no significant benefit in requiring DS-TT to implement LLDP. Instead, relying on NW-TT to perform LLDP on behalf of DS-TT reduces DS-TT complexity and most importantly significantly reduces testing and integration effort.

Proposal 1: Support LLDP only in NW-TT to enable discovery of Ethernet neighbors connected to DS-TT and NW-TT.
2.2
Providing neighbor discovery configuration by TSN AF
Editor's note:
Whether TSN AF can write DS-TT and NW-TT port neighbour discovery configuration is FFS.

This Editor’s note was added based on comments made during the previous SA2 meeting claiming that IEEE 802.1AB [3] did not allow for external entities to update neighbor discovery related configuration information, e.g. local Chassis ID, local Port ID, etc. (local LLDP configuration referred to hereafter) using external management protocols like SNMP or NETCONF.
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Figure 1 System architecture view with 5GS appearing as TSN bridge 
(source: Figure 4.4.8.2-1 in TS 23.501 [1]).

While it is true that some local LLDP configuration is declared as read-only for external access by management protocols such as SNMP as per IEEE 802.1AB [3], it is important to emphasize that this limitation does not have any relevance for the discussion at hand, which deals with port management internal to 5GS:

-
As can be seen in Figure 1 (which is documented as Figure 4.4.8.2-1 in TS 23.501 [1]), external TSN control plane interfaces terminate on the TSN AF. Statements in IEEE 802.1AB [2] that declare certain Management Information Base (MIB) objects (e.g. local LLDP configuration) as read-only apply only to these external TSN control-plane interfaces between TSN AF and e.g. the CNC.
-
Port management information exchange between TSN AF and DS-TT/NW-TT as described in clause 5.28.3 in TS 23.501 [1] is internal to the 5GS logical TSN bridge (as depicted in Figure X)). Statements about external accessibility of port management information in IEEE 802.1AB [2] do not apply since bridge internal dissemination of management information is out of scope of IEEE 802.1AB [2].
Observation 2: Statements in IEEE 802.1AB [3] that declare certain Management Information Base (MIB) objects (e.g. local LLDP configuration) as read-only apply only to external access to the MIB, e.g. using SNMP. How LLDP configuration is handled inside a switch (e.g. inside the 5GS TSN bridge between TSN AF and NW-TT or DS-TT) is not in scope of IEEE 802.1AB [3].

Different TSN deployments may decide to use different local LLDP configurations, e.g. may decide to use very specific chassis ID sub-types or port ID sub-types for switch and port identification, respectively. One scenario for choosing a specific port ID sub-type (e.g. MAC addresses) is that 5GS may be added to an existing Ethernet network, which already uses that specific port ID sub-type for port identification.

Enabling TSN operators to configure 5GS to use a specific local LLDP configurations means that the DS-TT and NW-TT (depending on where LLDP will be supported, see previous clause) need to be provided with this local LLDP configuration. Therefore it is essential that TSN AF can also write DS-TT and NW-TT port neighbour discovery configuration.

Observation 3: The ability of TSN AF to write DS-TT and NW-TT port neighbour discovery configuration is essential to enable 5GS TSN bridge operators to provide the LLDP agent in DS-TT/NW-TT with their preferred local LLDP configuration.

Proposal: Remove related Editor’s note.

2.3
Reading port management information and support for notifications
Exchange of port management information is initiated by TSN AF to:

1)
get port management capabilities, i.e. read information indicating which standardized and deployment-specific port management information is supported by DS-TT or NW-TT;

2)
get port management information for a DS-TT or NW-TT Ethernet port;

3)
set port management information for a DS-TT or NW-TT Ethernet port;

4)
subscribe to notifications if specific port management information for a DS-TT or NW-TT Ethernet port changes.

[…]

Editor's note:
Whether TSN AF needs to be able to read port management information and needs to be able to get port management capabilities is FFS. This relates to bullets 1, 2, 4 and the sentence above.

The background of this Editor’s note is as follows. During the previous SA2 meeting two options have been discussed to provide port management related information from DS-TT and NW-TT to TSN AF:
-
DS-TT and NW-TT to unsolicitedly provide all available port management information to TSN AF (e.g. during PDU session establishment) and to unsolicitedly inform TSN AF if DS-TT/NW-TT port management information changes;
-
TSN AF to selectively request (i.e. read) only the port management information from DS-TT/NW-TT that is needed by TSN AF (e.g. based on a request from the CNC) and to subscribe for notifications from DS-TT/NW-TT only for port management information needed by TSN AF.
The key difference between these two options is efficiency. TSN AF may not support or may need all port management information unsolicitedly provided by the UE. This applies to both standardized port management information (a specific deployment may for instance decide to not use some of the TSN functionality specified in this or a later release) but also to deployment-specific port management information, which may not be needed by TSN AF in all scenarios.

In summary, DS-TT and NW-TT unsolicitedly providing all available port management information to TSN AF is less efficient than TSN AF requesting only the port management information that is needed.
Similarly, reporting all changes of port management information to TSN AF is less efficient than TSN AF subscribing to update notifications only for those parts of port management information that is relevant to TSN AF.
Observation 4: Ability of TSN AF to selectively request (i.e. read) DS-TT/NW-TT port management information and to subscribe to update notifications for selected port management information is more efficient than having DS-TT/NW-TT always report all available port management information and always informing TSN AF about updates of port management information even though it may not be needed by TSN AF.

Proposal: Remove related Editor’s note.
2.4
Support for port management capability exchange
Editor's note:
Whether TSN AF needs to be able to […] get port management capabilities is FFS.
As documented in TS 23.501 [1] clause 4.4.8.2, some of the DS-TT and NW-TT functionalities are optional:
-
Hold and forward functionality for the purpose of de-jittering;
-
Link layer connectivity discovery and reporting as defined in IEEE 802.1AB [2].

A deployment may however rely on some or all of these functionalities, e.g. a factory automation deployment may rely on hold and forward functionality (IEEE 802.1Qbv [4]) to be supported on all TSN switches in the network, including 5GS. 
For 5GS this means that TSN AF should only report a port pair (DS-TT Ethernet port, NW-TT Ethernet port) to the CNC if both ports support the optional functionalities needed in a given deployment.

This implies that the TSN AF needs to be able to determine whether DS-TT and NW-TT support these optional functionalities, i.e. implies the need for port management capability retrieval by TSN AF.
Furthermore, as documented in TS 23.501 [1] clause 5.28.3.1, “5GS shall support transfer of standardized and deployment-specific port management information transparently between TSN AF and DS-TT or NW-TT, respectively inside a Port Management Information Container”. Deployment-specific port management information and the related Ethernet feateures that can be managed cannot be expected to be supported by all DS-TT and NW-TT implementations. Therefore it is essential for the TSN AF to be able to know whether DS-TT and NW-TT support deployment-specific port management information and also which ones in particular.
Observation 5: It is essential for TSN AF to be able to determine whether or not DS-TT and NW-TT support specific optional TSN features (e.g. hold and forward functionality) and also whether particular specific deployment-specific port management information is supported or not. Therefore TSN AF needs to be able to retrieve port management capabilities from DS-TT and NW-TT.
Proposal: Remove related Editor’s note.

3
Proposal

This paper made the following observations:

-
Observation 1: There is no significant benefit in requiring DS-TT to implement LLDP. Instead, relying on NW-TT to perform LLDP on behalf of DS-TT reduces DS-TT complexity and most importantly significantly reduces testing and integration effort.

-
Statements in IEEE 802.1AB [3] that declare certain Management Information Base (MIB) objects (e.g. local LLDP configuration) as read-only apply only to external access to the MIB, e.g. using SNMP. How LLDP configuration is handled inside a switch (e.g. inside the 5GS TSN bridge between TSN AF and NW-TT or DS-TT) is not in scope of IEEE 802.1AB [2].
-
Observation 3: The ability of TSN AF to write DS-TT and NW-TT port neighbour discovery configuration is essential to enable 5GS TSN bridge operators to provide the LLDP agent in DS-TT/NW-TT with their preferred local LLDP configuration.

-
Observation 4: Ability of TSN AF to selectively request (i.e. read) DS-TT/NW-TT port management information and to subscribe to update notifications for selected port management information is more efficient than having DS-TT/NW-TT always report all available port management information and always informing TSN AF about updates of port management information even though it may not be needed by TSN AF.

-
Observation 5: It is essential for TSN AF to be able to determine whether or not DS-TT and NW-TT support specific optional TSN features (e.g. hold and forward functionality) and also whether particular specific deployment-specific port management information is supported or not. Therefore TSN AF needs to be able to retrieve port management capabilities from DS-TT and NW-TT.

Based on these observations, this paper made the following proposals:

-
Support LLDP only in NW-TT to enable discovery of Ethernet neighbors connected to DS-TT and NW-TT.

-
Remove all Editor’s notes listed in clause 1 of this paper.

In line with this, it is proposed to approve the companion CRs in S2-1909069 and S2-1909070.
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