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[bookmark: _Toc4578072]1st Change
[bookmark: _Toc20204198][bookmark: _Hlk8913988]4.15.3.2.3	NEF service operations information flow
The procedure is used by the AF to subscribe to notifications and to explicitly cancel a previous subscription. Cancelling is done by sending Nnef_EventExposure_Unsubscribe request identifying the subscription to cancel with Subscription Correlation ID. The notification steps 6 to 8 are not applicable in cancellation case. If AMF or SMF receive Monitoring event subscription for roaming UEs and I-NEF is deployed as defined in clause 6.2.5a of TS 23.501 [2], clause 4.15.3.2.3a applies after step 5.



Figure 4.15.3.2.3-1: Nnef_EventExposure_Subscribe, Unsubscribe and Notify operations
1.	The AF subscribes to one or several Event(s) (identified by Event ID) and provides the associated notification endpoint of the AF by sending Nnef_EventExposure_Subscribe request.
	Event Reporting Information defines the type of reporting requested (e.g. one-time reporting, periodic reporting or event based reporting, for Monitoring Events). If the reporting event subscription is authorized by the NEF, the NEF records the association of the event trigger and the requester identity. The subscription may also include Maximum number of reports and/or Maximum duration of reporting IE.
	The AF may also provides Traffic Descriptor (e.g. IP 3-tuples) information to support "Availability after DDN Failure" for multiple AFs case.
2.	[Conditional - depending on authorization in step 1] The NEF subscribes to received Event(s) (identified by Event ID) and provides the associated notification endpoint of the NEF to UDM by sending Nudm_EventExposure_Subscribe request.
	If the reporting event subscription is authorized by the UDM, the UDM records the association of the event trigger and the requester identity. Otherwise, the UDM continues in step 4 indicating failure.
3a.	[Conditional] If the requested event (e.g. monitoring of Loss of Connectivity) requires AMF assistance, then the UDM sends the Namf_EventExposure_Subscribe to the AMF serving the requested user. The UDM sends the Namf_EventExposure_Subscribe request to the all serving AMF(s) (if subscription applies to a UE or a group of UE(s)), or all the AMF in the same PLMN as the UDM (if subscription applies to any UE).
	As the UDM itself is not the Event Receiving NF, the UDM shall additionally provide the notification endpoint of itself besides the notification endpoint of NEF. Each notification endpoint is associated with the related (set of) Event ID(s).This is to assure the UDM can receive the notification of subscription change related event.
	If the subscription applies to a group of UE(s), the UDM shall include the same notification endpoint of itself, i.e. Notification Target Address (+ Notification Correlation Id), in the subscriptions to all UE's serving AMF(s).
NOTE 1:	The same notification endpoint of UDM is to help the AMF identify whether the subscription for the requested group event is same or not when a new group member UE is registered.
3b.	[Conditional] AMF acknowledges the execution of Namf_EventExposure_Subscribe.
3c.	[Conditional] If the requested event (e.g. "Availability after DDN Failure" with traffic descriptor) requires SMF assistance, then for existing PDU session(s) or during the PDU session establishement procedure, the UDM selects the SMF based on the Slice information, the DNN and/or the AF Service ID and sends the Nsmf_EventExposure_Subscribe with the event type "Availability after DDN Failure" and Traffic Descriptor to the SMF(s) serving the requested user. As the UDM itself is not the Event Receiving NF, the UDM shall provide the AMF's notification endpoint information, i.e., Notification Target Address (+ Notification Correlation Id). Each notification endpoint is associated with the related (set of) Event ID(s).
NOTE 2:	In the home routed case, the UDM sends the subscription to the V-SMF via the H-SMF.
3d.	[Conditional] The SMF acknowledges the execution of Nsmf_EventExposure_Subscribe.
4.	[Conditional] UDM acknowledges the execution of Nudm_EventExposure_Subscribe.
	If the subscription is applicable to a group of UE(s) and the Maximum number of reports is included in the Event Report information in step 1, the Number of UEs is included in the acknowledgement.
5.	NEF acknowledges the execution of Nnef_EventExposure_Subscribe to the requester that initiated the request.
6a - 6b.	[Conditional - depending on the Event] The UDM (depending on the Event) detects the event occurs and sends the event report, by means of Nudm_EventExposure_Notify message to the associated notification endpoint of the NEF along with the time stamp. NEF may store the information in the UDR along with the time stamp using either Nudr_DM_Create or Nudr_DM_Update service operation as appropriate.
6c - 6d.	[Conditional - depending on the Event] The AMF detects the event occurs and sends the event report, by means of Namf_EventExposure_Notify message to associated notification endpoint of the NEF along with the time stamp. NEF may store the information in the UDR along with the time stamp using either Nudr_DM_Create or Nudr_DM_Update service operation as appropriate.
	If the AMF has a maximum number of reports stored for the UE or the individual member UE, the AMF shall decrease its value by one for the reported event.
	For both step 6a and step 6b, when the maximum number of reports is reached and if the subscription is applied to a UE, The NEF unsubscribes the monitoring event(s) to the UDM and the UDM unsubscribes the monitoring event(s) to AMF serving for that UE.
	For both step 6a and step 6b, when the maximum number of reports is reached for an individual group member UE, the NEF uses the Number of UEs received in step 4 to determine if reporting for the group is complete. If the NEF determines that reporting for the group is complete, the NEF unsubscribes the monitoring event(s) to the UDM and the UDM unsubscribes the monitoring event(s) to all AMF(s) serving the UEs belonging to that group.
	When the Maximum duration of reporting expires in the NEF, the UDM and the AMF, then each of these nodes shall locally unsubscribe the monitoring event.
6e.	[Conditional - depending on the Event] When the SMF is informed that the UE is unreachable, the SMF interacts with the UPF to remove the buffered packets and requests the UPF to report the traffic information (e.g. Source IP address, Source port number) of the discarded packets. By comparing the traffic information reported by the UPF with the Traffic Descriptor(s) received in the event subscription(s), the SMF determines whether any traffic from an AF having a event subscription occurred and if so, the SMF sends the event report, by means of Nsmf_EventExposure_Notify message (including NEF reference ID), to the AMF indicated as notification endpoint. If the UE is not reachable after the AMF received the notification from the SMF, the AMF shall set a Notify-on-available-after-DDN-failure flag corresponding to the NEF Reference ID.
6f.	[Conditional] The AMF detects the UE is reachable and sends the event report based on the Notify-on-available-after-DDN-failure flag received in step 6e, by means of Namf_EventExposure_Notify message, only to the NEF indicated as notification endpoint. In this way, only the AF(s) for which DL traffic transmission failed are notified.
7.	[Conditional - depending on the Event in steps 6a-6f] The NEF forwards to the AF the reporting event received by either Nudm_EventExposure_Notify and/or Namf_EventExposure_Notify.
8.	[Conditional - depending on the Event] The AMF detects the subscription change related event occurs, e.g. Subscription Correlation ID change due to AMF reallocation or addition of new Subscription Correlation ID due to a new group UE registered, it sends the event report, by means of Namf_EventExposure_Notify message to the associated notification endpoint of the UDM.


[bookmark: _Hlk8918254]2nd Change
[bookmark: _Toc4578074][bookmark: _Toc4423179]4.15.3.2.x	Information flow for Availability after DDN Failure with SMF buffering
The procedure is used if the SMF requests the UPF to forward packets that are subject of buffering in the SMF. The procedure describes a mechanism for the Application Function to subscribe to notifications about availability after downlink data delivery notification failure. The availability after downlink data delivery failure notifications relates to high latency communication, see also subclauses 4.24.2 and 4.2.3.3.
Cancelling the subscription is done by sending EventExposure_Unsubscribe requests identifying the subscription to cancel with the Subscription Correlation ID in the same order as indicated in figure 4.15.3.2.x-1 for the corresponding subscribe requests. Step 0 and the notification steps 9 to 13 are not applicable in the cancellation case.
Editor´s note: A procedure to subscribe to availability after downlink data delivery failure if buffering in the UPF is used is ffs.


Figure 4.15.3.2.x-1: Information flow for availability after DDN Failure with SMF buffering
0.	The SMF (in the no-roaming case the H-SMF. in the roaming case the V-SMF) configures the relevant UPF to forward packets to the SMF as described in clause 5.8.3 in 23.501 [2]. The SMF decides to apply this behavior based on the "expected UE behaviour". Alternatively, step 0 is triggered by step 5.
1.	The AF sends Nnef_EventExposure_Subscribe Request to the NEF requesting notifications for "Availability after DDN Failure" for a UE or group of UEs and providing a traffic descriptor identifying the source of the downlink IP or Ethernet traffic. If the reporting event subscription is authorized by the NEF, the NEF records the association of the event trigger and the requester identity.
2.	The NEF sends the Nudm_EventExposure_Subscribe Request to UDM. Identifier of the UE or group of UEs, the traffic descriptor, monitoring event received from AF at step 1, and notification endpoint of the NEF are included in the message. If the reporting event subscription is authorized by the UDM, the UDM records the association of the event trigger and the requester identity. Otherwise, the UDM continues in step 7 indicating failure
3.	The UDM sends Namf_EventExposure_Subscribe messages to the AMF(s) which serve the UE(s) identified in step2 to subscribe to "Availability after DDN Failure". A separate subscription is used for each UE. The NEF notification endpoint received in step 2 is included in the message. If the UDM becomes aware that such a UE is registered at a later time than when receiving step 2, the UDM then executes step 3
4.	 The AMF acknowledges the execution of Namf_EventExposure_Subscribeand provides a notification target address and unique reference ID for subsequent Nsmf_EventExposure_Notify messages. 
5.	The UDM sends the Nsmf_EventExposure_Subscribe Request message with the event type "Availability after DDN Failure" to each SMF where at least one UE identified in step 2 has a PDU session established; if the UDM is able to derive the applicable DNN and S-NSSAI from the traffic descriptor via configured information, the UDM may send Nsmf_EventExposure_Subscribe Request messages only to SMFs with PDU sessions with that DNN and S-NSSAI for such UEs. The UDM includes the traffic descriptor reveived in step 2. As the UDM itself is not the Event Receiving NF, the UDM shall provide the AMF's notification endpoint information, i.e., Notification Target Address (+ Notification Correlation Id) reveived in step 4. A separate subscription is used for each UE. Each notification endpoint is associated with the event type "Availability after DDN Failure". 
In case of home-routed PDU session or PDU session with I-SMF, the UDM sends the Nsmf_EventExposure_Subscribe Request message(s) to (H-)SMF(s) identified as described above, and the (H-)SMF(s) further send Nsmf_EventExposure_Subscribe Request message(s) to the related V-SMF(s) or I-SMF(s). Steps 9-10 are performed by those V-SMF(s) or I-SMF(s).
6.	The SMF sends the Nsmf_EventExposure_Subscribe response message to the UDM.
7.	The UDM sends the Nudm_EventExposure_Subscribe response to the NEF.
8.	The NEF sends the Nsmf_EventExposure_Subscribe response to the AF.
9-10	The SMF is informed that the UE is unreachable via a Namf_Communication_N1N2MessageTransfer service operation. The SMF then decides to discard downlink packets received from the UPF. By comparing those discarded downlink packets received from the UPF with the Traffic Descriptor(s) received in the event subscription(s), the SMF determines whether any traffic from an AF having a event subscription occurred and if so, the SMF sends the event report, by means of Nsmf_EventExposure_Notify message (including NEF reference ID), to the AMF indicated as notification endpoint.If the UE is not reachable after the AMF received the notification from the SMF, the AMF shall set a Notify-on-available-after-DDN-failure flag corresponding to the NEF Reference ID.
11-12.	[Conditional] The AMF detects the UE is reachable and sends the event report(s) based on the Notify-on-available-after-DDN-failure flag, by means of Namf_EventExposure_Notify message(s), only to the NEF(s) indicated as notification endpoint(s) identified via the corresponding subscription in step 3. In this way, only the AF(s) for which DL traffic transmission failed are notified.
13.	The NEF sends Nnef_EventExposure_Notify message with the "Availability after DDN Failure" event to AF.
4th Change
[bookmark: _Toc20204454][bookmark: _Toc11173763]5.2.3.5.2	Nudm_EventExposure_Subscribe service operation
Service operation name: Nudm_EventExposure_Subscribe
Description: The NF consumer subscribes to receive an event, or if the subscription is already defined in UDM, then the subscription is updated.
NF Consumers: NEF.
Inputs (required): Target of Event Reporting: UE(s) ID (SUPI or GPSI, Internal Group Identifier or External Group Identifier, or indication that any UE is targeted), Event filter containing the Event Id(s) (see clause 4.15.3.1) and Event Reporting Information defined in Table 4.15.1-1.
Inputs (optional): Expiry time, traffic descriptor identifying the source of the downlink IP or Ethernet traffic (for Availability after DDN Failure and downlink data delivery status events).
Outputs (required): Operation execution result indication. When the subscription is accepted: Subscription Correlation ID, Expiry time (required if the subscription can be expired based on the operator's policy).
Outputs (optional): First corresponding event report is included, if corresponding information is available (see clause 4.15.1), Number of UE if the External Group Identifier and Maximum Number of Reports are included in the inputs.
Number of UEs indicates the number of UEs within the group identified by the External Group Identifier. The NEF uses this value to determine whether the monitoring event has been reported for all group member UEs.

[bookmark: _Toc11173946]5th Change
[bookmark: _Toc20204644]5.2.8.3.1	General
Service description: This service provides events related to PDU Sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on PDU Sessions. The following are the key functionalities of this NF service.
-	Allow consumer NFs to Subscribe and unsubscribe for an Event ID on PDU Session(s); and
-	Notifying events on the PDU Session to the subscribed NFs.
-	Allow consumer NFs to acknowledge or respond to an event notification.
The following events can be subscribed by a NF consumer (Event ID is defined in clause 4.15.1):
-	UE IP address / Prefix change: The event notification may contain a new UE IP address / Prefix or an indication of which UE IP address / Prefix has been released.
-	PDU Session Release.
-	UP path change: a notification corresponding to this event is sent when the UE IP address / Prefix and / or DNAI and /or the N6 traffic routing information has changed.
	The event notification may contain following information:
-	the type of notification ("EARLY" or "LATE").
-	for both the source and target UP path between the UE and the DN, the corresponding information is provided when it has changed:
-	DNAI.
-	UE IP address / Prefix.
-	N6 traffic routing information.
NOTE 1:	UP path change notification, DNAI and N6 traffic routing information are further described in TS 23.501 [2] clause 5.6.7.
-	Change of Access Type; The event notification contains the new Access Type for the PDU Session.
-	PLMN change; The event notification contains the new PLMN Identifier for the PDU Session.
-	Downlink data delivery status. The event notification contains the status of downlink data buffering in the core network including:
-	First downlink packet per source of the downlink IP traffic in extended buffering and Estimated maximum wait time.
-	First downlink packet per source of the downlink IP traffic discarded.
-	First downlink packet per source of the downlink IP traffic transmitted after previous buffering and/or discarding of corresponding packet(s).
-	Availability after DDN failure.
Event Filters are used to specify the conditions to match for notifying the events (i.e. "List of Parameter values to match"). If there are no conditions to match for a specific Event ID, then the Event Filter is not provided. The following table provides as an example how the conditions to match for event reporting can be specified for various Event IDs for SMF exposure.
Table 5.2.8.3.1-1: Example of Event Filters for SMF exposure events
	Event ID for SMF exposure
	Event Filter (List of Parameter Values to Match)

	DNAI Change
	None

	PDU Session Release
	



The target of SMF event reporting may correspond to a PDU Session ID, an UE ID (SUPI) an Internal Group Identifier or an indication that any UE is targeted (on a specific DNN).
When acknowledgment is expected the SMF also provides Notification Correlation Information to the consumer NF in the event notification.
The consumer NF may provide the following event-specific information when acknowledging an event notification:
-	For UP path change event:
-	N6 traffic routing information related to the target DNAI.
NOTE 2:	Acknowledgement to a UP path change event notification is further described in TS 23.501 [2] clause 5.6.7.

[bookmark: _Hlk8918231]End of Changes
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