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Abstract of the contribution: This paper introduces a key issue for "Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN" to the TR 23.700-07.
Discussion
The FS_eNPN SID includes the following objectives:

"1.
Study enhancements to enable support for SNPN along with subscription / credentials owned by an entity separate from the SNPN.

NOTE:
The entity separate from the SNPN might provide applications using the services of the SNPN for its communication.

2.
Study how to support UE onboarding and provisioning for non-public networks. 

3.
Study enhancements to the 5GS for NPN to support service requirements for production of audio-visual content and services e.g. for service continuity.

NOTE:
The above objective covers NPN specific SA1 requirements as part of AVPROD that are not covered by the other objectives.

4.
Study the possibility for customizations or optimizations of 5GS when used for NPN considering different deployment scenarios, e.g. when the NPN is deployed and managed with the support of PLMN, when the NPN is deployed for different coverage and device density.

5.
Study the need for additional exposure capabilities due to support for NPN. 

6.
Study support for SNPN and PLMN sharing the same NG-RAN, if anything missing from Rel-16.

7.
Study support for voice/IMS emergency services for SNPN.

NOTE:
The above objectives are expected to be further aligned based on Stage 1 requirements."
The main related stage 1 requirements are specified in TS 22.263 and assumed relevant requirements for objective 1 are:

-
The 5G system shall enable an NPN to be able to request a third-party service provider to perform NPN access network authentication of a UE based on non-3GPP identities and credentials supplied by the third party service provider.

-
The 5G system shall enable an NPN to support multiple third-party service providers.

-
The 5G system shall enable an NPN to be able to request a PLMN to perform NPN access network authentication of a UE based on 3GPP identities and credentials supplied by the PLMN.
Proposal

It is proposed to add the following key issue to the TR 23.700-07 "Study on enhanced support of Non-Public Networks"
*** Start of changes ***
5.X
Key Issue #<X>: Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN 
5.X.1
Description


One area that needs further study is enhancements to the 5GS in order to enable support for SNPN along with subscriptions or credentials owned by an entity separate from the SNPN. The entity (i.e. SP) could be located in a third-party Service Provider (SP) without a 5GS, or another SNPN that has relationship with this SNPN, or a PLMN that has relationship with the SNPN.
Studying 5GS enhancements specifically oriented towards support of SNPN with credentials owned by a Service Provider (SP) separate from the SNPN is necessary to enable some of the main use cases for Non-Public Networks, such as wireless connectivity for industry, large residential buildings, campuses, malls, and merged SNPNs, which all contain several specialized and stringent requirements. Many of the relevant use cases may in turn potentially have an impact on the architecture.

This key issue aims at addressing the following points for SNPN along with subscription owned by an SP separate from the SNPN:

· -
How to identify the SP providing the subscription; 
-
Network selection enhancements, including UEs with multiple subscriptions;
· -
E.g. how does the UE discover and select an SNPN which provides authentication in an external SP;
· -
Architecture enhancements needed to support multiple SPs e.g.:
-
What are the network entitities provided by the SP;
-
What is the reference point(s) between the SNPN and the SP;
-
What is the architecture and solution for a UE accessing SP or PLMN services via NPN access network;
-
How to exchange authentication signalling between the SNPN and the SP, including:
· -
Authentication via SNPN to PLMN (SP) based on 3GPP identities (e.g. IMSI) and credentials supplied by the PLMN;

-
Authentication via SNPN to SP based on non-3GPP identities (e.g. non-IMSI) and credentials;

· 
· -
Mobility scenarios, including service continuity, for:
-
UE moving from SNPN#1 with SP#1 to SNPN#2 with SP#1 available; and
-
UE moving between SNPN#1 (where SP=PLMN) and PLMN.



NOTE 1:  Security aspects should be confirmed by SA WG3.

*** End of changes ***
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