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FIRST CHANGE
[bookmark: _Toc19105715]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.071: "Technical Specification Group Systems Aspects; Location Services (LCS)".
[3]	3GPP TS 22.261: "Service requirements for next generation new services and markets; Stage 1".
[4]	3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)".
[5]	3GPP TS 43.059: "Functional Stage 2 description of Location Services in GERAN".
[6]	3GPP TS 23.305: "Stage 2 functional specification of User Equipment (UE) positioning in UTRAN".
[7]	3GPP TS 36.305: "Stage 2 functional specification of User Equipment (UE) positioning in E-UTRAN".
[8]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[9]	3GPP TS 38.305: "Stage 2 functional specification of User Equipment (UE) positioning in NG-RAN".
[10]	3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions".
[11]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[12]	3GPP TS 29.572: "5G System; Location Management Services; Stage 3".
[13]	OMA MLP TS: "Mobile Location Protocol", [http://www.openmobilealliance.org].
[14]	OMA RLP TS: "Roaming Location Protocol", [http://www.openmobilealliance.org].
[15]	3GPP TS 38.455: "NG-RAN; NR Positioning Protocol A (NRPPa)".
[16]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[17]	3GPP TS 25.305: "Stage 2 functional specification of User Equipment (UE) positioning in UTRAN".
[18]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[19]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[20]	3GPP TS 36.355: "Evolved Universal Terrestrial Radio Access (E-UTRA); LTE Positioning Protocol (LPP)".
[21]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[22]	ETSI ES 282 004: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); NGN Functional Architecture; Network Attachment Sub-System (NASS)". 
[23]	ITU-T Recommendation E.164: "The international public telecommunication numbering plan".
[24]	3GPP TS 23.222: "Common Application Programming Interface (API) framework for 3GPP northbound APIs".
[25]	RFC 2396: "Uniform Resource Identifiers".
[26]	RFC 3261: "SIP: Session Initiation Protocol".
[27]	3GPP TS 23.228: "IP multimedia subsystem (IMS)".
[28]	3GPP TS 23.003: "Numbering, addressing and identification".
[29]	3GPP TS 29.002: "Mobile Application Part (MAP) specification".
[30]	3GPP TS 32.271: "Telecommunication management; Charging management; Location Services (LCS) charging".
[31]	3GPP TS 32.298: "Telecommunication management; Charging management; Charging Data Record (CDR) parameter description".
[32]	3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging application".void
[33]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
NEXT CHANGE
[bookmark: _Toc19105758]4.4.10	NL1 Reference Point
The NL1 reference point supports location requests for a target UE sent from a serving AMF for the target UE to an LMF. Location requests are supported for immediate location and for deferred location for periodic or triggered location events.
The NL1 reference point also supports the transfer from an LMF to an AMF of ciphering keys and associated data that enable deciphering by suitably subscribed UEs of ciphered broadcast assistance data.
[bookmark: _Hlk21091146]Messages for the NL1s reference point are defined in in TS 29.518 [16] and TS 29.572 [12].
NEXT CHANGE
[bookmark: _Toc19105784]5.6	LCS Charging
Charging Information for LCS service is collected at GMLC and AMF. For roaming case, the Charging Information shall be collected in both home PLMN and visited PLMN for inter-operator charging purpose.
Charging mechanism for LCS service and the Charging Information collected at GMLC and at AMF are defined in TS 32.271 [30], and TS 32.298 [31] and TS 32.299 [32].
NEXT CHANGE
[bookmark: _Toc19105796]6.1.2	5GC-MT-LR Procedure for the commercial location service
Figure 6.1.2-1 illustrates the general network positioning requested by the LCS clients or the AF external to the PLMN. In this scenario, it is assumed that the target UE may be identified using an SUPI or GPSI. This procedure is applicable to a request from an external LCS client or AF for a current location of the target UE, and it is assumed that
-	Privacy verification may be required for the location service request;
-	The LCS client or the AF needs to be authorised to use the location service.

[bookmark: _GoBack]




Figure 6.1.2-1: 5GC-MT-LR Procedure for the commercial location services
1.	The external location services client or the AF (via NEF) sends a request to the (H)GMLC for a location and optionally a velocity for the target UE which may be identified by an GPSI or an SUPI. The request may include the required QoS, supported GAD shapes, LCS client type and other attributes. (H)GMLC (for 1a) or NEF (for 1b) authorizes the External Client or the AF for the usage of the LCS service. If the authorization fails, step 2-23 are skipped and (H)GMLC (for 1a) or NEF (for 1b) responds to the external Client or the AF the failure of the service authorization in step 24. In some cases, the (H)GMLC derives the GPSI or SUPI of the target UE and possibly the QoS from either subscription data or other data supplied by the LCS client or AF.
	The LCS request may carry also the Service Identity and the Codeword and the service coverage information. The (H)GMLC may verify that the Service Identity received in the LCS request matches one of the service identities allowed for the LCS client or AF. If the service identity does not match one of the service identities for the LCS client or AF, the (H)GMLC shall reject the LCS request. Otherwise, the (H)GMLC can map the received service identity in a corresponding service type.
	
	If the LCS service request contains the pseudonym of the target UE and the (H)GMLC cannot resolve the PMD address from the pseudonym, the (H)GMLC itself determines the verinym (GPSI or SUPI) of the target UE. If the (H)GMLC can resolve the address of PMD from the pseudonym, the HGMLC requests the verinym from its associated PMD. If (H)GMLC is not able to obtain the verinym of the target UE, the (H)GMLC shall cancel the location request.
	If the requested type of location is "current or last known location" and the requested maximum age of location information is available, the (H)GMLC verifies whether it stores the previously obtained location estimate of the target UE. If the HGMLC stores the location estimate and the location estimate satisfies the requested accuracy and the requested maximum age of location, the (H)GMLC checks the result of the privacy check at step 2. In case the result of the privacy check for call/session unrelated class is "Location allowed without notification" then steps 3-22 may be skipped.
	If location is required for more than one UE, the steps following below may be repeated.
Editor's Note: Whether all EPS provided LCS services defined in TS 23.271 [4] will be supported in 5GS will be further reviewed by the SA WG2.
1b-1	AF sends the LCS service request to the NEF.
1b-2	The NEF identifies based on the QoS attribute received from the location request that higher than cell-ID level location accuracy is required and invokes the Nglmc_ProvideLoacation_Request service operation to the (H)GMLC, which contains the attributes received from the AF request. The NEF may also invoke the Nglmc_ProvideLocation_Request service operation to the (H)GMLC for lower than cell-ID location accuracy as an implementation option.
	If location is required for more than one UE, the steps following below may be repeated and in that case the NEF or HGMLC receiving location request, shall verify whether the number of Target UEs in the LCS request is equal to or less than the Maximum Target UE Number of the LCS client. If Maximum Target UE Number is exceeded, the NEF or HGMLC shall reject the LCS request, the step 2-14 are skipped, and then GMLC respond to the client with proper error cause in the step 15.
NOTE 1:	If cell-ID level or lower than cell-ID level location accuracy is required in the location request, the NEF may invoke an Namf_EventExposure_Subscribe service operation to subscribe location event reporting from the AMF for the target UE as further described in clause 6.5.
2.	The (H)GMLC invokes a Nudm_SDM_Get service operation towards the UDM of the target UE to get the privacy settings of the UE identified by its GPSI or SUPI. The UDM returns the target UE Privacy setting and the SUPI of the UE. The (H)GMLC checks the privacy settings. If the target UE is not allowed to be located, steps 3-22 are skipped.
3.	The (H)GMLC invokes a Nudm_UECM_Get service operation towards the UDM of the target UE with SUPI of this UE. The UDM returns the network addresses of the current serving AMF and additionally the address of a VGMLC (for roaming case). If the location request is an immediate location request, the (H)GMLC checks the country codes of the serving node addresses. If the (H)GMLC finds the current AMF is out of the service coverage of the (H)GMLC, the (H)GMLC returns an appropriate error message to the LCS client or AF.
NOTE 2:	The UDM is aware of the serving AMF address at UE registration on an AMF as defined in clause 4.2.2.2.2 of TS 23.502 [19]. The UDM is aware of a serving VGMLC address at UE registration on an AMF as defined in clause 4.2.2.2.2 of TS 23.502 [19]. 
)GMLC)GMLC)GMLCNOTE 3:	The HGMLC can also query the HSS of the target UE for a serving MME address as described in clause 9.1.1 of TS 23.271 [4]. The EPC-MT-LR procedure described in clause 9.1.15 of TS 23.271 [4], excluding the UE availability event, may then be performed instead of steps 4-23, e.g. if the HSS returns an MME address but the UDM does not return an AMF address.
4.	For a non-roaming case, this step is skipped. In the case of roaming, the HGMLC may receive an address of a VGMLC (together with the network address of the current serving AMF) from the UDM in step 3, otherwise, the HGMLC may use the NRF service in the HPLMN to select an available VGMLC in the VPLMN, based on the VPLMN identification contained in the AMF address received in step 3. The HGMLC then sends the location request to the VGMLC by invoking thservice operation towards the VGMLC. In the cases when the HGMLC did not receive the address of the VGMLC, or when the VGMLC address is the same as the HGMLC address, or when both PLMN operators agree, the HGMLC sends the location service request message to the serving AMF . In this case, step 4 is skipped. If the result of privacy check indicates that the notification (and verification) based on current location is needed, the HGMLC shall send a location request to the VGMLC indicating "positioning allowed without notification" and VGMLC shall invoke an Namf_Location_ProvidePositioningInfo Request service operation towards the AMF at step 5.
5.	In the case of roaming, the VGMLC first authenticates that the location request is allowed from this HGMLC, PLMN or from this country. If not, an error response is returned. The (H)GMLC or VGMLC invokes the Namf_Location_ProvidePositioningInfo service operation towards the AMF to request the current location of the UE. The service operation includes the SUPI, the client type and may include the required LCS QoS, supported GAD shapes and other attributes as received or determined in step 1. 
NOTE 4:	The location request forwarded at step 4 and step 5 may also carry the result of the privacy check in step 2 which may include a codeword provided by the LCS Client or AF and an indication of a privacy related action as described in clause 5.4.
Editor's note:	Privacy related subscription needs to be added to clause 5.4 in alignment with TS 23.271 [4].
6.	If the UE is in CM IDLE state, the AMF initiates a network triggered Service Request procedure as defined in clause 4.2.3.4 of TS 23.502 [19] to establish a signalling connection with the UE.
	If signalling connection establishment fails, step 7-13 are skipped and the AMF answers to the GMLC in step 14 with the last known location of the UE (i.e. Cell ID) together with the age of this location.
7.	If the indicator of privacy check related action indicates that the UE must either be notified or notified with privacy verification and if the UE supports LCS notification (according to the UE capability information), a notification invoke message is sent to the target UE, indicating the identity of the LCS client the Requestor Identity (if that is both supported and available) and whether privacy verification is required.
8.	The target UE notifies the UE user of the location request and, if privacy verification was requested, waits for the user to grant or withhold permission. The UE then returns a notification result to the AMF indicating, if privacy verification was requested, whether permission is granted or denied for the current LCS request. If the UE user does not respond after a predetermined time period, the AMF shall infer a "no response" condition. The AMF shall return an error response to the (H)GMLC if privacy verification was requested and either the UE user denies permission or there is no response with the UE privacy profile received from the (H)GMLC indicating barring of the location request.
	The notification result also indicates the Location Privacy Indication setting for subsequent LCS requests; i.e whether subsequent LCS requests, if generated, will be allowed or disallowed by the UE. The Location Privacy Indication may also indicate a time for disallowing the subsequent LCS requests. 
9.	The AMF invokes the Nudm_ParameterProvision_Update (LCS privacy) service operation to store in the UDM the Location Privacy Indication information received from the UE. The UDM may then store the UE privacy setting information into the UDR as the "LCS privacy" Data Subset of the Subscription Data.
10-13.	Step 10-13 are the same as steps 6-9 defined in clause 6.1.1.
14.	The AMF returns the Namf_Location_ProvidePositioningInfo Response towards the (V)GMLC (or HGMLC for roaming when the NL3 reference point is not supported) to return the current location of the UE. The service operation includes the location estimate, its age and accuracy and may include information about the positioning method.
15.	In case of roaming, the VGMLC forwards the location estimation of the target UE, its age, its accuracy and optionally the information about the positioning method received at step 14 to the HGMLC. For non-roaming scenario, this step is skipped. 
16.	If the privacy check in step 2 indicates that further privacy checks are needed, the (H)GMLC shall perform an additional privacy check in order to decide whether the (H)GMLC can forward the location information to the LCS client or AF or send a notification if the result of the privacy check requires the notification and verification based on current location. One example when this additional privacy check is needed is when the target UE user has defined different privacy settings for different geographical locations. When an additional privacy check is not needed, the (H)GMLC skips steps 17-23.
17.	If the result of privacy checks in step 16 indicates that the notification (and verification) based on current location is needed, and in the case of roaming, the (H)GMLC shall send a location request to the VGMLC indicating "notification only", 
18.	The (H)GMLC or VGMLC invokes the Namf_Location_ProvidePositioningInfo service operation towards the AMF to request notification (and verification) based on current location.
19.	If the UE is in CM IDLE state, the AMF initiates a network triggered Service Request procedure as defined in clause 4.2.3.4 of TS 23.502 [19] to establish a signalling connection with the UE.
20.	If the UE supports LCS notification, the AMF sends a notification invoke message to the target UE, indicating the identity of the LCS client the Requestor Identity (if that is both supported and available) and whether privacy verification is required.
21.	Step 21 is the same as step 8.
22.	The AMF returns the Namf_Location_ProvidePositioningInfo Response towards the (V)GMLC (or HGMLC for roaming when the NL3 reference point is not supported) with an indication of the result of notification and verification procedure performed in steps 20-21.
23.	In case of roaming, the VGMLC forwards an indication of the result of notification and verification procedure to the HGMLC. For non-roaming scenario, this step is skipped.
24.	The (H)GMLC sends the location service response to the external location services client or AF (via the NEF). If the location request from the LCS client or AF contained the pseudonym and the (H)GMLC resolved the verinym from the pseudonym in step 1, the (H)GMLC shall use the pseudonym of the target UE in the location response to the LCS client or AF. If the LCS client or AF requires it, the (H)GMLC may first transform the universal location co-ordinates provided by the AMF into some local geographic system. The (H)GMLC may record charging information both for the external LCS client or AF and inter-network revenue charges from the AMF's network. The location service response from the (H)GMLC to the external LCS client or AF may contain the information about the positioning method used and the indication whether the obtained location estimate satisfies the requested accuracy or not. If in step 2, step 16 or step 23 the (H)GMLC identifies that the target UE is not allowed to be located by the external LCS client or AF, it rejects the LCS service request, and optionally indicate in the response the reason of the rejection, i.e. the target UE is not allowed to be located.
NEXT CHANGE
[bookmark: _Toc19105799]6.3.1	Initiation and Reporting of Location Events
Figure 6.3.1-1 summarizes the initiation and reporting of location events for a deferred 5GC-MT-LR procedure for Periodic, Triggered and UE Available Location Events. The procedure supports mobility of a UE within a VPLMN 5GCN and from a 5GCN to an EPC.




Figure 6.3.1-1: Deferred 5GC-MT-LR for periodic, triggered and UE available location events
1.	The external location services client or the AF (via NEF) sends a request to the (H)GMLC for location reporting for periodic, triggered or UE available location events. The request is sent as described for step 1 in clause 6.1.2 with the differences described here. The LCS Service Request provides the type of periodic or triggered location reporting being requested and associated parameters. For periodic location, the LCS Service Request includes the time interval between successive location reports, the total number of reports and may include location QoS. For area event reporting, the LCS Service Request includes details of the target area, whether the event to be reported is the UE being inside, entering into or leaving the target area, the duration of event reporting, the minimum and maximum time intervals between successive event reports, the maximum event sampling interval, whether location estimates shall be included in event reports (and associated location QoS), and whether only one location report is required or more than one. If the target area is expressed by a local coordinate system or a geopolitical name, the (H)GMLC shall convert the target area to a geographical area expressed by a shape as defined in TS 23.032 [8]. For motion event reporting, the LCS Service Request includes the threshold linear distance, the duration of event reporting, the minimum and maximum time intervals between successive event reports, the maximum event sampling interval, whether location estimates shall be included in event reports (and associated location QoS), and whether only one location report is required or more than one.
1b-1	AF sends the LCS service request to the NEF.
1b-2	The NEF forwards the request to the (H)GMLC,
2.	The (H)GMLC may verify UE privacy requirements as for step 2 in clause 6.1.2. The (H)GMLC may also subscribe to and receive notification of UE privacy profile updates according to steps 0 and 4 of clause 6.12.1.
3.	The (H)GMLC queries the UDM for the AMF address and, in the case of roaming, a VGMLC address as for step 3 in clause 6.1.2.
NOTE 1:	The HGMLC may also query the HSS of the target UE for a serving MME address as described in clause 9.1.1 of TS 23.271 [4]. The deferred EPC-MT-LR procedure for Periodic and Triggered Location described in clause 9.1.19 of TS 23.271 [4] or the EPC-MT-LR procedure for the UE availability event described in clause 9.1.15 of TS 23.271 [4] may then be performed instead of steps 4-31 - e.g. if the HSS returns an MME address but the UDM does not return an AMF address.
4.	This step is skipped for a non-roaming UE. For a roaming UE, the HGMLC obtains a VGMLC address if not received at step 3 and invokes anthe Ngmlc_Location_Provide Location Request service operation to forward the location request to the VGMLC as described for step 4 of in clause 6.1.2. The (H)GMLC also includes a contact address for the (H)GMLC (Notification Target Address, e.g. a URI) and an LDR reference number (Notification correlation ID) to be used for event reporting at steps 20 and 29.
5.	The (H)GMLC or VGMLC invokes the Namf_Location_ProvidePositioningInfo Request service operation to forward the location request to the serving AMF as described for step 5 in clause 6.1.2 and includes the (H)GMLC contact address and LDR reference number.
6-8.	If the AMF supports a deferred location request, the AMF returns an acknowledgment to the external LCS client, via the (H)GMLC and, in the case of roaming, the VGMLC, indicating that the request for deferred location was accepted. The VGMLC, when used, may optionally release resources for the deferred location request at this point.
9.	If the UE is not currently reachable (e.g. is using eDRX or PSM), the AMF waits for the UE to become reachable.
NOTE 2:	In the event of mobility of the UE to another AMF or to EPC when the UE becomes reachable, the old AMF can return an event indication to the (H)GMLC as at steps 19 and 20 and may include the address of the new serving AMF or MME if known. If a new serving AMF or MME is not known, the (H)GMLC can repeat step 3 to query the UDM and HSS for the new AMF or MME address. If a new AMF address is received, the (H)GMLC can restart the procedure from step 4.
10.	Once the UE is reachable, if the UE is then in CM IDLE state, the AMF initiates a network triggered Service Request procedure as defined in clause 4.2.3.4 of TS 23.502 [19] to establish a signalling connection with the UE.
NOTE 3:	The AMF may decide to cancel the location request before the UE becomes reachable (e.g. due to lack of resources or due to a timeout on the UE becoming reachable) or when the UE becomes reachable (e.g. if the AMF executes NAS level congestion control on the UE, or for other reasons). The AMF then skips steps 10-18 and proceeds to step 19 to return an indication of location cancelation to the VGMLC or (H)GMLC.11-12.	The AMF performs steps 7-8 in clause 6.1.2 to notify the UE of the location request and verify privacy requirements if required by the location request received at step 5 and supported by the UE. The AMF includes in the notification to the UE the type of deferred location request in the case of periodic or triggered location.
13.	The LMF selects an LMF as described for step 6 in clause 6.1.1. The selection may take into account the type of deferred location request (e.g. whether periodic or triggered) and any parameters for the deferred location request (e.g. the number of event reports required and/or the duration).
14.	The AMF invokes the Nlmf_Location_DetermineLocation Request service operation towards the LMF to initiate a request for deferred UE location. For a request for periodic or triggered location, the service operation includes all the information received in step 4 or step 5 including the (H)GMLC contact address and LDR reference number. For a request for the UE available location event, the (H)GMLC contact address and LDR reference number are not included. In all cases, the service operation includes an LCS Correlation identifier, the AMF identifier, the serving cell identity, the client type and may include an indication if UE supports LPP, the required QoS and Supported GAD shapes.
15.	The LMF performs one or more of the positioning procedures described in clause 6.11.1, 6.11.2 and 6.11.3 and as described for step 8 in clause 6.1.1. During this step, the LMF may request and obtain the UE positioning capabilities (e.g. which may indicate the type(s) of periodic and triggered location supported by the UE and the access types supported by the UE for event reporting). The LMF may also obtain the UE location - e.g. for a request for the UE available location event or when an initial location is requested for periodic or triggered UE location. For a request for the UE available location event, the LMF skips steps 16 and 17.
16.	If periodic or triggered location was requested, the LMF sends a supplementary services LCS Periodic-Triggered Invoke Request to the UE via the serving AMF by invoking the Namf_Communication_N1N2MessageTransfer service operation. The LCS Periodic-Triggered Location Invoke carries the location request information received from the AMF at step 14, including the (H)GMLC contact address and LDR reference number. The LCS Periodic-Triggered Location Invoke also includes a deferred routing identifier, which can be the identification of the LMF when the LMF will act as a serving LMF or a default LMF identification otherwise. The LCS Periodic-Triggered Location Invoke may indicate the allowed access types for event reporting at step 25 (e.g. one or more of NR, E-UTRA connected to 5GC, E-UTRA connected to EPC, non-3GPP access connected to 5GC) and may include an embedded positioning messagewhich indicates certain allowed or required location measurements (or a location estimate) at step 24 for each location event reported (e.g. based on the positioning capabilities of the UE obtained in +step 14 and the allowed access types). As part of NAS transport of the LCS Periodic-Triggered Location Invoke from the serving AMF to the UE, the serving AMF includes an immediate routing identifier in the NAS transport message containing an LCS Correlation identifier - e.g. according to clause 6.11.1.
NOTE 4:	The deferred routing identifier may be global (e.g. an IP address, UUID or URI) or may be local. The deferred routing identifier is used for routing in step 25. However, the immediate routing identifier included by the AMF in step 15 is used for routing in step 17. 
17.	If the request in step 16 can be supported, the UE returns a supplementary services acknowledgment to the LMF, which is transferred via the serving AMF using the immediate routing identifier and delivered to the LMF using an Namf_Communication_N1MessageNotify service operation.
18.	The LMF invokes the Nlmf_Location_DetermineLocation Response service operation towards the AMF to respond to the request at step 14. For a request for the UE available location event, the response includes any UE location obtained at step 15 and the LMF then releases all resources. For a periodic or triggered location request, the response includes any location obtained at step 15, a confirmation of whether periodic or triggered location was successfully activated in the UE according to steps 16 and 17 and the identification of the LMF in the case of successful activation with a serving LMF; the LMF also retains state information and resources for later steps if the LMF acts a serving LMF. If the UE cannot support the periodic and triggered location request, the service operation returned to the AMF shall include a suitable error cause.
19.	The AMF invokes the Namf_Location_EventNotify service operation towards the VGMLC for roaming, or (H)GMLC for non-roaming, and includes any location received at step 18 and, for periodic or triggered location, a confirmation of whether or not periodic or triggered location was successfully activated in the target UE. The VGMLC, if used, may be the same VGMLC used in steps 5 and 6 or may be a different VGMLC. In the case of a different VGMLC, the AMF includes the HGMLC contact address and LDR reference number. The AMF also includes the LMF identification if received at step 18. The AMF may then release all resources for the location request and cease support for the procedure.
20.	This step is skipped for a non-roaming UE. For a roaming UE, The VGMLC forwards the response received at step 19 to the HGMLC using the HGMLC contact address received at step 19 (for a different VGMLC) or received and stored at step 4 (for the same VGMLC) and includes the LDR reference number and any LMF identification that was received. The VGMLC may then release all resources for the location request and cease support for the procedure.
NOTE 5:	As an optional optimization for a roaming UE, instead of performing steps 19 and 20, the AMF may invoke the Namf_Location_EventNotify service operation directly towards the HGMLC (e.g. if a VGMLC is not used or if the VGMLC ceases support after step 8).
21.	The (H)GMLC forwards the response to the external LCS client or AF (via the NEF). If the location request at step 1 was for the UE available location event, the procedure terminates here and further steps 22-31 are not performed.
22.	For a periodic or triggered location request where steps 16 and 17 were successfully performed, the UE monitors for occurrence of the trigger or periodic event requested in step 16. For the area event or motion event, the UE monitors the requested event at intervals equal to or less than the maximum event sampling interval. An event trigger is detected by the UE when any of the following occur: (i) a requested area event or motion event has been detected and the minimum reporting time interval has elapsed since the last report (if this is not the first event report); (ii) a requested periodic location event has occurred; or (iii) the maximum reporting time for an area event or motion event has expired. When a trigger or periodic event is detected and if the UE is camped on or connected to (or can otherwise access) an access type allowed by the LMF at step 16, the UE proceeds to step 23. If the UE cannot access an allowed access type, the UE may skip reporting the trigger event or may report the trigger event at a later time when an allowed access type becomes available, according to requirements received from the LMF at step 16.
23.	The UE obtains any location measurements or a location estimate that were requested or allowed at step 16.
NOTE 6:	Obtaining a location estimate when requested also applies to the trigger event corresponding to expiration of the maximum reporting interval for an area event or motion event.
24.	The UE performs a UE triggered service request as defined in clause 4.2.3.2 of TS 23.502 [19] if in CM-IDLE state in order to establish a signalling connection with the AMF.
25.	The UE sends a supplementary services event report message to the LMF which is transferred via the serving AMF (which may be different to the original serving AMF for steps 14-16) and is delivered to the LMF using an Namf_Communication_N1MessageNotify service operation. The event report may indicate the type of event being reported (e.g. whether a normal event or expiration of the maximum reporting interval) and may include an embedded positioning message which includes any location measurements or location estimate obtained at step 23. The UE also includes the deferred routing identifier received in step 16 in the NAS Transport message used to transfer the event report from the UE to the AMF. The AMF then forwards the event report to either the serving LMF or any suitable LMF based on whether the deferred routing identifier indicates a particular LMF or any (default) LMF. In case a different LMF than the serving LMF is used, procedure in clause 6.4 is used. The UE also includes the (H)GMLC contact address, the LDR reference number, whether location estimates are to be reported and if so the location QoS in the event report.
NOTE 7:	When forwarding the event report message to the LMF in step 25, the AMF does not include an LCS Correlation Identifier (because the AMF does not have an LCS Correlation Identifier). To allow the AMF to be aware that an LCS Correlation Identifier is not needed and to distinguish an immediate routing identifier (which includes an LCS Correlation identifier) from a deferred routing identifier (which includes an LMF identification), the deferred routing identifier sent by the LMF in step 15 and possibly reassigned in step 26 can indicate that it is deferred and not immediate. For example, a deferred routing identifier could include a flag or could be selected from a different range of identifiers to the immediate routing identifier sent by the AMF at step 16.
26.	When the LMF receives the event report and if it can handle this event report, the LMF returns a supplementary services acknowledgment for the event report to the UE. The acknowledgment may optionally include a new deferred routing identifier indicating a new serving LMF or a default (any) LMF. If the UE does not receive any response from the LMF after a predefined time, i.e. the current LMF does not support the deferred location request (for temporary or permanent reasons) or due to some radio access failures, the UE may re-send the report one or more times. If the UE sends the repeated event report more than the predefined maximum resending time and the UE still does not receive any response from AMF, the UE shall stop resending the report, then record a corresponding flag to indicate that a report has been sent unsuccessfully. When the UE performs location update and detects the TAI is changed, if the flag has been set, the UE shall send the report to the corresponding AMF, and the flag will be cleared upon a success of the sending.
NOTE 8:	Inclusion of a new deferred routing identifier in the event report acknowledgment at step 26 may be used to change the serving LMF (e.g. if a UE moves into an area or to an access type that is better supported by a different LMF or if the serving LMF is overloaded) or to enable a default LMF to become a serving LMF.
27.	If a location estimate is needed for event reporting, the LMF may perform one or more of the positioning procedures described in clause 6.11.1, 6.11.2 and 6.11.3 and as described for step 8 in clause 6.1.1. The LMF then determines the UE location using the location measurements and/or location estimate(s) obtained at this step and/or received at step 25.
28.	In the case of roaming, the LMF selects a VGMLC (which may be different to the VGMLC for steps 3-8 and steps 19-21), The LMF then invokes an Nlmf_EventNotify service operation towards the selected VGMLC or (H)GMLC with an indication of the type of event being reported, the (H)GMLC contact address and LDR reference number, the identification of the LMF if this is a serving LMF, and any location estimate obtained at step 27.
NOTE 9:	In the case of roaming, the LMF may select the VGMLC for step 28 using the NRF service or using configuration information in the LMF or may use the same VGMLC as for steps 3-8 (e.g. if the LMF acts as a serving LMF and received the VGMLC address from the AMF as part of step 14).
29.	This step is skipped for a non-roaming UE. For a roaming UE, the VGMLC invokes an Ngmlc_Ngmlc_Location_EventNotify service operation to forward the information received in step 28 (e.g. including the type of event being reported, the LDR reference number and possibly the LMF identification) to the HGMLC which identifies the periodic and triggered location request from the LDR reference number.
NOTE 10:	As an optional optimization for a roaming UE, instead of performing steps 28 and 29, the LMF may invoke the Nlmf_EventNotify service operation directly towards the HGMLC.
30.	The (H)GMLC uses the LDR reference number received in step 28 or step 29 to identify the periodic and triggered location request received in step 1 and then sends the type of event being reported and any location estimate to the external LCS client or AF (via the NEF). The (H)GMLC may also verify UE privacy requirements before reporting the event and any location to the external LCS client or AF.
31.	The UE continues to monitor for further periodic or trigger events as in step 22 and instigates steps 23-30 each time a trigger event is detected.
Editor's note:	It is FFS how to handle the case where UE moves from 5GS to EPS when there is active location service request. Potential approaches to be considered are: if the target UE is unable to access the 5GCN in the original serving PLMN for a repetition of steps 24-25 but is allowed to and can access E-UTRA connected to EPC for the original serving PLMN, the UE may report the location event using event reporting for the Deferred EPC-MT-LR for Periodic and Triggered Location procedure described in clause 9.1.19 of TS 23.271 [4] by instigating steps 13-24 in clause 9.1.19.1 in TS 23.271 [4]. In this case, the UE includes the (H)GMLC contact address and LDR reference number when sending the MO-LR Invoke at step 14 for clause 9.1.19.1 in TS 23.271 [4] which enables the serving MME for the UE to report the location event to the (H)GMLC using steps 19-21 in clause 9.1.19.1 in TS 23.271 [4]. Typically, the E-SMLC used for the procedure in clause 9.1.19.1 of TS 23.271 [4] would be different and separate from the LMF for steps 15-17 here, although a proprietary procedure might be used by a serving PLMN to enable the E-SMLC to access (e.g. read and/or modify) state information for the UE in the LMF (e.g. using the (H)GMLC contact address and LDR reference number as a key to identify the UE state information), which might assist location of the UE by the E-SMLC and/or by the LMF at a later time.
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]
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[bookmark: _Toc19105804]6.5.1	Unified Location Service Exposure Procedure without routing by a UDM
Figure 6.5.1-1 shows a unified location service exposure procedure provided by an NEF in an HPLMN for a target UE to an NF in the HPLMN or to an external AF outside the HPLMN. The procedure enables a request for an immediate location or for a deferred location for a target UE.




Figure 6.5.1-1: Unified Location Service Exposure Procedure without routing by a UDM
1a.	An external AF sends an LCS Service Request to an NEF in the HPLMN for a target UE using an NEF API and includes an identification of the UE (e.g. SUPI or GPSI) and details of the location request such as whether a current or last know immediate location or a deferred location is requested, the location accuracy and response time, LDR request information and other information applicable to the type of request.
1b.	As an alternative to step 1a, a consumer NF in the HPLMN for a target UE invokes an Nnef_ProvideLocation Request service operation towards an NEF in the HPLMN and includes a global identification of the UE (e.g. SUPI or GPSI) and details of the location request as in step 1a.
2.	Based on the service requirements in step 1a or step 1b (e.g. location QoS and whether an immediate or deferred location is requested) and on the availability of GMLC versus AMF based location service, the NEF determines whether the location request in step 1a or step 1b can be mapped to a GMLC based location service or to an AMF location event exposure service. The NEF determines to use whichever mapping is supported or, when both mappings are supported, may employ implementation or operator dependent procedures to make a choice. When a GMLC based location service is determined, steps 3-6 are performed and steps 7-14 are omitted. When an AMF location event exposure service is determined, steps 7-14 are performed and steps 3-6 are omitted.
NOTE 1:	The NEF may take the potential load to the system, e.g. AMF/UDM load, or GMLC load, into consideration when deciding which location service to use, or whether to reject the request from NF or AF. The NEF may also take into account QoS. For example, when QoS accuracy exceeds cell ID, the GMLC location service shall be used if available.
3.	When a GMLC based location service is determined in step 2, the NEF invokes an Ngmlc_Location_ProvideLocation Request service operation towards an HGMLC in the HPLMN. The service operation may include all of the information received from the AF or NF in step 1a or 1b.
4.	For a request for an immediate location, the HGMLC performs steps 2-10 of the 5GC-MT-LR procedure in clause 6.1.1 in the case of regulatory location or steps 2-22 of the 5GC-MT-LR procedure in clause 6.1.2 in the case of commercial location. For a request for deferred location, the HGMLC performs steps 2-31 of the deferred 5GC-MT-LR procedure for periodic, triggered or UE available location events in clause 6.3.1.
5.	The HGMLC invokes thean Ngmlc_Location_ProvideLocation Response service operation towards the NEF to confirm the request in step 3 for a request for deferred location or to return the UE location for a request for an immediate location.
6.	If deferred location was requested in step 1, the HGMLC invokes one or more Ngmlc_Location_LocationEvent Notify service operations towards the NEF, to convey a single UE location in the case of deferred location for the UE available event or to convey an indication of location activation in the UE followed by one or more location event reports in the case of deferred location for periodic or triggered location events.
7.	When an AMF location event exposure service is determined in step 2, if the NEF needs to verify the target UE privacy requirements, the NEF invokes a Nudm_SDM_Get service operation towards the UDM of the target UE to get the privacy settings of the UE identified by its GPSI or SUPI. The UDM returns the target UE Privacy setting and the SUPI of the UE. The NEF checks the privacy settings. If the target UE is not allowed to be located, steps 8-14 are skipped.
NOTE 2:	The AMF location event exposure service does not support a real time query to the UE to verify UE privacy requirement by the user. If the NEF finds this is needed, the NEF either selects a GMLC location service or returns an error to the external AF or NF.
8.	The NEF invokes a Nudm_UECM_Get service operation towards the UDM of the target UE with SUPI of this UE. The UDM returns the network addresses of the current serving AMF. If the location request is an immediate location request, the NEF checks the country codes of the serving node addresses. If the NEF finds out the current AMF locates out of the service coverage, the NEF returns an appropriate error message to the AF or NF.
9.	The NEF invokes an Namf_EventExposure Subscribe service operation towards the serving AMF for the target UE and indicates whether a one-time UE location is requested or multiple UE locations for some triggering event and includes information on location accuracy (e.g. cell ID or TA granularity). If the NEF has no direct access to AMF or is configured to use UDM for the AMF event exposure, procedure in clause 6.5.2 is used instead.
10.	The AMF acknowledges the request in step 9.
11.	If the UE is currently reachable and in CM-IDLE state and if location is requested in step 9 with a cell ID accuracy, the AMF perform a network triggered service request as described in TS 23.502 [19] to place the UE in CM-CONNECTED state.
12.	If an immediate location is requested in step 9 which the AMF can support based on AMF knowledge of the current or last known serving cell or serving TA for the UE, the AMF uses this information. Otherwise, the AMF invokes the NG-RAN location reporting procedure defined in clause 4.10 of TS 23.502 [19] to obtain a single location or multiple UE locations according to the request in step 9. The AMF may convert any location that was obtained in the form of a cell ID or TAI into geographical information based on TS 23.032 [8] and as defined in TS 29.518 [16] clause 6.2.6.2.5 and TS 29.571 [33], clauses 5.4.4.7, 5.4.4.8 and 5.4.4.9 before proceeding to step 13.
13.	The AMF invokes the Namf_EventExposure Notify service operation towards the NEF to provide the current or last known UE location as obtained at step 12.
14.	If the AMF invokes the NG-RAN location reporting procedure in step 12 to obtain multiple UE locations and receives multiple location reports from NG-RAN as part of step 12, the AMF invokes one or more additional Namf_EventExposure Notify service operations towards the NEF to provide each additional UE location provided by NG-RAN. The AMF may convert each additional UE location in the form of a cell ID or TAI into geographical information as in step 12.
NOTE 3:	AMF conversion of a UE location in the form of a cell ID or TAI into geographical information in step 12 and step 14 can be PLMN operator dependent. However, it is expected that AMF conversion will normally be needed for a roaming UE to avoid VPLMN cell ID and TAI configuration in the HPLMN NEF.
15.	In the case of LDR, the NEF may itself initiate the Namf_EventExposure Unsubscribe service operation, e.g. if when the UE's privacy setting stored in the UDM was changed. For every outstanding Deferred Location Request against that UE, the NEF shall perform a new privacy check based on the updated privacy setting stored in the UDM. If the privacy check passes, i.e. the LCS Client is still allowed to position the target UE, the handling of the outstanding Deferred Location Request should be continued. Otherwise, if the privacy check does not pass, i.e. the Location estimate of the target UE is not allowed to be provided to the LCS Client, the NEF shall initiate a cancellation. Then AMF then releases all resources for the LDR request, and NEF shall send a notification of cancellation of LDR request to consumer AF or NF in the step 17a, 17b.
16a, 16b.	The NEF returns the first UE location received at step 5 or step 13 or a confirmation of a request for deferred location received at step 5 in the case of a GMLC location service to the external AF (step 15a) or NF (step 15b).
17a, 17b.	If one or more additional location reports are received at step 6 or step 14, the NEF returns one or more additional locations to the external AF (step 16a) or NF (step 16b). If step 15 occurs, a notification of cancellation of LDR request shall be sent to the consumer AF (step 17a) or consumer NF (step 17b).
NOTE 4:	As part of step 16 and step 17, the NEF converts any UE location received in the form of a cell ID or TAI into geographical information prior to sending the location to a consumer AF or NF.
NEXT CHANGE
[bookmark: _Toc19105828][bookmark: _Hlk4585972]6.13.1	MT-LR Procedure
Figure 6.13.1-1 illustrates network positioning requested by the LCS clients or the AF external to the PLMN for the case where the LCS Client or AF is associated with a GMLC in 5GC domain and the UE is served by the EPC domain. Both non-roaming and roaming scenarios are described. For non-roaming scenario both the case of separate EPC GMLC and 5GC GMLC connected with Lr reference point and the case with combined 5GC GMLC and EPC GMLC are described. For roaming scenario, the 5GC GMLC in the HPLMN uses NL3 to interconnect with the combined 5GC+EPCGMLC in the VPLMN.






Figure 6.13.1-1: MT-LR procedure with 5GC and EPC interaction
[bookmark: _MON_1631715407]
1.	Steps 1-3 in clause 6.1.2 are performed.
2.	For non-roaming case and if 5GC GMLC and EPC GMLC are combined, steps 2a and 2b are skipped. Otherwise the 5GC GMLC may derive an address of a EPC GMLC or 5GC+EPC GMLC, either received together with the network address of the current serving node) from the UDM/HSS in step 1, by internal configuration or by query to NRF.
2a. If an address of a EPC GMLC is derived, the 5GC GMLC then sends the Lr location request to the EPC GMLC. If the result of privacy check indicates that the notification (and verification) based on current location is needed, the 5GC GMLC shall send a location request to the VGMLC indicating "positioning allowed without notification".
2b. If an address of an 5GC+EPC GMLC is derived, the 5GC GMLC invokes a Ngmlc_Location_ProvideLocation service operation towards the 5GC+EPC GMLC. If the result of privacy check indicates that the notification (and verification) based on current location is needed, the 5GC GMLC invokes the service request indicating "positioning allowed without notification"
3Steps 2-9 or 9b in TS 23.271 [4] clause 9.1.15 are performed.
4.	For non-roaming case and if 5GC GMLC and EPC GMLC are combined, step 4a and 4b are skipped. Otherwise the following applies:
4a.	If step 2a was performed, the EPC GMLC forwards the location estimation of the target UE, its age, its accuracy and optionally the information about the positioning method to the 5GC GMLC.
4b.	If step 2b was performed, the 5GC+EPC GMLC forwards the location estimation of the target UE, its age, its accuracy and optionally the information about the positioning method to the 5GC+EPC GMLC in a Ngmlc_Location_ProvideLocation service Response.
5.	If the privacy check in step 1 indicates that further privacy checks are needed, the 5GC GMLC shall perform an additional privacy check in order to decide whether the 5GC GMLC can forward the location information to the LCS client or AF or send a notification if the result of the privacy check requires the notification and verification based on current location. One example when this additional privacy check is needed is when the target UE user has defined different privacy settings for different geographical locations. When an additional privacy check is not needed, the (H)GMLC skips steps 6-8.
6.	For non-roaming case and if5GC GMLC and EPC GMLC are combined, step 6a and 6b are skipped. Otherwise the following applies:
6a.	If step 2a was performed and if the result of privacy checks in step 5 indicates that the notification (and verification) based on current location is needed, and in the case of roaming, the 5GC GMLC shall send a location request to the EPC GMLC indicating "notification only".
6b.	If step 2b was performed and if the result of privacy checks in step 5 indicates that the notification (and verification) based on current location is needed, and in the case of roaming, the 5GC GMLC shall invokes a Ngmlc_Location_ProvideLocation service operation to the 5GC+EPC GMLC indicating "notification only".
7 The EPC post positioning notification and verification procedure in TS 23.271 [4] clause 9.1.18 is performed.
8.	For non-roaming case and if 5GC GMLC and EPC GMLC are combined, step 8a and 8b are skipped. Otherwise the following applies:
8a.	If step 2a was performed, the EPC GMLC forwards an indication of the result of notification and verification procedure to the 5GC GMLC.
8b.	If step 2b was performed, the 5GC+EPC GMLC forwards an indication of the result of notification and verification procedure to the 5GC GMLC.
9.	Steps 24 in clause 6.1.2 are performed.
END OF CHANGES

image1.emf
 

U E  

NG - RAN  

AMF  

LMF  

VGM L C  

HGM L C  

UDM   External  Client  

1a.  L CS   Service Request  

2.   Nudm_SDM_Get  

3.   Nudm_UECM_Get  

5.   Namf_Location_Provide PositioningInfo   Request  

6 .   N etwork Triggered Service Request  

11.   Nlmf_Location_DetermineLocation Request  

1 2 . UE Positioning  

1 3 .  Nlmf_Location_DetermineLocation Response  

1 4 . Namf_Location_Provide Positioni ng Info   Response  

2 4 a.  L CS   Service Re sponse  

NEF  

A F  

1b - 1 .  L CS   Service Request  

2 4 b - 1 .  Ngmlc_ Locati on_ ProvideLocation Response  

4.   Ngmlc_ Location_ ProvideLocation Request  

1 5 .  Ngmlc _ Location_ ProvideLocation Response  

10 . LMF Selectio n  

1b - 2.  Ngmlc_ Location_ ProvideLocation Request  

7. NAS Location Notificati on Invoke Request  

8. NAS Location Notification  Return Result  

1 6 . Privacy Check  

1 7 . Ngmlc_ Location_ ProvideLocation Request  

18.   Namf_Location_ProvidePositioningInfo Request  

1 9 .  N etwork Triggered Service Request  

20 . NAS Location Notification Invoke Request  

2 1 . NAS Locati on Notification Return Result  

2 2 .Namf_Location_ProvidePositioning Response  

2 3 . Ngmlc_ Location_ ProvideLocation Response  

2 4 b - 2.  L CS   Service  Re sponse  

9. Nudm_ ParameterProvision _Update  


oleObject1.bin


17. Ngmlc_Location_ProvideLocation Request







24b-1. Ngmlc_Location_ProvideLocation Response







23. Ngmlc_Location_ProvideLocation Response







1b-2. Ngmlc_Location_ProvideLocation Request







9. Nudm_ParameterProvision_Update







10. LMF Selection







Nlmf_Location_DetermineLocation Request







24b-2. LCS Service Response







24a. LCS Service Response







20. NAS Location Notification Invoke Request







19. Network Triggered Service Request







22.Namf_Location_ProvidePositioning Response







21. NAS Location Notification Return Result







Namf_Location_ProvidePositioningInfo Request







Namf_Location_ProvidePositioningInfo Request







16. Privacy Check







8. NAS Location Notification Return Result







7. NAS Location Notification Invoke Request







6. Network Triggered Service Request







1b-1. LCS Service Request







1a. LCS Service Request







Nudm_SDM_Get







Nudm_UECM_Get







Ngmlc_Location_ProvideLocation Request







15. Ngmlc_Location_ProvideLocation Response







14.Namf_Location_ProvidePositioningInfo Response







12. UE Positioning







13. Nlmf_Location_DetermineLocation Response







VGMLC







HGMLC







NEF







AF







UDM







LMF







External Client







NG-RAN







AMF







UE












image2.emf
 

U E  

NG - RAN  

AMF  

LMF  

V GM L C  

H GM L C  

UDM   External  Client  

1a.  L CS   Service Request  

2.   Nudm_SDM_Get  

3.   Nudm_UECM_Get  

5.   Namf_Location_Provide PositioningInfo   Request  

6 .   N etwo rk Triggered Service Request  

11.   Nlmf_Location_DetermineLocation Request  

1 2 . UE Positioning  

1 3 .  Nlmf _Location_DetermineLocation Response  

1 4 . Namf_Location_Provide Positioning Info   Response  

2 4 a.  L CS   Service Re sponse  

NEF  

A F  

1b - 1 .  L CS   Service Request  

2 4 b - 1 .  Ngmlc_Provid eLocation Response  

4.   Ngmlc_ProvideLocation Request  

1 5 .  Ngmlc _ ProvideLocation Response  

10 . LMF Selectio n  

1b - 2.  Ngmlc_ProvideLocation Request  

7. NAS Location Notification Invoke Request  

8. NAS Location Notification  Return Result  

1 6 . Privacy Check  

1 7 . Ngmlc_ProvideLocation Request  

18.   Namf_Location_ProvidePositioningInfo Request  

1 9 .  N etwork Triggered Service Request  

20 . NAS Location Notification Invoke Request  

2 1 . NAS Location Notification Re turn Result  

2 2 .Namf_Location_ProvidePositioning Response  

2 3 . Ngmlc_ProvideLocation Response  

2 4 b - 2.  L CS   Service  Re sponse  

9. Nudm_ ParameterProvision _Update  


oleObject2.bin


9. Nudm_ParameterProvision_Update







10. LMF Selection







Nlmf_Location_DetermineLocation Request







24b-2. LCS Service Response







24a. LCS Service Response







24b-1. Ngmlc_ProvideLocation Response







1b-2. Ngmlc_ProvideLocation Request







20. NAS Location Notification Invoke Request







19. Network Triggered Service Request







23. Ngmlc_ProvideLocation Response







22.Namf_Location_ProvidePositioning Response







21. NAS Location Notification Return Result







Namf_Location_ProvidePositioningInfo Request







Namf_Location_ProvidePositioningInfo Request







17. Ngmlc_ProvideLocation Request







16. Privacy Check







8. NAS Location Notification Return Result







7. NAS Location Notification Invoke Request







6. Network Triggered Service Request







1b-1. LCS Service Request







1a. LCS Service Request







Nudm_SDM_Get







Nudm_UECM_Get







Ngmlc_ProvideLocation Request







15. Ngmlc_ProvideLocation Response







14.Namf_Location_ProvidePositioningInfo Response







12. UE Positioning







13. Nlmf_Location_DetermineLocation Response







VGMLC







HGMLC







NEF







AF







UDM







LMF







External Client







NG-RAN







AMF







UE












image3.emf
UE NG-RAN AMF LMF V-GMLC H-GMLC UDM

External 

Client

1a. LCS Service Request

2. Nudm_SDM_Get

4. Ngmlc_Location_ProvideLocation Request

5.Namf_Location_ProvidePositioningInfo Request

10. Network Triggered Service Request

7. Ngmlc_Location_ProvideLocation Response

8a. LCS Service Response

3. Nudm_UECM_Get 

11. NAS Location Notification Invoke Request

12. NAS Location Notification Return Result

16. LCS Periodic-Triggered Invoke Request

24. UE Triggered Service Request

27. UE Positioning

28. Nlmf_EventNotify

25. Event Report

22. Event 

Detected

17. LCS Periodic-Triggered Invoke Return Result

31. Event 

Detected

19. Namf_Location_EventNotify

21a. LCS Service Response

6. Namf_Location_ProvidePositioningInfo Response

9. Wait for UE to 

become reachable

14. Nlmf_Location_DetermineLocation Request

18. Nlmf_Location_DetermineLocation Response

23. Location 

Measurements

26. Event Report Acknowledgment

NEF AF

1b-1. LCS Service Request

1b-2. Ngmlc_Location_ProvideLocation Request

8b-2. LCS 

Service 

Response

13. LMF Selection

15. UE Positioning

20. Ngmlc_Location_EventNotify

21b-1. Ngmlc_Location_EventNotify

30a. LCS Service Response

29. Ngmlc_Location_EventNotify

21b-2. LCS 

Service 

Response

30b-1. Ngmlc_Location_EventNotify

30b-2. LCS 

Service 

Response

8b-1. Ngmlc_Location_ProvideLocation Response


oleObject3.bin
UE


NG-RAN


AMF


LMF


V-GMLC


H-GMLC


UDM


External Client


1a. LCS Service Request


2. Nudm_SDM_Get


4. Ngmlc_Location_ProvideLocation Request


5.Namf_Location_ProvidePositioningInfo Request


9. Wait for UE to become reachable


10. Network Triggered Service Request


15. UE Positioning


14. Nlmf_Location_DetermineLocation Request


18. Nlmf_Location_DetermineLocation Response


11. NAS Location Notification Invoke Request


6. Namf_Location_ProvidePositioningInfo Response


12. NAS Location Notification Return Result


7. Ngmlc_Location_ProvideLocation Response


8a. LCS Service Response


3. Nudm_UECM_Get 


19. Namf_Location_EventNotify


21a. LCS Service Response


16. LCS Periodic-Triggered Invoke Request


20. Ngmlc_Location_EventNotify


21b-1. Ngmlc_Location_EventNotify


24. UE Triggered Service Request


27. UE Positioning


28. Nlmf_EventNotify


30a. LCS Service Response


25. Event Report


29. Ngmlc_Location_EventNotify


22. Event Detected


17. LCS Periodic-Triggered Invoke Return Result


31. Event Detected


23. Location Measurements


26. Event Report Acknowledgment


30b-1. Ngmlc_Location_EventNotify


30b-2. LCS Service Response


8b-1. Ngmlc_Location_ProvideLocation Response


NEF


AF


1b-1. LCS Service Request


1b-2. Ngmlc_Location_ProvideLocation Request


8b-2. LCS Service Response


13. LMF Selection


21b-2. LCS Service Response



image4.emf
UE NG-RAN AMF LMF V-GMLC H-GMLC UDM

External 

Client

1a. LCS Service Request

2. Nudm_SDM_Get

4. Ngmlc_ProvideLocation Request

5.Namf_Location_ProvidePositioningInfo Request

10. Network Triggered Service Request

7. Ngmlc_ProvideLocation Response

8a. LCS Service Response

3. Nudm_UECM_Get 

11. NAS Location Notification Invoke Request

12. NAS Location Notification Return Result

16. LCS Periodic-Triggered Invoke Request

24. UE Triggered Service Request

27. UE Positioning

28. Nlmf_EventNotify

25. Event Report

22. Event 

Detected

17. LCS Periodic-Triggered Invoke Return Result

31. Event 

Detected

19. Namf_Location_EventNotify

21a. LCS Service Response

6. Namf_Location_ProvidePositioningInfo Response

9. Wait for UE to 

become reachable

14. Nlmf_Location_DetermineLocation Request

18. Nlmf_Location_DetermineLocation Response

23. Location 

Measurements

26. Event Report Acknowledgment

NEF AF

1b-1. LCS Service Request

1b-2. Ngmlc_ProvideLocation Request

8b-2. LCS 

Service 

Response

13. LMF Selection

15. UE Positioning

20. Ngmlc_EventNotify

21b-1. Ngmlc_EventNotify

30a. LCS Service Response

29. Ngmlc_EventNotify

21b-2. LCS 

Service 

Response

30b-1. Ngmlc_EventNotify

30b-2. LCS 

Service 

Response

8b-1. Ngmlc_ProvideLocation Response


oleObject4.bin
UE


NG-RAN


AMF


LMF


V-GMLC


H-GMLC


UDM


External Client


1a. LCS Service Request


2. Nudm_SDM_Get


4. Ngmlc_ProvideLocation Request


5.Namf_Location_ProvidePositioningInfo Request


9. Wait for UE to become reachable


10. Network Triggered Service Request


15. UE Positioning


14. Nlmf_Location_DetermineLocation Request


18. Nlmf_Location_DetermineLocation Response


11. NAS Location Notification Invoke Request


6. Namf_Location_ProvidePositioningInfo Response


12. NAS Location Notification Return Result


7. Ngmlc_ProvideLocation Response


8a. LCS Service Response


3. Nudm_UECM_Get 


19. Namf_Location_EventNotify


21a. LCS Service Response


16. LCS Periodic-Triggered Invoke Request


20. Ngmlc_EventNotify


21b-1. Ngmlc_EventNotify


24. UE Triggered Service Request


27. UE Positioning


28. Nlmf_EventNotify


30a. LCS Service Response


25. Event Report


29. Ngmlc_EventNotify


22. Event Detected


17. LCS Periodic-Triggered Invoke Return Result


31. Event Detected


23. Location Measurements


26. Event Report Acknowledgment


30b-1. Ngmlc_EventNotify


30b-2. LCS Service Response


8b-1. Ngmlc_ProvideLocation Response


NEF


AF


1b-1. LCS Service Request


1b-2. Ngmlc_ProvideLocation Request


8b-2. LCS Service Response


13. LMF Selection


21b-2. LCS Service Response



image5.emf
AMF

Location

Service

GMLC

Location

Service

VPLMN (roaming) or HPLMN (non-roaming)  HPLMN

UE (R)AN

AMF

UDM H-GMLC NF/AF NEF

External 

AF

1a. NEF API: LCS Service Request

2. Determine Location Service

1b. Nnef_ProvideLocation Request

3. Ngmlc_Location_ProvideLocation Request

4. Obtain UE Location using a GMLC based location service

5. Ngmlc_Location_ProvideLocation Response

6. Ngmlc_Location_LocationEvent Notify

7. Nudm_SDM_Get Request/Response

12. NG-RAN Location 

Reporting procedure

13. Namf_EventExposure Notify

14. Namf_EventExposure Notify

16a. NEF API: LCS Service Response

16b. Nnef_ProvideLocation Response

17a. NEF API: LCS Service Response

17b. Nnef_ProvideLocation Response

8. Nudm_UECM_Get Response/Response

11. Network Triggered Service 

Request

9. Namf_EventExposure Subscribe Request

10. Namf_EventExposure Subscribe Response

LMF

15. Namf_EventExposure Unsubscribe Request


Microsoft_Visio_Drawing.vsdx
AMF
Location
Service
GMLC
Location
Service
VPLMN (roaming) or HPLMN (non-roaming)
HPLMN
UE
(R)AN
AMF
UDM
H-GMLC
NF/AF
NEF
External AF
1a. NEF API: LCS Service Request
2. Determine Location Service
1b. Nnef_ProvideLocation Request
3. Ngmlc_Location_ProvideLocation Request
4. Obtain UE Location using a GMLC based location service
5. Ngmlc_Location_ProvideLocation Response
6. Ngmlc_Location_LocationEvent Notify
7. Nudm_SDM_Get Request/Response
12. NG-RAN Location Reporting procedure
13. Namf_EventExposure Notify
14. Namf_EventExposure Notify
16a. NEF API: LCS Service Response
16b. Nnef_ProvideLocation Response
17a. NEF API: LCS Service Response
17b. Nnef_ProvideLocation Response
8. Nudm_UECM_Get Response/Response
11. Network Triggered Service Request
9. Namf_EventExposure Subscribe Request
10. Namf_EventExposure Subscribe Response
LMF
15. Namf_EventExposure Unsubscribe Request



image6.emf
AMF

Location

Service

GMLC

Location

Service

VPLMN (roaming) or HPLMN (non-roaming)  HPLMN

UE (R)AN

AMF

UDM H-GMLC NF/AF NEF

External 

AF

1a. NEF API: LCS Service Request

2. Determine Location Service

1b. Nnef_ProvideLocation Request

3. Ngmlc_ProvideLocation Request

4. Obtain UE Location using a GMLC based location service

5. Ngmlc_ProvideLocation Response

6. Ngmlc_LocationEvent Notify

7. Nudm_SDM_Get Request/Response

12. NG-RAN Location 

Reporting procedure

13. Namf_EventExposure Notify

14. Namf_EventExposure Notify

16a. NEF API: LCS Service Response

16b. Nnef_ProvideLocation Response

17a. NEF API: LCS Service Response

17b. Nnef_ProvideLocation Response

8. Nudm_UECM_Get Response/Response

11. Network Triggered Service 

Request

9. Namf_EventExposure Subscribe Request

10. Namf_EventExposure Subscribe Response

LMF

15. Namf_EventExposure Unsubscribe Request


AMF
Location
Service
GMLC
Location
Service
VPLMN (roaming) or HPLMN (non-roaming)
HPLMN
UE
(R)AN
AMF
UDM
H-GMLC
NF/AF
NEF
External AF
1a. NEF API: LCS Service Request
2. Determine Location Service
1b. Nnef_ProvideLocation Request
3. Ngmlc_ProvideLocation Request
4. Obtain UE Location using a GMLC based location service
5. Ngmlc_ProvideLocation Response
6. Ngmlc_LocationEvent Notify
7. Nudm_SDM_Get Request/Response
12. NG-RAN Location Reporting procedure
13. Namf_EventExposure Notify
14. Namf_EventExposure Notify
16a. NEF API: LCS Service Response
16b. Nnef_ProvideLocation Response
17a. NEF API: LCS Service Response
17b. Nnef_ProvideLocation Response
8. Nudm_UECM_Get Response/Response
11. Network Triggered Service Request
9. Namf_EventExposure Subscribe Request
10. Namf_EventExposure Subscribe Response
LMF
15. Namf_EventExposure Unsubscribe Request



image7.emf
 

UE  

EPS  

5G C +  EP C  GMLC   5GC  GMLC  

1.   MT_LR procedures in  5GC  

2a.  Provide Location  Request  

4a.  Provide Location Response  

HSS+   UDM   LCS Client  /AF/NEF  

3.   MT_LR procedures in  EPS  

5.   Privacy C heck  

6a.  Provide Location  Request  

8a. P rovide Location Response  

7.   Notification/Verification in  EPS  

9. MT_LR Procedures in 5GS  

EPC  GMLC  

2b. Ngmlc_ProvideLocation R equest  

4b. Ngmlc_ProvideLocation R e sponse  

6b. Ngmlc_ProvideLocation R equest  

8 b. Ngmlc_ProvideLocation R e sponse  


oleObject6.bin


9. MT_LR Procedures in 5GS







8b. Ngmlc_ProvideLocation Response







8a. Provide Location Response







Notification/Verification in EPS







6b. Ngmlc_ProvideLocation Request







6a. Provide Location Request







UE







Privacy Check







4b. Ngmlc_ProvideLocation Response







MT_LR procedures in 5GC







EPS







5GC+ EPC GMLC







EPC GMLC







LCS Client /AF/NEF







HSS+



UDM







5GC GMLC







4a. Provide Location Response







2a. Provide Location Request







MT_LR procedures in EPS







2b. Ngmlc_ProvideLocation Request












image8.emf
 

UE  

EPS  

5G C +  EP C  GMLC   5GC  GMLC  

1.   MT_LR procedures in  5GC  

2a.  Provide Location  Request  

4a.  Provide Location Response  

HSS+   UDM   LCS Client  /AF/NEF  

3.   MT_LR procedures in  EPS  

5.   Privacy Check  

6a.  Provide Location  Requ est  

8a. P rovide Location Response  

7.   Notification/Verification in  EPS  

9. MT_LR Procedures in 5GS  

EPC  GMLC  

2b. Ng mlc_ Location_ ProvideLocation R equest  

4b. Ngmlc_ Location_ ProvideLocation R e sponse  

6b. Ngmlc_ Location_ ProvideLocation R equest  

8 b. Ngmlc_ Location_ ProvideLocation   Response   Res[onse R e sponse  


oleObject7.bin


8b. Ngmlc_Location_ProvideLocation Response Res[onseResponse







6b. Ngmlc_Location_ProvideLocation Request







4b. Ngmlc_Location_ProvideLocation Response







2b. Ngmlc_Location_ProvideLocation Request







9. MT_LR Procedures in 5GS







8a. Provide Location Response







Notification/Verification in EPS







6a. Provide Location Request







UE







Privacy Check







MT_LR procedures in 5GC







EPS







5GC+ EPC GMLC







EPC GMLC







LCS Client /AF/NEF







HSS+



UDM







5GC GMLC







4a. Provide Location Response







2a. Provide Location Request







MT_LR procedures in EPS












